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This manual contains information that is proprietary to RAD Data RMmunicykions Ltd. (" RAD").
No part of this publicatio n may be reproduced in anyform whatsoewex without prior written
approval by RAD Data Communications.
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intellectual property or other proprietary rights relating to tf anual an CE-3600 and
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Limited Warranty

RAD warrants to DISTRI BUTOR that the hardware in the ACE-3 600 to be d elivered here under
shall be free of defects in material and workmanship under normal use and service for a period
of twelve (12) months following the date of shipment to DISTRIBUTOR.

If, during the warranty period, any component part of the e quipment bec
reason of material or work manship, and DISTRIBUTOR immediately notifies RAD uch defect,

RAD shall hav e the option to choose the appropriate corrective action: a) supp lacement
part, or b) re quest return of equipment to its plant for repair, or c) pe@orm epair at
the equipment's location. In th e event that RAD req uests the re turn of gg
shall pay one-way shipping costs.

RAD shall be released from all obligations under its warranty in eve at ipment has
been subjected to misuse, neglect, accident or improp lationy onuf repair s or
modifications were made by persons other than RAD's own authori servi ersonnel, unles s

such repairs by others were made with the written consent of RAD.

The above warranty is in lieu of al | other Warranti essed or implie d. Therear eno
warranties w hich extend beyond the face hereof, incltidin imi arrantie s of
merchantability and fitness for a parti : e liabl e for
consequential damages.

[

RAD shall not be liable to any person for 13 da % cluding, but not
limited to, lost profits from any cause what dsing %sn co nnected with the
manufacture, sale, handling, repair, mai ¢ -3600, and in no event shall
RAD's liability exceed the purchase price

DISTRIBUTOR shall be responsi bl - 7 3
relating to ACE-3600 and for ans 2 ) fent d)o ther adjustm ents required in
connection with the said war i

Software componen 3 nals 545" and  without warranty of any kind.
RAD disclaims all war i

ny~toss of use, interruptio  n of business or
es of any kind . In spite of the above RA D
products and shall offer free Software updates

W& of or re lating to this Agreement and the ACE-3600 shall
e purchase of the ACE-3 600. In no event shall RA D be
conse quential, spe cial, or exemplary damages or lost pro fits,
e possibility of such damages.

Product Disposal

To facilitate the reuse, recycling and other form s of recover y of waste
equipment in protecting the environm ent, the ow ner of this RA D product is
required to refrain from disposing of  this product as unsorte d munici pal
waste at the end of its life cycle. Upon termi nation of t he unit 's use,
customers should provide for its collect ion for reuse, recycling or other form
of environmentally conscientious disposal.



General Safety Instructions

The following instructions serve as a g eneral guide for the safe installation and operation of
telecommunications prod ucts. Additional instru ctions, if applica ble, are included inside the
manual.

Safety Symbols

This sym bol may a ppear o n t he equi pment or inthe téxt. It(ifdisates potential

safety hazards regarding product operation or maintenance P ervice
personnel.

>

Warning

product is energized or connected to out ommunication lines.

AN
Protective ground: the ma rke | should ted to the building
protective ground bus. @
m@\w\ @%
|p . N S
rnings a s
syml p 3

Danger of electric shock! Avoid any co @ iththe m\a%ed su rface while the

Some products m

> - B

Warning

terminated fiber -optic cables/connectors or look

oRnt VI es with the equipment will increase eye hazard.
olsyadjustme nts or perfor ming procedures ot her thant hose
speoﬂed herei, may result in hazardous radiation exposure.
ATTENTION: The laser beam may be invisible!

In some cases, the users may insert their own SF P laser transceivers into the product. Users are
alerted that RAD cannot be held responsible fo r any damage that may result if non-com pliant
transceivers are used. In particular, users are warned to use only agency approved products tha t
comply with the local laser safety regulations for Class 1 laser products.

Always observe standard safety precautions during installation, operation and maintenance of
this product. Only q ualified and authorized se rvice personnel should carry out adjustment,
maintenance or repairs to this  product. No in stallation, adjustment, mai ntenance or repair s
should be performed by either the operator or the user.



Handling Energized Products

General Safety Practices

Do not touch or tamper with the power supply when the power cord is connecfed. Line voltages
may be prese nt inside certain prod ucts even when the power switch (if inst alled) is in the OFF
position or a fuse is blow n. For DC-po wered products, although the voltages lev
not hazardous, energy hazards may still exist.

Before working on eq uipment connected to powe r lines or telecomrr%
jewelry or any other metallic object that may come into contact with en

Unless other wise specifie d, all products are  intended to be
Grounding is provided by connecting the mains plug toa w
terminal. If a ground lug is provided on the prod uct, it should be
ground at all times, by a wire with a d iameter of 1 8 A\

should be mounted only in grounded racks and cabine

Always mak e theg round co nnection first an d < not co nnect
telecommunication cables to ungrounded eq  uipment. Ms encables are
disconnected before disconnecting the ground.

Connecting AC Mains

Make sure that the electrical installation rplie local c% <
Always connect the AC plug to a s % .
The maximum permissible cur ili ution circuit that supplies power

to the product is 16A The-dirc

t and then to the wall s ocket. If a power
OFF position. If the power cord cannot be

to the.ground. Any single pole can be externally grounded.

Due to the high current capability of DC power systems, care should be taken when connecting
the DC supply to avoid short-circuits and fire hazards.

DC units s hould be ins talled in a restri cted access area, i.e. an a rea where access is a uthorized
only to qualified service and maintenance personnel.

Make sure that the DC power su pply is electrically isolated fr om any AC so urce and that the
installation complies with the local codes.

The maximum permissible current capability of the branch distribution circuit that supplies power
to the product is 16A. The circuit breaker in the bu ilding installation sho uld have hig h breaking
capacity and must operate at short-circuit current exceeding 35A.



Before connecting the DC supply wires, ensure that power is removed from the DC circuit. Locate
the circuit br eaker of the panel board that serv ices the eq uipment and switch it to the OFF
position. W hen co nnecting the DC supply wires , first co nnect the ground wire  to the
corresponding terminal, th en the positive pole and last the negative pole. Switch the ci rcuit
breaker back to the ON position.

A readily accessible disconnect device that is suitably rated and approved should be incorporated
in the building installation.

If the DC power supply is floating, the switch must disconnect both poles simul ously.
Connecting Data and TeIecommunica@io% S

t

Data and telecommunication interfaces are classified according

eifsafe
The following table lists the status of several standard inter the us ef a given port

differs from the standard one, a notice will be given in the manual.

pay

Ports Safety Status \\7/;\\ A

V.11, V.28, V.35, V.36, RS-530, X.21,  SELV Safety Extra LWge:

10 BaseT, 100 BaseT, Unbalanced E1, Pqr ich do not present &hazard. Usually
E2, E3, STM, DS-2, DS-3, S-Interface %CKD A)m)or 60 VD@

ISDN, Analog voice E&M
xDSL (without feeding voltage), XV T\@nﬁicati tholtage- 1:
Balanced E1, T1, Sub E1/T1 6 ose powy rating voltage is within the

networks are possible.
FXS (Foreign Exchang I‘I\é \) 3 h%a\t%n Network Voltage-2:
bs W ormal operating voltage exceeds the
firni (usually up to 120 VDC or telephone
Q‘F; g/ Wroltages), on which overvoltages from

{external telephone and data lines.

of S overvoltages from
o\ Naskeon
T .

WV—B Telecommunication Network Voltage-3:

Ports whose normal operating voltage exceeds the
limits of SELV (usually up to 120 VDC or telephone
ringing voltages), on which overvoltages from
telecommunication networks are possible.

Always’connect a given port to a port of the same safety status. If in doubt, seek the assistance
of a qualified safety engineer.

Always make sure that the equipment is grounded before connecting telecommunication cables.
Do not disconnect the ground connection before disconnecting all telecommunications cables.

Some SELV and non-SELV circuits use the same connectors. Use caution when connecting cables.
Extra caution should be exercised during thunderstorms.

When using shielded or ¢ oaxial cables, verify th at there is a go od ground connection at both
ends. The grounding and bonding of the ground connections should comply with the local codes.

The telecommunication wiring in the building may be damaged or present a fire hazard in case of
contact between exposed external wires and the AC power line s. In order to reduce the risk,



there are res trictions on the diameter of wires in the telecom cables, between the eq uipment
and the mating connectors.

Caution To reduce the risk of fir e, use only No . 26 AWG or larger teleco mmunication line
cords.

Attention Pour réduire les risques s'incendie, utiliser seulement des 0 teurs de
télécommunications 26 AWG ou de section supérieure.

S ir o@»nog only. In

Do not attempt to tamper with any carrier-provided equipment or ardware.

Some ports are suitable for connection to intra-building or non-
such cases, a notice will be given in the installation instructions

equipment a nd will provide better protection
against disturbances.

a rack, make sure to
“washers and torque. If an
ing braided wire as short as

i ts'when connecting it with unshielded
igl ies is always recommended, especially
ie ires are used, ferrite cores should be

A good ground co nnection is essential
remove all traces of paint from the
external grounding lug is provided
possible.

ctions are provided in the manual.

nt use, such  as cables used for one-time

However, it is good working practice to use caution when connecting cables terminated with
plastic connectors (without a grounded metal hood, such as flat cables) to sensitive data lines.
Before connecting such cables, discharge yourself by touching ground or wear an ESD preventive
wrist strap.



FCC-15 User Information

This equipment has been tested and found to comply with the limits of the Class A digital device,
pursuant to Part 15 of the FCC rules. These limit s are designed to provide reasonable protection
against harmful interference when the equipment is operated in @ commercial environment. This
equipment generates, uses and can radiate radio frequency energy and, if not jnstalled and used
in accordance with the Installation and Operation manual, may cause harmful i
radio communications. Operation of this equipment in a residential area is likely t
interference in which case the user will be re  quired to correct the in terferen his own
expense.

Canadian Emission Requirement

This Class A digital apparatus meets all the re quirements of the Canadian Intérference-Causing
Equipment Regulation.

Cet appareil numérique de la classe A respecte to utes gences du Reglement sur le ma tériel
brouilleur du Canada. .
Warning per @% (CIS@
N
d S S

Warning This is a class A product. | i vironm isey, product may cause radio
interference, in which/ease\ h (ﬁs\@\r iI"be re@ fojiake adequate measures.

\\ ) (AAND)

Avertissement Cet apparei eil de Class &Jn environnement résidentiel , cet
appareil er ouill iDlectriques. Dans ces cas, il peut étre
demandeg @ l'utilisate e prendr%Ie S appropriées.

] AONNOP
Achtung é\s vorliege\ﬁdﬁﬁ//er/’ét fall un}%?\t% Funkstorgrenzwertklasse A. In Wohngebieten
o

onn eim Betrieb di es R undfunkstrorungen auftreten, fur  deren

<> ng der Benutzé\&\ ortlich ist.
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Mise au rebut du produit

Afin de faciliter la réutilisation, le recyclage ainsi que d'autres formes de

récupération d'équipement mis au rebu t dans le cadre de la protection de

I'environnement, il est demandé au pr opriétaire de ce produit RAD de ne pas
mettre ce dernier au rebut en tant  que déchet municipal non tr ié, une fois
que le produit est arrivé e n fin de cycle de vie. Le client degait proposer des
solutions de réutilisation, de recyclage ou toute autre forme ise au rebut
de cette unité dans un esprit de protec tion de I'environnement\agsqu'il aura

B cutiiser S

Instructions géneérales de

qui erit\ou dans lg tex indique des risques
a le erso el)de service, quanta

Ce symbole peut apparaitre su
' potentiels de sé curité po o
. I'opération du produit ou

Avertissement <> @ Q)

Danger iq tez avec la surface marquée tant que le
produit t sous ten ou conngg nes externes de télécommunications.

terre de pro \aosse ou la borne marq uée devrait étre connectée
fise de terre ion du batiment.

P\s(g
QV



Certains produits pe uvent étre équipés d'une diode laser. Dans de tels cas, une
étiquette indiquant Ia classe laser ainsi que d'autres avertissements, le cas échéant,
sera joi nte prés du tra nsmetteur o ptique. Le sy mbole d'aver tissement laser peut

- aussi étre joint.
Avertissement . . . .
Veuillez observer les précautions suivantes :

e Avant la mise en marche de I'équipement, ass urez-vous que le cable de fibre
optique est intact et qu'il est connecté au transmetteur.

¢ Ne tentez pas d'gjuster le courant de la commande laser.

e N'utilisez pas des c& bles ou connecteurs de fibre optiq ue ou sans
terminaison et n'observez pas directement un rayon Ia@r.

2
0
U
c
e
S

L

e L'usage de périphériques optiques avec | 'équipement au @ pour
les yeux.

e L'usage de contréles, ajustages ou pro cédur utres quie ¢ pécifiées ici
pourrait résulter en une dangereuse expositi diati

ATTENTION : Le rayon laser peut étre invisible !

tout domma ge pouvant résulter de  I'utilisation d'émette otformes. Plus
particulierement, les utilisateurs  sont avertis d ¢ f ' prouves par
I'agence et conformes a la réglem entati dwts laser de
classe 1.

Respectez to ujours les précautions sta
maintenance de ce produ it. Seul le pe
I'ajustage, la maintena nce ou les -
d'ajustage, d e maintenance ou de
I'utilisateur.

I'in tion, lI'opération et la
tQautonse devrait ef fectuer
¢ ne opér ation d'instal lation,
effectuee pa rl'opérateur ou

@35 @@Eous tension

co urant lorsque le cable d'alimentation est branché.
1§ présente s dans certains produits, méme lorsque le

P osition OFF ou si le fusible est rompu. Pour les prodults
ension ne sont généralement pas dangereux mais des risques

Sauf s'il en est autrement indiq ué, tous les prod uits sont destiné s a étre mis a la terr e durant
I'usage normal. La mise a Ia terre est fournie par la connexion de la fiche principale a une prise
murale équipée d'une borne protectrice de mise a la terre. Si une cosse de m ise a la terre est
fournie avec le produit, elle devrait étr e connectée a tout moment a une mise a la terre de
protection par un conducteur de diamétre 18 AW G ou plus. L'équipement monté en chassis ne
devrait étre monté que sur des chassis et dans des armoires mises a la terre.

Branchez toujours la mise a la terre en premier et débranchez-la en dernier. Ne branchez pas des
cables de télécommunications a un équipement qui n'est pas mis a la terre. Assurez-vous que
tous les autres cables sont débranchés avant de déconnecter la mise a la terre.
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Connexion au courant du secteur

Assurez-vous que l'installation électrique est conforme a la réglementation locale.

Branchez toujours la fiche de secteur a une prise murale équipée d'une borne protectrice de mise
a la terre.

La capacité maximale permissible en courant du circuit de distribution de la connexion alimentant
le produit est de 16A. Le coupe-circuit dans l'installation du batim ent devrait avoir une capacité
élevée de rupture et devrait fonctionner sur courant de court-circuit dépassant

Branchez toujours le cdble d'alimentation en premie r a I'équipement puis a la pris ale. Si un
commutateur est fourni avec I'équipement, fixez-le en position OFF. Side cab [
peut pas étre facilement débranché e n cas d'ur gence, assurez-vous qu'
disjoncteur d'urgence facilement accessible est installé dans I'instattati

courant est de type IT.

Connexion d'alimentation CC

Sauf s'il en est autrement spécifié dans le manuel, I'entrée ' t flottante par

A cause de | a capacité de courant des systg
étre prises lors de la connexion de I'ali ment;
d'incendie.

ntation CC, >eautions devraient
viter des\cour cuits et des risq ues

Assurez-vous que l'alimentatio
I'installation est conforme-a 186

La capacité maximale germissible
le produit est de 16A\ e coupe-¢i
élevée de rupture et deyrai

A\
e 3 la terre a IRBD r, le

SN

Ie, adapté et ap prouvé devrait étre inté gré a l'installation du

correspo  ndante, puis le pole positif et en dernie
en position ON.




Declaration of Conformity

Manufacturer's Name: RAD Data Communications Ltd.
Manufacturer's Address: 24 Raoul Wallenberg St.
Tel Aviv 69719

Israel
Declares that the product: & %
Product Name: ACE-3600 &\

EMC: EN 55022:1998+ 2
A1:2000, A2:2003 } stics — Li

1 hnology — Immunity

icg + Limits a% Rods of

@ S

Iuipment - Safety - Part 1:

i of the EMC Directive 89/336/EEC, the Low
TTRRIrestive 99/5/EC for wired equipment. The product
&

ol

Haim Karshen
VP Quality

EN 50024:1998+
Al1:2001, A2:2003

Safety: EN 60950-1:200

Supplementary Infor
The product herewith

European Contact: RAD Data Communications GmbH, Otto-Hahn-Str. 28-30, 85521
Ottobrunn-Riemerling, Germany






Glossary

Address A coded representation of the origin or destination of data.

Agent In SNMP, this refers to the managed system.

ANSI American National Standards Institute.

Backhaul Transporting traffic between distributed site
points) and more centralized points r
Backhaul.

Balanced A transmission line in which voltages o e tw%onductors are
equal in magnitude, but opposite in polarity, with respect to
ground. (\

Bandwidth The range of frequencies pd g thpqugh a giv cuit. The
greater the bandwidth, the moQ c» mat|o ent through
the circuit in a givenm\t of tme

Baud Unit of signalin lent to t of discrete
conditions or d. If ea |g event represents
only one bit rate (bits per second).

Bit The s rmatl \a<\baary system. Represents
elth “1"

Bridge A ice nectl \ga networks at the OSI data link
layer jlkteringand f rames according to media access
contr C) agx:l\

Buffer e devic %nonly used to compensate for differences

a ra r evept timing when transmitting from one device to
anothe&\\{ & to remove jitter.

N\

\\h}. (normally 8 bits in length).

@nuous signal at a fixed frequency that is capable of being
modulated with a second (information carrying) signal.

<
Y
S

The 53-byte basic information unit within an ATM network. The
user traffic is segmented into cells at the source and reassembled
at the destination. An ATM cell consists of a 5-byte ATM header
and a 48-byte ATM payload, which contains the user data.

Channel

A path for electrical transmission between two or more points.
Also called a link, line, circuit or facility.

Circuit Emulation

In ATM, a connection over a virtual circuit-based network providing
service to the end users that is indistinguishable from a real point-
to point, fixed-bandwidth circuit.




Circuit Emulation
Service

New technology for offering circuit emulation services over
packet-switched networks. The service offers traditional TDMW
trunking (at n x 64 kbps, fractional E1/T1, E1/T1 or E3/T3) over a
range of transport protocols, including Internet Protocol (IP), MPLS
and Ethernet.

Clock A term for the source(s) of timing signals used in synchronous
transmission.

Concentrator Device that serves as a wiring hub in a star-topolo work.
Sometimes refers to a device containing n@ltipl f
network equipment.

Congestion

A state in which the network is over &8 discard
user data (frames, cells or packet

Congestion Control

A resource and traffic management methgnism av0|d and/or
prevent excessive situatio ffer over insufficient
bandwidth) that can caus¢

mechanism bas
Relay networks,

CORBA

j }%@t Broker Architecture,
t dichitecture and infrastructure
ork together over networks.
in servers that must handle large

ates, with high reliability, such as
S.

Data

4
W tion &r@e\dﬁn digital form, including voice, text,
ile Q@

A megas %\Ner in communications: the decibel in reference
to iwatt (0 dBm = 1 milliwatt and -30 dBm = .001

al

S

%ﬁ ection and isolation of a malfunction or mistake in a
comwunications device, network or system.

D\iP%ntial Delay

Differential delay is caused when traffic is split over different lines
that may traverse shorter and longer paths. Products like the RAD
IMX-2T1/E1 inverse multiplexer compensate for any differential
delay (up to 64 msec) between the T1 lines, to properly
reconstruct the original stream.

Encapsulation

Encapsulating data is a technique used by layered protocols in
which a low level protocol accepts a message from a higher level
protocol, then places it in the data portion of the lower-level
frame. The logistics of encapsulation require that packets traveling

over a physical network contain a sequence of headers.




Ethernet

A local area network (LAN) technology which has extended into
the wide area networks. Ethernet operates at many speeds,
including data rates of 10 Mbps (Ethernet), 100 Mbps (Fast
Ethernet), 1,000 Mbps (Gigabit Ethernet), 10 Gbps, 40 Gbps, and
100 Gbps.

Flow Control

A congestion control mechanism that results in an ATM system
implementing flow control.

Frame

A logical grouping of information sent as a link- Iayer
transmission medium. The terms packet, datagr

Framing

message are also used to describe logical i fg{
I

At the physical and data link layers gf'the

information, flags to designate t
plus information about the integrity of
information, such as netwgf
data, is encapsulated in a
frame.

1 Which ise apsulated in the

Full Duplex

A circuit or device permitting tr ion |n %lons
(sending and receivi g@ e sam t|me

Gateway

nt ce and exit fM communications

network. Vi entj ay is that node that
translates be herwis mqgatible networks or
networ, leways ode and protocol

GUI (Graphical User
Interface)

§

\ﬁron

repr
comiman

are interface is based on pictorial

ce
i f operations and files. Opposite of

ine |

Half Dupl

Mpelﬁt or. vic&gpable of transmitting in two directions, but
not at JEQQ tme.

Im é nce\

The %effect of resistance, inductance and capacitance on
a itted signal. Impedance varies at different frequencies.

SV

%d boundary, defined by common physical interconnection
characteristics, signal characteristics, and meanings of exchanged

signals.

IP A&mss

Also known as an Internet address. A unique string of numbers
that identifies a computer or device on a TCP/IP network. The
format of an IP address is a 32-bit numeric address written as four
numbers from O to 255, separated by periods (for example,
1.0.255.123).

J1

Digital interconnection protocol similar to T1 and E1 used in Japan.

Jitter

The deviation of a transmission signal in time or phase. It can
introduce errors and loss of synchronization in high speed
synchronous communications.




Laser

A device that transmits an extremely narrow and coherent beam
of electromagnetic energy in the visible light spectrum. Used as a
light source for fiber optic transmission (generally more expensive,
shorter lived, single mode only, for greater distances than LED).

Loading

The addition of inductance to a line in order to minimize amplitude
distortion. Used commonly on public telephone Iines to improve
voice quality, it can make the lines impassable to tiigh speed data,
and baseband modems.

Loopback

A type of diagnostic test in which the tran |tt
returned to the sending device after paSS| hr
a communications link or network.

rt of

Manager

An application that receives Simpl
(SNMP) information from an agefi
database of information, called the Man formation Base
(MIB). An agent can use a n
unsolicited information to 3

RADview MIB can query the\RAY

alarms when certain conditions

m nager share a

Master Clock

e, set par ters, sound
, and D@Nher
administrative tasks AN
The source of t r the si emselves) that all
network statlon ronizati

Modular

MPLS (Multiprotocol
Label Switching)

@

Modular mt@% field- c%kﬂe conversion.
('\

where t the packets based on pre-established IP routing
informa S is called multiprotocol because it works with
TD , IP, ATM, and Frame Relay network protocols.

N\

\\‘@erconnected group of nodes. (2) A series of points,
or stations connected by communications channels; the
collection of equipment through which connections are made
between data stations.

NMS\&etwork
Management System)

The system that controls the network configuration, fault and
performance management, and diagnostic analysis.

Node A point of interconnection to a network.

Packet An ordered group of data and control signals transmitted through
a network, as a subset of a larger message.

Payload The 48-byte segment of the ATM cell containing user data. Any

adaptation of user data via the AAL will take place within the
payload.




Physical Layer

Layer 1 of the OSI model. The layer concerned with electrical,
mechanical, and handshaking procedures over the interface
connecting a device to the transmission medium.

Kf .

Policing A method for verifying that the incoming VC complies with the
user's service contract.

Port The physical interface to a computer or multiplexer, for connection
of terminals and modems. ﬁ‘l\\

Protocol A formal set of conventions governing the form relative
timing of message exchange between twoieom
systems.

Pseudowire Point-to- point connections set up
native services like ATM, Frame R
SONET/SDH over an underlying commo
(Ethernet, MPLS or IP) core udowires
PWE3 (pseudowire emulatidn edge-to-edge \working group

Router An interconnection device that Ns. Unlike
bridges, which logicall provide
logical paths at OSI ) s can be
connected usm u oOver dedicate d lines to create
WANSs.

Routing The process(d@f s \t@‘ne mos \f{rcwt path for a
messag;,r\

Single Mode iber that is designed to

inglewavelength (typically 5-10 microns

N\
SNMP (Simple Networ The | \ﬁ?t sta P col for managing nodes on an IP
Managementﬁatocol) networ
Space In telec ations, the absence of a signal. Equivalent to a
bmarg(\\\
/Swﬁ \\ e nous Transmission.

1 &ital transmission link with a capacity of 1.544 Mbps used in
North America. Typically channelized into 24 DSOs, each capable of
carrying a single voice conversation or data stream. Uses two pairs
of twisted pair wires.

Telnet The virtual terminal protocol in the Internet suite of protocols. It

lets users on one host access another host and work as terminal
users of that remote host. Instead of dialing into the computer,
the user connects to it over the Internet using Telnet. When
issuing a Telnet session, it connects to the Telnet host and logs in.
The connection enables the user to work with the remote machine
as though a terminal was connected to it.




Timeslot

A portion of a serial multiplex of timeslot information dedicated to
a single channel. In E1 and T1, one timeslot typically represents
one 64 kbps channel.

Traffic Policing

Mechanism whereby any traffic which violates the traffic contract
agreed to at connection setup, is detected and discarded.

Traffic Shaping

A method for smoothing the bursty traffic rate th m|ght arrive
on an access virtual circuit so as to present a morengriform traffic

G

rate on the network.

o
@ @
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Quick Start Guide

Only an experienced technician should carry out the installation of ACE-3600.
If you are familiar with ACE-3600, use this quick start guide to prepare the unit
for operation.

1. Installing ACE-3600

Q

The physical installation of ACE-3600 includ

1. Mount and secure the unit in a 19" rack using

procedure: Connectin

4. Connect the externa
port (see procedurg

5. Connect the
network m

ol port, or connect the
hernet control port (see

on ing the Co

pr
6. Mgke sure th euniti &3\ ounded and then connect power to the
) @
Detgiled ins ] cz‘/Q are available in Chapter 2.
LN

1. Carefully remove the dust covers from the STM-1/0C-3c ports of the
SDH/SONET modules. Then, insert the appropriate SFP transceivers into the
STM-1/0C-3c ports.

Lock the wire latch of each SFP transceiver by lifting it up until it clicks into place.
For more information, refer to Chapter 2.

2. To each plugged-in SFP transceiver, connect a fiber optic cable: one for RX
(incoming) and one for TX (outgoing) data.

3. Insert an appropriate SFP transceiver into the GbE port of the interface
module (one GbE port per interface module), and then connect the fiber optic
cables. Remember to lock the transceiver's wire latch by lifting it up until it
clicks into place.

Installing ACE-3600 1
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Connecting the Clock Source

» To connect ACE-3600 to a dedicated clock source:

e Connect an E1/T1/J1-compliant cable to the specific clock source unit/device
on the remote end, and then to the RJ-45 connector designated STATION CLK
on the ACE-3600 unit end.

Connecting the Control Cable

» To connect the Ethernet control interface: <&

1. Connect one end of an Ethernet cable (not s ol device or

pli -@ b

the network management station hub. N
2. Connect the other end of the Ethernet cdble he R connector
designated ETH in ACE-3600.

1. Connect the DB-9 end of the RS-232 ad

2. Connect the RJ-45 end
designated CONTROL-+4r A

Connecting the Power

600<to AQ powe Q
er cable Wer connector on the ACE-3600 front

Conn owerqcablextothe mains outlet.

The unit is rfautomatically upon connection to the mains.

0 nect A o DC powver, refer to the DC power supply connection
syppierme,

2 Installing ACE-3600 ACE-3600 Ver. 5.2
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2. Starting and Configuring ACE-3600

Configure ACE-3600 using an ASClI-based terminal or a network management
station.
Starting a Terminal Session for the First Time

» To start the terminal session:
1. Connect an ASCIl terminal to the ACE-3600 contraiypor

2. Configure the ASCII terminal connection to 19200
the terminal emulator to VT100 emulation 0
menus.

3. Power up the ACE-3600 unit. Verify that the P nd P
panel are lit.

NE-0f system

LEDs in the front

ferminal mode 32-column mode

o' > Settigsy Nerminal Setup >

4. If you are using HyperTerminal, set
for optimal view of system menus (P
132 column mode).

5. Check the state of the

e Green - power s

e Red - power su

6. e :
< stecessfully.
ay the self-test results to check the
Logging In
rding toy ivileges, you may log in as super user, technician or
enYou uper user" privileges to be able to configure ACE-3600.

1. When connected to the terminal, press ESC to display the login screen.

2. Enter your user name ("su" for full configuration and monitoring access) and
"1234" default password when prompted, and then press <Enter>.

Setting the Date and Time

Set the current date and time in order to log events properly.
» To set the date and time:

e On the Date and Time menu (Configuration> System> Date and Time), enter
the current date and time or configure the SNTP parameters.

ACE-3600 Ver. 5.2 Starting and Configuring ACE-3600 3
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Configuring the Physical Ports

Configure the physical layer parameters for:
e ATM-155 ports
e Gigabit Ethernet ports.

» To configure the ATM-155 ports:

e On the ATM-155 menu (Configuration> Physical layer> P ATM-155), set
the required physical layer parameters.

» To configure the Gigabit Ethernet ports: S
e On the Ethernet menu (Configuration> Physical la or et), set
the required physical layer parameters. &
Configuring the Protection Parameters

If required, set the system, Ethernet DH/SONET protection/redundancy

parameters.

» To configure the protection par
e On the Protection me ion> Syst % ion), select the
protection type and the inNtheyefevant submenu.
Configuring the Applicati

The applicati

\ Interface menu (Configuration> Applications > Router>
Interface),e@nter the required routing parameters.

» To configure the ATM functionality:

e On the ATM menu (Configuration> Applications> ATM), select the ATM
functionality type and then set the parameters in the relevant submenu.

» To configure the MPLS functionality:

e On the MPLS menu (Configuration> Applications> MPLS), enter the MPLS
dynamic range and then set the parameters in the relevant submenu.

» To configure the multiservice over PSN functionality:

e On the Multiservice over PSN menu (Configuration> Applications>
Multiservice over PSN), select the PSN functionality type and then set the
parameters in the relevant submenu.

4 Starting and Configuring ACE-3600 ACE-3600 Ver. 5.2
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Setting the Clock Source

Set the source from which ACE-3600 should derive its timing.
» To set the clock source:

e On the Cock menu (Configuration> System> Clock), select the type of source
and then set the clock parameters in the relevant submenu.

Defining the Manager IP

» To define the manager IP address:

<
e On the Manager List menu (Configuration > Syste a
Manager List), set the IP and trap mask pa etg& a r).

&
R
G

<

&
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Chapter 1

Introduction

1.1 Overview

ACE-3600 is an advanced carrier-class gatewa i df orting

core’PSNs

(packet-switched networks), including Layer-2, MP r IP. ¥ modular physical
ATLITE tion abilities make

Typically located at the 3G RNC si
converts up to 4 simultaneous itic STM-1
pseudowire (PW) connecti at afe e '

network, using the unit's-Gigahj
and the four STM-1/0C3
module (optional)

t interfacexBoth the Gigabit Ethernet

e prote@@g an additional interface

#jcal role in cellular backhaul
timing over the packet-switched

e Self-diagnostic tools

e Inband and out-of-band management via various management access types
and user interfaces.

Product Options

ACE-3600 Ver. 5.2

Chassis Options
The ACE-3600 chassis is 2U high and fully modular.

The chassis has a passive backplane that includes pin connectors with which the
main modules and interface modules engage. The chassis supports the following
modules:

Overview 1-1
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Up to two main modules (main cards; A and B)

Up to two interface modules, each with four STM-1/0C-3c ports and one
Gigabit Ethernet port (the second module is used for redundancy protection).

Fan

PS

Main Module (MC) A

Main Module (MC) B

Interface Module

Interface Module

Contga\\

CLK

Main Module (Main Card) Options

The main modules (A and B) provide the ov

Two identical main modules are typica
protection feature, as explained in Main

Figure 1-1. ACE-3600 2D Chassis lllqstrati

Aith

<

Protec

of*the ACE-3600

d Gigabit Ethernet

he full redundancy

ge 1-10.
ilable:

ﬁgﬁ

es, for delivering ATM
s and STM-1/0C-3c links.

face modules, while each module

tic ports for ATM-155 UNI traffic, each
F transceivers. The ATM-155 (155 Mbps)

e|<f>ace performs physical layer and ATM mapping into
-1/0C-3c according to ITU 1.432.

One Gigabit Ethernet port for pseudowire/Ethernet-
based traffic over a PSN, using fiber optic or electrical
interface via an SFP transceiver.

For more detailed information about the interface module options, refer to
Table 1-1 and on page 1-25. For three-dimensional illustration of these modules,
refer to Chapter 2.

Note The ACE-3400 and ACE-3402 modules are not compatible with ACE-3600.

Power Options

ACE-3600 can be either AC-powered or DC-powered, and has one or two
hot-swappable power supplies (as ordered).

Overview
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License Packs

The available software license packs are:

LDP Enables the label distribution protocol (LDP) functionality

Applications

ATM over PSN Application

receives the Ethernet packets via its Gigabit
back to ATM-155 traffic, carried by up to fo
RNC. In such application, ACE-3600 can serve as the
remote peers.

ck distributor for the

I
L

3G Node B

Gigabit

Ethernet N x E1T1

IMA m

ACE-3200 3G Node B

ST C
@ ATH
oog\—/

t
Thet Fa
<§§§1

Thefollowing figure dam
AR
eparated in 3 YD \
WY

A

d traffic ove
S net .&\
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il
|

R SDH/IATM
— - Nx E1T1 R Eeads Nx E1/T1 -
= ............. T.D.M ...................... NV Network e
, E = = - Sn A S

o ) e
2G BSC .~ ADMIATM ADM/ATM “\, STM-1/0C-3c
o Switch Switch A\,
STM-1/0C-3¢c_,.=*"
';._ﬂ . Noa-
2 T
,:.7"’:/ Fast /]
= 2 Ethernet ;/
= e Gigabit
; o i
| onioc g Etheret ot
o — —————————— el - — Network - J
—_— ACE-3600 3G Node B

--------- 2G and 3G (R99) Voice Traffic
--------- 3G (HSDPA) Data Traffic

Figure 1-3.

Features

ATM over PSN Capa

ACE-3600 creates and
emulate ATM services

a se ire (PW) connections to
Qriks.

Two encapsulatiof ing to IETF's

'draft-ietf-pw
Each VCC/VPC is mapped to a single

pseudowire (PW)connect{

) VC/VP &Rc ion - Several VCs or VPs are encapsulated to
'
O

Y atiple cells to be encapsulated per frame.

N:1YNkto-o
a singl
600 allows sq
[ W&l but the ATM over PSN functionality, see A7TM over PSN
n age 7-11. For detailed description of the ATM over PSN

capsulatt des, refer to Appendix E.
LDP, PHP and MPLS over GRE
ACE-3600 uses the MPLS label distribution protocol (LDP) to automatically assign

and distribute pseudowires and tunnel labels between MPLS peers (up to 512
peers). When LDP is enabled, labels (tunnels or PWs) are set automatically. It is
still possible, however, to manually create tunnels or PWs with static labels.

Note  The LDP functionality requires a software license.
Additionally, ACE-3600 supports advanced MPLS label handling using Penultimate
Hop Popping (PHP), a packet-level modification process in which the label

switched router (LSR) removes the last label of MPLS packets before they are
passed to an adjacent label edge router (LER).

1-4 Overview ACE-3600 Ver. 5.2
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Lastly, MPLS (multiprotocol label switching) can be used over generic routing
encapsulation (GRE) to establish point-to-point tunnel connection over an IP
network. This tunneling service is used to transfer MPLS packets over an IP
network without using the IP addressing scheme. For a detailed description, refer
to Appendix E.

ATM Switching and Policing Capabilities

ACE-3600 provides full ATM switching capabilities, including
shaping of ATM-based traffic.

neduling and

Operators can assign each virtual connection (VC) or @
class, define the QoS parameters and shape the ATM e
CBR, VBR and UBR+. ATM traffic policing allows
non-conformant cells per configuration.

Up to 1024 VP and VC connections can be establi
VCl ranges.

e MPLS network - ou
tunnel and marked

e [P network = n o

or DSCP

@Mronizafon and flexible timing modes,

Ization - the clock is recovered from the RX traffic
accordance with G.823 and depending on the

N\
streamrds up to 512 remote PSN peers

e Multicast clock distribution - The master clock is distributed towards the PSN
using a single IP multicast clock stream (IGMPv2 host).

The clock steam is generated at a rate of 170 PPS (64 bytes each) for every
remote site.

For detailed information about the different system timing modes, see
Appendix D. For information about clock encapsulation over a PSN, see
Appendix E.

OAM and Diagnostics

ACE-3600 provides comprehensive monitoring and diagnostic capabilities,
including:

Overview 1-5
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e Pseudowire connectivity check - ACE-3600 periodically verifies the
connectivity status of pseudowire connections, using VCCV-BFD messages
according to the 'draft-ietf-bfd-base' requirements. If a failure is detected, a
notification is sent to both the remote peer and the ATM connection of the
specific PW. This allows complete monitoring over the pseudowire
connections in real-time. For more information, refer to Appendix F.

e External and internal physical loopbacks on STM-1/0C-3c ports
e Cell test towards the ATM ports.

In addition, ATM and PSN port alarms are propagated Qver
network from end to end, towards both the BTS/Node B,sid
side. This includes the mapping of:

e Packet-switched network alarms to ATM
e ATM alarms over the PSN to the remote custo equiptpent (CE)

e Physical failures of ATM ports, ov acket-switcked network towards
both the local and remote CE.

For conventional ATM cross-connects (XCs is supported assording to
ITU 1.610 requirements: @
e F4and F5 OAM (E
‘ Q
ns and end-to-end mode for

ing is provided by Ethernet and IP-layer network condition
packet sequence errors (loss or misorder) and packet delay

, which are monitored and stored by the device.
ACE-3600 collects statistics per physical port and per connection for 15-minute
intervals. Statistics for the last 6 hours are stored in the device and can be

retrieved at the network management station.

ACE-3600 maintains a cyclic event log file that stores up to 4096 time-stamped
events. In addition, an internal system log agent can send all reported events to a
centralized repository or remote server.

Full System Redundancy

To ensure a fail-safe and continuous operation, ACE-3600 supports:

e 1+1 protection on STM-1/0C-3 ports - ACE-3600 allows two STM-1/0C-3c
ports to work in the automatic protection switching (APS) mode, in which the
two interfaces send identical data, and either of them can take the place of

1-6 Overview ACE-3600 Ver. 5.2
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the other if an error is detected in one of them. For more detailed
information about this feature, see APS on STM-1/0C-3c¢ Ports on page 1-18.

e Ethernet redundancy - To allow reliable and uninterrupted service over
packet-switched networks, two Gigabit Ethernet interfaces can be set to
work in the 1:1 or 1+1 automatic protection switching modes, according to
IEEE 802.3ad. For more information, see Gigabit Ethernet Port Redundancy on
page 1-19.

main module immediately takes over the unit, using ks ‘owp igured
settings.

e Dual power supply - ACE-3600 has two ep r supplies that
allow the unit to be connected to two p one power
supply/source fails, the other conti

6 auth%&c@ users simultaneously, using
00Bas t-of-band)
edo OC-3c ATM port (inband)
et upli @b ng IP-based connection (raw IP or over
‘ %unctions can be attained via the following
S

Management

ACE-3600 can be man
inband or out-of-

e The dedica

equipped with a standard Web browser.

o \ .
i 3 N access is supported via IP-based connection.
i RAL \Web-based element management utility, embedded in
ACE-36001or IP-based, installation-free access to the unit from any computer

ACE-3600 Ver. 5.2

e RADview-EMS - RAD's CORBA-based element management system, providing
a dedicated PC/Unix-based GUI for controlling and monitoring the unit from a
network management station. It also includes northbound CORBA interface
for integration into any third-party NMS (network management system). For
more information, refer to the RADview-EMS/NGN User's Manual.

For more information about configuration alternatives, see Chapter 3.

The unit can be managed by and report to up to 16 different users
simultaneously. Accounts of existing and new users can be defined/changed
remotely, using a dedicated RADIUS server.

Overview 1-7
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1-8

In addition, ACE-3600 allows retrieval of the current date and time from a
centralized location, by synchronizing with an SNTP (System Network Timing
Protocol) server.

Software upgrades and preset configuration files can be downloaded/uploaded
to/from ACE-3600 via TFTP or XMODEM.

Security

ACE-3600 supports the Secure Socket Layer (SSL) protocol forenabling secure
Web access to the unit. If enabled, the SSL protocol encrypts thedata between
the TCP and HTTP Web layers. S

Telnet-like management can be secured using a Secur

providing secure access to the
transmit r the network.

. T

1.2 Physic %ﬁ

Wi @ h. It can be mounted in a 19"
600.

Figure 1-4. ACE-3600 Front View

The unit is fully accessible from the front panel, which includes the interface
ports, control connectors, main modules, fan tray, LED indicators and power
connectors.

For information about the unit's physical installation and required cable
connections, refer to Chapter 2. For information about the unit's operation and
LED indicators, refer to Chapter 3.

Physical Description ACE-3600 Ver. 5.2
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1.3 Functional Description

This section shows the ACE-3600 block diagram and provides detailed
descriptions of the following functional features:

e Main Modules Protection (see page 1-10)

ATM over PSN Functionality (see page 1-11)

o ATM Switching/Aggregation Functionality (see page 1-13)

e MPLS Utilization (see page 1-16) S

e Fault Propagation and PSN Connectivity Checks (s e @
e Ports Protection (see page 1-18) &

e Physical Loopback Tests (see page 1-20)

e SNMP and Alarm Traps (see page

e Management (see page 1-21).
Block Diagram ®®
internal func@aﬁ ructure of ACE-3600

The following diagram illust IR
and its main module (n@\ ports.
<
£
Passive Q > . \)>
Backplane Wﬁm %
L — (Main (t A
—
Ethernet
Management N

Port N\ e
1 \JJ W
Termirfal
Port N\
Scl?tiokn i NN >
oc \
Q \l\\ \ GbE Channel Network

/I)teﬁaw <: = Processors
4 x STM-1/TC-3¢ : I : 155Mbps<:

1% GbE Framers

N

NN

APS

Interface Module: 155 Mbps <:
4 x STM-1/0C-3¢ Framers
1 x GbE

GbE Channel

N SN

4}

Redundancy . .
iL Standby Main Module (Main Card B) -
Identical to the Active Main Module

Figure 1-5. ACE-3600 Block Diagram
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As shown in Figure 1-5, the main module (main card) is the core component of
ACE-3600, and all traffic types are processed by it.

Main Modules Protection

In addition to APS on STM-1/0C-3 ports, ACE-3600 supports main modules (main
cards) redundancy protection, which protects the unit's data matrix and main CPU
in cases of unexpected module reset.

In this protection mode, one main card is the active one (which\¢antrols the unit
and processes all traffic), and the second is the stangby m y to take

the place of the active one at any moment. Once the 5t
the active module, the other becomes the stand

rece via any of the unit's
interfaces). The transmitter on the standby card, h ver, IS always disabled.

Requirements for Main Modu pcti
The protection mechanism is available prowi : @
1. The two installed mai re i [ ' @m :
* Hardware version
»  Software versiog
» (Configura % @
2. Int nidation i

3. Redundancy ortis CO@ON.

oduleProtection Switching

d¥nes the active module when:

rigger ain
T odule on sta
o\ \The active ¢ ms reset;
The useivokes a manual switch causing the standby module to become the
active card;

Or -

e The self-test results for the standby card are better than those for the active
card.

Configuration of the Active and Standby Module

The displayed configuration menus (as described in Chapter 4 and Chapter 6) are
always related to the currently active card. If a switching occurs when viewing
one of the menus, the standby card takes over, logs all users out and then
displays the Login screen.

A new configuration is always performed on the currently active card. In order to
synchronize the standby module with a new configuration, the database update

1-10 Functional Description ACE-3600 Ver. 5.2
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command should be activated. This command transfers the new database to the
standby module. Once the transfer is complete, the standby module performs
automatic restart.

ATM over PSN Functionality

This section describes the unit's ATM over PSN capabilities in terms of:

e Queues and Buffers

e Timeout Mechanism
e PSN Buffer Allocations. < %
Queues and Buffers \

P

The traffic sent by the Gigabit Ethernet interface ap o four strict priority
transmit queues, as follows:

= Queue 1 (highest) - Reserved
to 50 frames.

= Queue 2 - Reserved for.ma
can store up to 50Q fra

= Queue 3 - Used fo

=  Queue 4 - Use@o?\t&x> t prior%@a@can store up to 500 frames.
N (-

Srionty
o % Ethernet |

h ,

Buffe tions

direction -

* Frames-are received on the Ethernet port and are mapped to a VPC/VCC
based on the incoming PW label.

» Each frame is stored in a buffer of 1600 bytes.
» Each VPC/VCC transmit channel can store up to 50 buffers.

» The Tx priority of each Tx channel is determined by the connection service
category.

»= If 3 frame is received for a specific VCC/VPC that already occupies 50
buffers, the frame is dropped and the Rx congestion counter is increased.

e In the ATM to PSN direction -

»= (Cells are received on the VCC/VPC and are mapped to a PW based on the
incoming VPI/VCI.

ACE-3600 Ver. 5.2 Functional Description 1-11
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»= Each incoming cell is either concatenated to an existing PW packet or
starts a new PW packet.

= Each PW packet is stored in a 1600 byte buffer.

= Upon transmission, each PW is mapped to one of the three Ethernet
transmission queues.

» Each transmission queue can store up to 500 buffers.

= |f a PW frame is directed to a transmission queue whichits 500 buffers
are full, the frame is dropped and the Tx congestion co ris increased.

e Data buffer pool - &

* The buffers used for data transmission (i are allocated

from a single pool.

» Each buffer size is 1600 bytes.

aximum numbers of
C X50 + ETH queue X 500).

pfines pseudoeouts in the

seconds ()7 Each/specific PW can be

range between 100 to 5,0
9 tion_enab disabled. If a timeout

configured to work wit

The timer accurac

The timer

w;\)' 2ady has cell/cells stored, the timer task compares the

With the arrival time of the first cell (which was stored in the

= If the current time minus the arrival time is larger than the timer settings,
a timeout state takes effect and the frame is forwarded for transmission.

Alternatively, if no timeout has been reached, no action is taken.

1-12 Functional Description ACE-3600 Ver. 5.2
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ATM Switching/Aggregation Functionality

This section describes:

e ATM Layer Functionality
ATM Traffic Shaping

o ATM Cell Scheduling

o ATM Policing

o ATM Buffer Allocations S
o ATM OAM Functionality
e Continuity Check (CC). &\

ATM Layer Functionality

e Up to 1024 VP and VC connections are NI/NNI VP range
(0-255/4095) and V(I range (Q :

* The required QoS
requirements

= EachVCor

ffic - Each STM-1/0C-3c¢ port can be
limit in cells/sec.

:; e Enabling flexible and accurate traffic adaptation for the required service.

Shaping prevents network congestion and achieves increased network utilization.

Shaping is supported for all VCCs. The TD (traffic descriptor) that is assigned to a
VC sets both the connection priority (according to strict priority queues, see
Figure 1-7) and the shaping parameters.

Each side of a VP/VC cross connection (XC) can be either shaped or unshaped
according to its traffic descriptor (TD). The shaping can be set to one of the
following:

e (BR shaped
e (BR unshaped

ACE-3600 Ver. 5.2 Functional Description 1-13
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e VBRI shaped

e UBR+ shaped

e UBR unshaped

The shaping parameters are defined according to the following service categories:
e (BR shaped - PCR and CDVT

e VBR1 shaped - PCR, CDVT, SCR and MBS

e UBR+ - PCR, CDVT and MDCR

e ACE-3600 has a built-in shaper, of a single/dual l&gky backett
e PCR/SCR granularity in the worst case is 0.39%
e Minimum PCR/SCR supported is 100 cells/

e Recommended CDVT values are displaye
(TD) configuration screen (CDVT valie

elevani\Jraffic Descriptor
forced accurately).

ATM Cell Scheduling

Each ATM port's egress cell traffj
queues, and the traffic is trans
levels of priority:

e First priority queue
first

e Second priorit

e Thi

rth priorit

ueue - U& II ransmitted last.
NN N\

O/ ACE-3xxx
Str
Priori

\CBR> Ethernet

SLEPS\
“VBR
‘ UBR+ ‘
Figure 1-7. ATM Queues Priority

ATM Policing

The ATM policing function defines which non-conformant ATM cells should be
discarded, tagged or counted by ACE-3600, per user configuration. The following
policing modes are supported according to ATMF TM4.1:

e (BR.1
e VBR.1
e VBR.2
e VBR.3
e UBR.1
e UBR.2
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Installation and Operation Manual Chapter 1 Introduction

X

ACE-3600 Ver. 5.2

The policing is configurable per a receive channel. Multiple channels can be
mapped to a single policing policy (group policing).

The granularity of the CDVT is 10ns. The minimum CDVT depends upon the port
type:

ATM Buffer Allocations

Port Type Minimum CDVT

TDM 1 cell time at line rate

UPI multi-PHY 4 cell time at line rate

UPI single-PHY 16 cell time at liQe rat(@

IMA 1 cell time at miri uv\@)b
group r;ké
Equal-rate-slow-PHY (ERSP) 1 cell%\y'{le r§t§

ACE-3600 has three types of fixed congest eshold

4.
ATV OAM Functi %@

CE-36 [
CC). OAM i
engbhng accurate co
r operating
d-to- ahost only)

Service category - can be
allocated/buffered

Global - the maximum num ells thatcan b&alocate /buffered for all
service categories is 6 Q)
ber of cel

class "000.

Per connectio S nu of that can be allocated/buffered

rt that complies with ITU-1.610 (AlS, RDI and
othe VP/VC cell stream ahead of the shaper,
arge to shaping parameters.

Intermediate

Loopback - OAM loopback cells are used to determine connectivity at specific
points in a network or between networks. OAM cells are part of the F4 and
F5 OAM service, which allows fault management for VPs and VCs. Loopback
cells can be defined as Segment or End-to-End.

For in-depth information about the supported OAM modes, refer to Appendix C.

Continuity Check (CC)

CCis used to check service availability in the following manner:

The transmitting (Tx) end sends a CC cell periodically over a predefined VCC or
VPC and verifies that the VCC/VPC is intact.

Functional Description 1-15
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e F4/F5 Continuity Check (CC) cell is generated or terminated and is
user-configurable per VCC/VPC. It is optionally supported on all VCCs/VPCs.

e (Ccells are sent once every second, regardless of user traffic presence.

e LOC s declared when no user data cells or CC are received for 3.5 consecutive
seconds. User data cells do not include AIS cells.

MPLS Utilization

ACE-3600 provides the following MPLS-related features:

e Label Distribution Protocol (LDP) S
e Penultimate Hop Popping (PHP). &

Label Distribution Protocol (LDP)

With an appropriate license, ACE-3600
distribution protocol (LDP) to autom
and tunnel labels between MPLS peers
labels (tunnels or PWs) are set automatic

&

stribute pseudowires
peers). W LDP is enabled,

ACE-3600 with LDP Definitions

LDP ID -
IP address of
interface or
system

Targeted
Peer 1

Ls:alt-;:ge Hello timer ¥ ”Ve\& ﬁ
)

'@ Targeted
Peer 2
C e

MPLS
&( P Targeted
LDP interface Q ed pe\e&‘a\ @i Feer s

definition — defipMign —
IP address of Up to 57 rsgnote PW——
router interface MW pher Targeted
1 (\(f\ Peer 4
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N4
Figare 1-8.

%ﬂz‘/ons and Connectivity

r’more informati
hapter 4.

to Configuring the LDP Signaling Protocolin

enultim op Popping (PHP)

Penultimate Hop Popping (PHP) is a packet-level modification process in which
the label switched router (LSR) removes (pops) the last label of MPLS packets
before they are passed to an adjacent label edge router (LER). PHP mode is
relevant only when some signaling protocols are in use.

When PHP mode is enabled:

e The receiving LER advertises an implicit null label (a reserved label value of 3)
for directly connected routes. The implicit null label causes the previous hop
(penultimate) router to remove the most outer label before transmitting the
packet to the LER.

e Every packet received over MPLS (regardless of the number of labels) is
regarded as data packet and is forwarded to the PW module.

e The control (IP) traffic is received as raw IP.

ACE-3600 Ver. 5.2
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e Configuration of PW connections with static ingress tunnel label is allowed in
order to allow backward compatibility.

When PHP mode is disabled:

e The receiving LER advertises an actual label value to the previous hop. This
label is used when packets are transmitted to the LER.

e After the tunnel Iabel is established, all the traffic coming from the previous
hop, arrive over the tunnel label. This specifically includes\R control traffic

(such as LDP, Ping, etc.) that is transmitted over a tunnel labekand not as
raw IP.
o \
e PW traffic over MPLS must be received with two MPKS\abe @ nevand PW
label.
e Every packet received with single label i rdedtotheyost in order to

allow control (IP) traffic over the MPLS tunnel.

. ection witkout an ingress tunnel label

¥ o,

SR )

_ rjgifkb o MPLS |
> —_— -

ovv direction

3 it \ S\affect only the ingress tunnel behavior when it is established
Theydo, not affect PWs configured for an IP-based PSN type (MPLSoIP,
The following diagram shows how PHP mode availability affects configuration:
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PHF Mode
W Tunnel
W Tunnel
Egress Ingress Egress Ingress
TunnelIndex Tunnel Index TutnelIndex Tunnel Index
Configured Mot Configared Configured Hot Configred Configured Hot Configured ohfigured Hot Configmred

Tunnellabel Tutrel Tuntel A configuration Tunnellabel Turm_el Tunel
usageis labelis labelis miistake is usageis lahelis labelis
according to the not zent checked and accorditg to notused not
label mapping rejected the label a used
sent from the tmapping
remote peer sentfrom
the remote
peer
Figure 1-10. PHP Mode Config on Options
For more information about encapsulatio @r witho refer to
Appendix E.
Fault Propagation and PSN Conne ecks @
The ACE-3600 alar SIates PSN and ATM link failures

on each end of the

application. A ment/End-to-End AIS alarms
towar A i orms VCCV-BFD connectivity checks with
the PSN side.

4. neighbor-signal-session-down

5. BFD acknowledgement slate (per FW)
neighbor-signal-session-down A
Remote ACE
Segment AIS | PW +
-to-End AIS IP/ETH . » ETH
— [ V& Port |— 2 TV Aotk BFD packets Port
ent AIS * T 1 I «

1. PW link failure
Y

2. Link Down
slate 3. BFD (per PW)
control-detect-lime-expired

Figure 1-11. PW Link Failure and Alarm Forwarding/Acknowledgement over a PSN

For more detailed information, refer to Appendix F.

Ports Protection

APS on STM-1/0C-3c Ports

Automatic protection switching (APS) is a link-level protection mechanism for
ensuring service continuity in the case of interface failure/error. In ACE-3600, the
STM-1/0C-3c interfaces can be configured to work in APS mode, in which the
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unit's two interface modules (each includes 4 STM-1/0C-3c ports) transmit

simultaneously over working fibers and protection fibers.

In the receive direction, each node monitors the corresponding link for SD and SF
conditions, and selects the better of the protected RX links. If an interface's
uplink traffic fails, the other continues and compensates for the loss, allowing

uninterrupted service. This form of APS is called 1+1 protection.

APS in ACE-3600 functions according to G.841 Annex B or Clause 7.1, Linear MSP

(multiplex section protection; compatible with 1:n bidirection
allows a channel to be bridged on the transmit direction at the

The APS path information (APS TX) may be sour
or the transmit side of a channel. ACE-3600
the APS receive stream.

X o 1

PR I

<
9 @@

R><<> N

APS mode

ink aggr ode according to IEEE 802.3ad.

Gigabit
Ethernet Packet ACE-3100 3G Node B
——————_ Redundancy Switched
r ; Network

ACE-3600 ——

. ACE-3200
Figure 1-13. ACE-3600 Using Ethernet Redundancy

When working in the 1+1 link aggregation mode:
e Both GBE ports share the same MAC and IP address

e Traffic is received on both ports

ACE-3600 Ver. 5.2 Functional Description

Device B - working in

Gigabit Eth ces can be set to work in 1:1 protection mode, or in

M

3G Node B

1-19
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Gb
as

Nofte

Physical Loopback Tests

ACE-3600 supports
ATM ports:

1-20 Functional D
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Traffic is transmitted only via the active GbE port

When a physical failure (loss of carrier) is detected on the active GbE port,
the redundant port becomes active and the errored one switches to standby
mode.

E link redundancy in 1:1 mode is not based on an existing standard, and works
follows:

Both GbE ports share the same MAC and IP address
RX and TX are enabled only on the active port

When a physical failure (loss of carrier) is detecte%o

1:1 protection mode can be used when ACE-3
(same one or different ones). It caprmot
share the same IP address. ‘

1+1 link aggregation mode (802.3atcan mo
routers, but both ports must be connected
supports 802.3ad.

k with eit. 2 switches or
p|the sa i/ router that

& (o
\ ical loopback operations on

er—de@
rns th %ed data at the physical layer to the
[

In
r e intefnal back includes a configurable timeout
m i dst p operation after expiry of the user-defined
peri
pback<\teturns the received data at the physical layer to the
ansmit path. <
€ - e @ - - - - - B R
\ HY ATM ATM PHY
.......... > PP — . Ji ———————p
User Port Network Port

------------------------ Data path in internal loopback mode

Figure 1-14. Data Path in Internal Loopback Mode

escription ACE-3600 Ver. 5.2
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PHY [ ATM ATM []| PHY:

User Port Network Port

Figure 1-15. Data Path in External Loopback {ode
The physical loopback includes a configurable timeout mecharism\{o terminate
the loopback operation upon expiry of the assigned @riod.‘ t

SNMP and Alarm Traps &\

SNMP Traps

nfigurable alarm traps mask per manager.
ent log, even when masked.

elected for masking by manager. The recording
anot be disabled.

Cross-Network Management

Management traffic streams can pass through ACE-3600 transparently, using
predefined destination subnet IDs. ACE-3600 delivers the management traffic
over pseudowire or ATM VC connections, allowing frames to pass over a
packet-switched network or from one network to another without interruption.

If the originating management subnet is received on the inband GbE port, it can
be translated to an ATM VC subnet, and vice-versa, as needed in the application.

ACE-3600 Ver. 5.2 Functional Description 1-21
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Subnet: ATM VC e ETH Subnet:
-—— - ni ——

2221 1.1.1.1

255.255.255.0 2220 | 1110 255.255255.0

Figure 1-16. Ethernet to ATM VC Subnet Conversion

Management Security

Access via terminal, Telnet or ConfiguRAD is password-protecte d can be

secured using SSL protocol or SSH-protected cIient/S%Sver tiogs The system
logs out automatically and displays the login screen afterl inactivity
(time during which no character was sent to the term;

a rohibits
lid or invalid) to

After three unsuccessful login attempts, AC
additional attempts for 15 minutes. Each attémp
ACE-3600 results in sending events/trap

Three user access levels are supporte

e su - super user, full read and write ac
screens for internal/debuggi

e tech - limited write a
access to diagnostics.

<

ersion 3.0 adds security and
s versions (SNMPv1/SNMPv2).

hat the message originates from a valid source

%e contents of a packet prevent interception by

i \ Sy authentication strategies that are applied on single users
Securitls - set the permitted level of security within security models.
A chosen combination of a security model and a security level determines which

security mechanism is employed when handling SNMP packets.
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1.4

Number of
Modules

Interface Modules

STM-1/0C-3c
Interface

Number of Ports

Data Rate

Operation Mode

Compliance

Jitter
Performar

/-'ram/hg&

rface) Type

Connectar

Data Rate

Compliance

Operation Mode
Max. Frame Size
Interface Types

Connector

ACE-3600 Ver. 5.2

i
%-5
&

Technical Specifications

Up to 2 per unit (field-replaceable modules)

155 Mbps

e ATM UNI
e SDH or SONET (user-

ctablg)

_i =
%

ST

S

plic via SFP transceiver; see 7able 1-1on
C, see 7Table 1-1on page I-25

2 in total, 1 per single interface module

1000 Mbps
IEEE 802.3z, 802.1Q, 802.1p
Full duplex
1600 bytes
See 7able 1-1 on page 1-25

RJ-45 or fiber optic via SFP transceiver; see 7able 1-1
on page 1-25
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Ethernet Control
Port

Terminal Control
Port

Station Clock Port

ATM Connections

PW Connec S

Powe
Consumption

Physical

Fan Tray

1-24

Interface Type

Operation Mode
Compliance

Connector

Interface Type

Data Rate

Connector

Interface Type

/mpedance

Conne

Nu S

Typ

Height
Width
Depth
Weight

Technical Specifications

ROLEe in rma-tion,e
nced E1: (H)
)

Installation and Operation Manual

100BaseTX

Full-duplex; autonegotiation disabled

IEEE 802.3

RJ-45

RS-232/V.24 (DCE) S

igurab@
@ apter cable; for
[0

hapter 2)

Q@LS/VCS

Up to 1024

2, hot-swappable

e AC: 100 to 240 VAC (£10%), 47-63 Hz
e DC: 24 VDC or -48 VDC nominal

e AC: 120 VA max
¢ DC: 80W max

8.74 cm (3.4in/2U)

44.0cm (17.3in)

25.0cm (9.0in)

8.0 kg (17.6 Ib) - with two main modules installed

Field-replaceable with two independent cooling fans

ACE-3600 Ver. 5.2
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Environment

Operating

Temperature

Storage

Temperature

Humidity

Chapter 1 Introduction

0°-50°C (32°-122°F)

-20°-70°C (-4°-158°F)

Up to 90%, non-condensing

Table 1-1. STM-1/0C-3c and Gigabit Ethernet SFP Transce/ve%

Ordering Name, Wavelength, Relevant Standards Transmitter Input ér> @t \;ower Typical Max.
Interface, Connector |Fiber Type Type ﬁ{ Range*
[nm], [um] [ [dBm]
( \»Umax) (min) (max) |[km] [miles]
SFP-1, STM-1/0C-3¢, 1310, 62.5/125 |ANSI T1 646-1995 (STM-1} 30 14 |20 14 | 1.2
LC multimode (m '
SFP-2, STM-1/0C-3¢, (1310, 9/125 G.957 S1.1 (STM-1) Neer/ }’\-28 8 8 15 9.3
LC single mode ' '
short Yaul F\Q
SFP-3, STM-1/0C-3c, (1310, 9/125 G.957 L1.1 (STM-1) Laser 34 - L5 0 40 248
LC single mode ? ' ’
ong haul
SFP-4, STM-1/0C-3¢, 1550, 9/125 G.957 L1.2 (SKWk 555 r BT NZ 0 80 49.7
LC single mode ' '
AN hg hau |
SFP-5, 850, 50/125 IEEE 802.3 N\ 0-9 = loo = o3
1000BaseSX, LC multimode (Gigapit Ethe n@ ﬁ ' ’ '
SFP-6, 1310, 9/125 %023 \J e [20 |39 5 [-310 6.2
1000BaselX10, LC single mode (Gigabit Etherhet N
SFP-10a Tx - 1310 \957 -
. -2 -8-14 82 12.4
STM-1/0C-3c¢, LC Rx -1 , \W Q% 8 8 820
9/125 single DM)
mode (sipgle
iber) &
SFP-10b Tx - 1550 6957 [STN1)
[ -2 -8 -14 -8 2 12.4
STM-1/0C-3¢, LC \O\ R~ 1310, 9/125 & aser S 820
ifigté mode (WDM)
\bg{ le fiber) N
SFP-13, STIR1/0C-30\[R/Rx >, 1310, IIM-1) Laser 29 8-15 -8 20 12.4
SC 94125 x
ingle mod \ (wDM)
Single fiber)
SFP17d, TX - 1310 IEEE 802.3 Laser 20 3.9 310 6.2
1000B x10, LC RX - 1490, (Gigabit Ethernet) '
9/125 single (WDM)
mode (single
fiber)
SFP-17b TX - 1490 IEEE 802.3 Laser -20 3.9 310 6.2
1000BaseBx10, LC RX - 1310, (Gigabit Ethernet) ’
9/125 single (WDM)
mode (single
fiber)

Note

ACE-3600 Ver. 5.2

Tvpical range is calculated using common peripheral equipment and environment
conditions. It may therefore vary according to user specific equipment and
environment conditions.
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ACE-3600 Ver. 5.2

Chapter 2

Installation and Setup

This chapter describes the physical installation and setup of <3600, and
includes the following topics:

Site Requirements and Prerequisites

<
Package Contents
Equipment Needed
Mounting the Unit
AQ

Removing/Installing Field-ReplaceabteParts

es )

Connecting to Networks and Devi
Connecting to the Clock Source
Connecting to Power.

& rsofnel w & aWare of the hazards involved.

d\saf during installation, operation and

No internal settings, adjustg \né@iwitenancewpairs should be
performed by eithe e or the @ Sugf activities must be
v-sKilléd

e must be connected to a proper grounding

be ¢ % o the dedicated grounding screw,
% ACE-3600 station clock port (see figure

S ®8.5
HATCH AREA

STATION CLK

© ©

SYNC

Site Requirements and Prerequisites 2-1
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2-2

Note

2.1 Site Requirements and Prerequisites

AC-powered ACE-3600 units should be installed within 1.5 meters (5 feet) of an
easily accessible and grounded AC outlet capable of furnishing the required
voltage supply, in the range of 100 to 240 VAC, 47 to 63 Hz.

Allow at least 90 cm (36 inches) of frontal clearance to allow operator access and
module replacement. For cable connections and continuous product operation,
allow at least 15 cm of frontal clearance and at least 15 cm at thevear of the

unit. Q

ACE-3600 has internal cooling fans and its ambient* o g erature is
0°-50° C (32°-122°F), at a relative humidity of u aridensing.

Since the ACE-3600 unit and adjiacent devic own heat, the actual
ambient temperature may be higher tha perature, if several units
are placed next to or on top of each p nt s allowed as long as

DC-powered units should apply the-same cleara a ature
requirements.

ts

) it (if a DC-powered unit was ordered)
Control port adapter cable (RJ-45 to DB-9)

<

2.3 Equipment Needed
ACE-3600 is delivered completely assembled and requires only the following hand
tools:

e Mounting ACE-3600 in a 19" rack requires a 3 mm Phillips screwdriver and an
RM-36 hardware kit (see Mounting the Unit).

e Removing/installing hot-swappable power supplies or field-replaceable
interface modules requires a flathead screwdriver.

e Removing/installing a main card module or a patch panel adapter requires a
3 mm Phillips screwdriver.

Equipment Needed ACE-3600 Ver. 5.2
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Power Cable

AC-powered ACE-3600 is equipped with an appropriate power cord (country or
region dependent) to be connected from the mains to the power socket of the
hot-swappable power unit (accessible from the front panel).

DC-powered ACE-3600 is equipped with an appropriate DC connection kit, which
should be used for preparing the DC cable connection.
Interface Cables

Refer to the following table to determine what cables a
required for installation. Appendix A specifies thewiri r pmouts.

Table 2-1. Required

Interface Required ;able\Type
Terminal Control RJ-45 to &Q}Z -232/V.24 comphant cable for

ASClI-based m ntrol (s
Ethernet or Ca <45 to /IEEE \@gllant cable for
electrical GbE w ntrol (not s%
STM-1/0C-3 or i
fiber optic GbE

le that m \hé ordered interface type
ied). Far e @ mation, see 7able 1-1 in

Station clock Q MS to M compliant cable for connecting the
& unit t ernal clock source (if required; not

supQI\|

NS

e If ACE-3600 is to be used as a desktop unit, place and secure the unit on a
stable, non-movable surface.

Refer to the clearance and temperature requirements in Site Requirements and
Prerequisites.

ACE-3600 Ver. 5.2 Mounting the Unit 2-3
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2.5 Removing/Installing Field-Replaceable Parts

ACE-3600 is a modular unit that allows the following parts to be replaced:
Main module See Removing/installing the Main Module

Interface modules  See Removing/Installing the Interface Modules

Fans See Removing/installing the Fan Tray/Fan.

Power supply See Removing/Installing the HO@W r Supply

Units on page 2-12 (in Section 2.8
Control ports ! l ule on page
module .

Station Clock port
module

nly in“rare cases, when
so by an authorized

A\

e The unit's power supply deli P to 24 Its' % or installing
field-replaceable parts nitis turned \J refore be dangerous.

- To prevent electrocuti CH expo ctrical parts!
Warning When removing or i ta swap ﬁ% omer supply unit: disconnect
the power sup unlt w 'J re removing or installing!

\))
odu

—3600 can be removed and
essary.

o<)t install the or ACE-3402 main modules in ACE-3600, since they

ncom patlﬁ\\

E-360 he installation of two main modules: one used for normal
peration an e for protection/backup. For more information about the main
module redundancy feature, refer to Chapter 1.

» To remove a main module card:

1. Using a Philips screwdriver, unscrew and remove the module's two tightening
screws.

2. Carefully pull the module's two black plastic latches outwards together at the
same time (see Figure 2-1).

Caution Never pull the plastic latches when the tightening screws are in place.

2-4 Removing/Installing Field-Replaceable Parts ACE-3600 Ver. 5.2
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Tightening
Screw

This module includes Class 1 lasers. For your safety:

e Do not look directly into the optical connectors while the module is operating.
Remember that the module starts operating as soon as it is inserted in
ACE-3600, and that the laser beam is invisible.

¢ Do not attempt to adjust the laser drive current.

Warning

» To remove an interface module:

1. Using a flathead screwdriver, unscrew and remove the module's two
tightening screws.

2. Carefully pull the module out of the chassis.

ACE-3600 Ver. 5.2 Removing/Installing Field-Replaceable Parts 2-5
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Figure 2-2. ACE-3600 /nz‘erﬁ%

» To install the interface module:

1. Carefully insert the module into the ap

Note [f two interface
the redundanc

his secti
fan
Tray De
e fan trayy o independently controlled exhaust fans that provide
goling f it by exhausting the heated air from the chassis outwards.
ACE-3600 au atically monitors and adjusts the proper operation of its internal
fans.

The fan tray can be removed from ACE-3600 to allow replacement/cleaning of
fans, after which it can easily be installed back to its place.

Note o fone of the fans stops working, the Fan LED indicator (on the front of the

tray) becomes red. In such a case, you should replace the fan tray at the
earliest.

o ACE-3600 requires the cooling fans at all times. If you completely remove the
fan tray, another working fan tray should take its place immediately.

e The fan tray can be removed when ACE-3600 is operating.

2-6 Removing/Installing Field-Replaceable Parts ACE-3600 Ver. 5.2
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Removing the Fan Tray

» To remove the fan tray:

1. Using a flathead screwdriver, unscrew the two screws that tighten the tray to
the unit.

2. Carefully pull the fan tray out of the chassis.

into the A chassis:

the fanitm reign objects and dirt that may have been
emave them.

left chassis slot, and slide it inside until its rear
mating connector on the backplane.

by tightening its two screws using a flathead screwdriver.

ng/lnstalling the'Control Ports Module

The control ports module includes the out-of-band Ethernet and the RS-232/V.24
terminal control ports. Removal of this module is necessary only in rare cases of
malfunctioned ports or when the ACE-3600 is to be totally dismantled for
maintenance purposes.

» To remove the control ports module:

1. Using a flathead screwdriver, unscrew the two screws that tighten the
module to the unit.

2. Carefully pull the module out of the chassis.

ACE-3600 Ver. 5.2 Removing/Installing Field-Replaceable Parts 2-7
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Ace

» To install the control ports module:

Installation and Operation Manual

1. Carefully insert the module into the appropriate interface slot of ACE-3600,
until the module's rear connector engages the mating connector on the
backplane and the module fits into place.

2. Secure the module using the two tightening screws and a flathead

screwdriver.

2.6 Connecting to Networks and@ev

cable connections.

Figure 2-1 illustrates the front panel
specifies the ACE-3600 connector pi

% - i rl:-‘u-‘ Imilﬂ AT 3 “‘:er A '."---
* - A iini ST S| B ((\% T
ACE-3600 : IO - N\ 1
@ rain o) o uﬁ(‘ '"N :"l":“: n!\\ \_/ - 3500 BA =y
o | Coom ; bies S maais T
e — e e
@ . o[ AF S R e LJ L sl ]
e 2. \\) Bop = == | =
@ure 4. ACE=3600 K (DC-Powered Unit)
CE-36 W dass klas \I> r your safety, do not look directly into the
optical co ors while thenitvis operating. The laser beam is invisible.
- controls or pe in® procedures other than those specified herein may
war It in hazard tioh exposure
R posure.
e ACE-@ installation includes the following steps:
1. Determinethe required configuration of ACE-3600, according to your
application (for more information, see Chapter 5).
2. Connect the STM-1/0C-3c interface cables (see Connecting to SDH/SONET
Network Equipment.
3. Connect the Ethernet interface cables (see Connecting to Packet-Switched
Network Equipment and Connecting to Ethernet-based (Out-of-Band)
Control Station).
4. Connect ACE-3600 to the clock source (see Connecting to the Clock Source).
5. Connect the power cables (see Connecting to Power).
2-8 Connecting to Networks and Devices ACE-3600 Ver. 5.2
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Connecting to SDH/SONET Network Equipment

To interconnect ACE-3600 with SDH/SONET networks or equipment (usually RNC
equipment), up to 8 fiber optic STM-1/0C-3 cables should be connected to the
unit's interface modules, which utilize Small Form-Factor Pluggable (SFP)
transceivers that are plugged into the module's empty SFP slot (SFP cage).

» To connect the STM-1/0C-3c fiber optic interface cables:

1. Lock the wire latch of the SFP transceiver by lifting it up untdi¥ clicks into
place, as illustrated in Figure 2-5.

Note  The SFP module you are installing may have a ditferen,

mechanism. In such a case, refer to its manz‘ru
A 0

3. Install the SFPtpansceive

Figu S
2. Qg ﬁ%
( , il it cli
Note { /f¢ TR
5 N
i 5

. To each LC connector, connect a fiber optic cable: one for RX and one for TX
data.

6. Connect the fiber optic cables to the SDH/SONET equipment (RNC).

Connecting to Packet-Switched Network Equipment

To allow ACE-3600 to interconnect with packet-switched networks, connect fiber
optic or electrical GbE cables to the unit's interface module, via appropriate SFP
transceivers that are inserted into the module's GbE cage. An appropriate SFP is
required for both the fiber optic and electrical Gigabit Ethernet interface types.

ACE-3600 Ver. 5.2 Connecting to Networks and Devices 2-9
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Using Fiber-Optic GbE Interface

To install a fiber optic GbE port, perform steps 1-5 of the connection procedure
described in the previous section (see Figure 2-5), using an appropriate fiber
optic GbE SFP transceiver. Then, connect a fiber optic cable between the GbE port
and the packet-switched network equipment.

Using Electrical GbE Interface

To install an electrical GbE port, insert an electrical GbE-complia FP unit into
the interface module's GbE port cage. Then,

» To connect the GbE electrical interface cable:

<
1. Connect a Cat. 5 cable to the RJ-45 conne of % P unit.
2. Connect the other end of the cable to the'p t-s edetwork

equipment.

1. Connect one ¢
the networ

2. C th
designated E

Connecti

DTE connector of the management station.

2. Connect the RJ-45 end of the adapter cable to the RJ-45 connector

designated CONTROL in ACE-3600.

‘_-------

RJ-45
Connector 9-Pin D-Type Female
Connector

Figure 2-6. RJ-45 to DB-9 Adapter Cable (CBL-RJ45/D9/F/STR)

2-10  Connecting to Networks and Devices ACE-3600 Ver. 5.2
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2.7 Connecting to the Clock Source

ACE-3600 can be connected to a clock source via its dedicated clock port. The
station clock port is an RJ-45, E1/T1-based port that receives data for timing
purposes only (without processing the incoming data). Although ACE-3600 can
receive its required clock source from any of its STM-1/0C-3c ports (as explained
in Chapter 1 and Appendix D), the dedicated station clock poftprovides a
strain-free and reliable channel for the clock source.

The station clock source can also be shared with othex device

ice on one end,
e

CIock@

@ I@ck source via the
a ticall\/ adjusts the line

Q) connection is detected.

onnect the clek \

Spter cable marked "—".

Female

Transmit

RJ-45 (Red)

Figure 2-7. RJ-45 to BNC Adapter Cable

Note  Use only the RAD adapter cable (CBL-R/45/2BNC/E1/X). Other adapter cables may
not have the required wiring for detecting the current of the unbalanced
interface.

ACE-3600 Ver. 5.2 Connecting to the Clock Source  2-11
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2.8 Connecting to Power

ACE-3600 has either AC or DC power supply (as ordered), provided via two
hot-swappable power supply units. A power cable is supplied with the unit.
Removing/Installing the Hot-Swappable Power Supply Units

ACE-3600 allows its power supply units to be replaced in the fie henever
necessary.

<
» To remove a hot-swappable power supply unit: <Q Q
A To prevent electrocution, DISCONNECT THE P SU Ck%E FROM THE
POWER SUPPLY UNIT before the removal.
Warning

1. Using a flathead screwdriver, uns
the unit to the chassis.

Figure 2-9. DC Power Supply Unit (Schematic illustration)

A To prevent electrocution, KEEP THE POWER SUPPLY CABLE DISCONNECTED FROM

- THE POWER SUPPLY UNIT as long as the unit is not fully installed.
Warning

2-12 Connecting to Power ACE-3600 Ver. 5.2
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» To install the hot-swappable power supply unit:

Caution Do not install the ACE-3600 power supply units in other products. The power
supply units are intended solely for ACE-3600.

1. Carefully slide the new PS unit into its slot until the unit's rear connector
engages the mating connector on the backplane, and the PS unit fits into
place.

2. Using a flathead screwdriver, secure the PS unit with the two tightening
screws.

<
Connecting to AC Power
AC power is supplied to ACE-3600 via a 3-pr; ug. A€ power should be
le termi

supplied through the 1.5m (5 ft) standard power ated by a 3-prong
plug. The cable is provided with the uni

Two power cables may be connected @e it simultaneously.

AN
Before switching on this unit and nnect})k\\&ayisco i \& other cable,
the protective earth terminals @ s Wwnit must be co@ 1o the protective

ground conductor of the m an extension cord

Warning  (power cable) make sure i

| Any interruption of the\protecti i ictor (inside or outside the
instrument) or di Ple protective h terminal can make this unit
— dangerous. Intent i

fuses of d rating, as marked on the rear panel,
. repaired fuses or short-circuit the fuse
onnectthe cable before removing or replacing the fuse.

theuse protection has been damaged, make the unit
Sihst unintended operation.

C power supplies together in the same unit.

conne 00 to AC power:

1. Connect thé power cable to the AC power connector on the unit's front

panel.
2. Connect the power cable to the mains outlet.

The unit is turned on automatically upon connection to the mains.

Connecting to DC Power

» To connect ACE-3600 to DC power:

e Refer to the DC power supply connection supplement, located on the
Technical Documentation CD or at the back of the official printed version of
this manual. Also, refer to the safety instructions at the beginning of this
document.

ACE-3600 Ver. 5.2 Connecting to Power  2-13
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Table 2-2. Typical and Maximum DC Power Consumption

Condition/HW Part Typical DC Power Maximum DC Power
ACE-3600 with two main 65W 75W

modules (main cards)

ACE-3600 main module in 24W 30W

Standby mode

ACE-3600 interface module 10w 12W

(STM-1 x4 ; GbE x 1)

Fan module

Management module

W
Lo NN

Connecting to Power

ACE-3600 Ver. 5.2
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Chapter 3

Operation

This chapter describes the following:

For a detailed explanation of the option
menus, see Chgpter 4.

Power-on and power-off procedures S %
Description of the ACE-3600 front panel LED indic an@ ~fy
Default settings x

Configuration alternatives - the different'mahagementaccess options

available for ACE-3600

Menu navigation.

a
(~

meté@anagement
>

2 @,@%
a5

i@ up and remains on as long as ACE-3600

eceivesw r. {(\

CE-3600 inctudés Clas Ia\%s. For your safety:

0 not look dir
he laser bed

’%e optical connectors while the unit is operating.

not a{ct\ oadjust the laser drive current.

nce turr&w ACE-3600 requires no operator attention, with the exception of
occasional monitoring of front panel indicators. Intervention is required only

when:

&

ACE-3600 must be configured to its operational requirements
The alarm LED indicator indicates an alarm

Diagnostic tests are performed.

Turning On the Unit 3-1
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3.2 LED Indicators

The front panel of an assembled ACE-3600 includes a series of LED indicators
that show the current operating status of the unit and its modules.

Figure 3-1 shows the ACE-3600 front panel:

= — | &
© @ ~ — =
Ace o} s Py [ = P
e - T = _ [ ] 009 Ow =g eew oK S
o 1T 1 @ 0000 Oux| |[~0000 Ou /\ I T
ACE-3600 FreChes : RN
® o[+ +]o T ¢ |
T AT A
e & 5 [mboss 3| |mbsesd N D s
- | - X e p " i
o | © @] | [T [ e |~o00e ouwx=| |-soee o& | |
CICE s ——— = )
; - EFE T STATON ELi
@ ' o0 I 2 o [ S DNV 2 [ sl ]
m [ = = - ol e L A o =
o k ! b= TS :Aqmixw TRET wE [ ne

Hot-Swappable POWER
Power Supplies (green/red)

@
Fan Tray SYS AL Gred vV @y@arm is detected
g Red: at(l e system alarm has been detected

N %@ e fans are working properly
n/12q) %’

t least one fan is not working properly

<
MaineM Q RDY On: self-test has been completed successfully
(gr Blinking: self-test has failed
ACTIV] On: this main module is in Active mode
(green) Off: this main module is not in Active mode
STANDBY On: this main module is in Standby mode
(green)

Off: this main module is not in Standby mode

ATM-155 SYNC On: the port's physical layer is synchronized
1-4, 5-8

(green) Off: the port's physical layer is not synchronized

Blinking: RDI has been detected
ATM-155 ATM On: ATM cells are being received or transmitted

1-4, 5-8

Off: ATM cells are not being received or transmitted
(green)

3-2 LED Indicators ACE-3600 Ver. 5.2
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ETH 1/2 LINK On: Gigabit Ethernet link is detected

(green) Off: Gigabit Ethernet link is not detected
ETH 1/2 ACT On: Frames are being received or transmitted
(green)

Off: Frames are not being received or transmitted

MNG-ETH Control LINK On: Ethernet link is detected
Port (green) Off: Ethernet link is not d%tecte
ACT On: ETH frames are being ed itted
(vellow) Off: ETH frames are ot b recel r
transmitted
Station Clock Port  SYnC On: E1/T1 ..
(green) Off: E1/T1 ph

3.3 Default Set

Login Names % Q
There| dre three | s of user ac s:
rm all t?@ e’ supported by the ACE-3600 management
NN

o torite ACE-3600 operation.

ote  For security reasons, it is recommended to periodically change your password, as
explained in Chapter 4.

Configuration Defaults

ACE-3600 comes with factory defaults. It is possible, however, to change these
defaults and save any current configuration as user default configuration, as
explained in Saving/Deleting the Default Configuration File in Chapter 4.

Additional parameters suggest default values that become active only when
saving the configuration.

ACE-3600 Ver. 5.2 Default Settings 3-3
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In some cases, values must be entered manually, otherwise the configuration
cannot be completed.

3.4 Configuration Alternatives

ACE-3600 can be managed and configured using the following\jser interface
alternatives:

e Working with an ASCll-based Control Terminal <
e Working with ConfiguRAD
o Working with RADview-EMS.

Working with an ASCll-based Control Te al

Any standard ASCII terminal or a PC sta
application), which is equipped with a V.2
be used to set up and configure 3 . QMAE
directly to the unit's contr . %

terminal/station
management.

The terminal screens in
inband management (f

glick Star grams > Accessories> Communications>
Fe ew terminal connection.

he/cables :e connected (for more information,
e@art the PC terminal emulation (in
te

Enter a name and choose an icon forthe connection:

Mame:
ACE-3200
lcan:
- =]
=1
E
| ok || cancel |

Figure 2. Windows HyperTerminal, Connection Description Dialog Box

3-4 Configuration Alternatives ACE-3600 Ver. 5.2
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3. Enter description for the terminal connection.
4. Select an icon to represent the terminal connection.

The Connect To dialog box is displayed.

Connect To

S ACE-3200

Enter detailz for the phone number that you I.@ﬂ tu:u |
LCountry/region; 3

Fhone number: |
((
“(C\%
))

Connect using: |

pér second: |152'I}I] V|
<
N x Diata bits: |E vl
D
Parity: |None vl
Stop bits: |1 vl
Fow control: |{{TS SN |

[ Bestore Defaults ]

| ok || cance || ey |

Figure 4. COMI1 Properties Dialog Box

ACE-3600 Ver. 5.2 Configuration Alternatives 3-5
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6. Configure the communication port parameters to a baud rate of 19,200 bps,
8 bits/character, 1 stop bit, no parity and no flow control.

The main HyperTerminal window is displayed.

-iol x|
File Edit View Cal Transfer Help
= 9|$| 0|

E]|

4

[ I
[Connected 00:01:32 V1003 [oabedn, KoL JPs m [capure [y N\ 4
N

erfTermin mdow

iasy Settings).
efminal, set the terminal mode to
e system menus: (Properties >
mode).
power cable.

ts are displayed on the terminal screen. The
side of the front panel should be green at the

ng Terminal/Telnet Interface
O access 's management/configuration/monitoring options, you must
log in.
» Tologin:
1. While connected to the terminal, press <ESC> to access the login screen.

The following login screen appears:

User name >su
Password >1234

Figure 3-6. Terminal Login Screen

2. Enter your user name (su, tech or user) and your password when prompted.
The factory set password is 1234 or X00000XXXX.

3. If you enter an invalid password during three consecutive attempts, the
system becomes inaccessible for 15 minutes.

3-6 Configuration Alternatives ACE-3600 Ver. 5.2
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ACE-3600 Ver. 5.2

ASCIl Screen Format

ACE-3600 RAD Data Communications

Selected Menu> Menu Path

1. Number ... (1)

2. List of numbers ee. (1,3,5-7,9)

3. String ... (String)

4. Selectable > (Selectable Value)
5. Submenu >

6. Command &
Prompt>

Please select item <1 to 6>

Hot Keys

Esc-previous menu; !-main Menu; &-exit

Scroll Message <E?:§\“\

Figure 3-7. Terminal S rmat

In this manual, the parameters .% ng on menu @
tables that follow the screep figiites. Ajtypical pa{ me sxe)

following three columnzaf(>\ @
Parameter Descripﬁ?\\ QQ)\Qn QQ&)) Possible Values
ERCANENEPAN

b
e Parameter —Nﬂes theﬁ@@appearing on the screen, including

described in
able contains the

sub re apphgable:
e Descrip describes the purpose or functionally of the parameter.
| NS |
ossible Value \'4\&""' all the possible values for the parameter, or a
ange of va t\x tding the default value, if applicable.
lythe use ant information is shown in the tables. For example, see
R .

Principles of Navigation

The main menu categories (see Figure 3-12 on page 3-14) lead to submenus and
items with selectable parameters (which are explained in Chapter 4 -
'Configuration’ and Chapter 6 - 'Statistics, Diagnostics and Troubleshooting’).

All terminal screens are titled "ACE-3600 - RAD Data Communications”, while the
current screen name and path is underlined. The underlined screen name is
identical to the item selected in the previous menu.

At any given time, you can press ! (SHIFT-1) to return the main menu. For more
information, refer to Menu Paths (ASCIl or ConfiguRAD) on page 3-13.

Configuration Alternatives 3-7
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Hot Keys

Table 3-1 summarizes the functionality of hot keys (keyboard shortcuts) that are

Installation and Operation Manual

available in the different menu screens.

Table 3-1. Hot Keys

Hot Key Functionality
P/p Previous menu page (for long menus that ex a page).
Scrolling up for menu items
N/n Next menu page (for long menus ths® excded a é%rolling
down for menu items o~ (\
N\
F/f Forward (next entry) - stayih game uwmstance
(Port) on axis Y
B/b Backward (previous entry) - stay%e menu with previous
instance (Port) on @
CTRL F/f Forward (next entry Nsame menu (Wl next instance
(Interval) on axis X {\
CTRL B/b Backward. | r@ entry) - stay in u with previous
instaﬁ%&t ) orj\?xis X @
N
Aa A@@W@Mispl@@% paraméters
R,r Mo<{t%¥g@try Whi@wrs are currently displayed

PR

t(m evious cell)

N
Skip right \e)’;) the next cell)

%&\;Nn (move to the down cell)

\S N
h}b&/r §>roll right
RL L/I x Scroll left
CTRL D/d Scroll down
CTRL U/u Scroll up
? Display help (if available for the specific screen)
TAB Select next changeable cell (skip read-only cells)
Gg Select specified cell - row_num, col_num
A,a Add table entry
R,r Remove table entry
C.c Clear all table entries
M,m Display selected table entry as a menu
S.s Save table session changes

3-8 Configuration Alternatives
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Note

ACE-3600 Ver. 5.2

Chapter 3 Operation

Hot Key Functionality

DEL Clear currently typed string

ESC Previous menu

! Go to main menu

& Exit from the menus; if user presses any key, LOGIN is displayed
@ Spread the messages scrolling area to full sc%n\

S Display history

# Display previous command Kg

+ Command filter start ét \K))\/

Parameter start

The Save (S) operation is essential fa

changes.

\ing anm//ng configuration

&

Configuration Alternatives
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Working with ConfiguRAD

ConfiguRAD is a Web-based remote access terminal management software,
embedded within ACE-3600. It provides a user-friendly Web interface for
configuring, collecting statistics and monitoring the ACE-3600 unit. It provides the
same options that are available via the terminal interface.

Logging In via a Web Browser

Supported Web Browsers
ConfiguRAD allows you to access and control the unit%i ann t nection,
and supports the following Web browsers:

e Internet Explorer 6.0 or higher, running o \Windo 8 ows 2000 or
Windows XP.

e Netscape Communicator 7.1 or higher, running indows NT or Unix.

IP Address Configuration
The remote Web login requires a pre-config P addr ACE-3600 unit

<7

Ysuch as Google Popup Blocker.

r, enter the IP address of the

hg format: http:// (IP address) and then press
theysowser to connect ('IP address' stands for the
&s which has to be assigned via an ASCIl terminal).

3-10  Configuration Alternatives ACE-3600 Ver. 5.2
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2l htip:/7172.17.143 40/ conligusad/ config - Microsolt Intemet Explorer
L ACE-3600
| dus commasicatioss | Cmﬂm:
Login
User Name: su
Password: -

E_]Duu

available in the te
ConfiguRAD an@tt

Status
Trace
Refresh All

Logow f

] Done [T 2 Localinkanst

Figure 3-9. ConfiguRAD Main Menu Window
» To choose a ConfiguRAD option:

1. dick a link in the ConfiguRAD screen's left pane to display the submenu.
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3-12

2. Once the target screen is displayed, select a value from the drop-down box or
enter it in a text box.

At the left-hand bottom corner ConfiguRAD provides some assisting management
tools:

e Status - shows the number of users currently managing ACE-3600

e Trace - opens an additional pane for system messages, progress indicators
(ping, software and configuration file downloads) and alarms. It is
recommended to keep the trace pane open all the time.

e Refresh All - updates the displayed parameters by retrig information
from the unit.

A2 hitp:/7172.17.143, 40/configusad/config - Microsaft Intemet Explorer

) ACE-3600

Prevtous Menu Refresh
Main Menu
Inventory
Configur ation Configuration>Physical layer>Port-ATM-1
MOt Oring
Diagnostics
Uhilities Port activation

Port number [

Transmit clock source
Frame type
Alarm thresholds

Status %
Trace
Refresh All

Logout

€] Done [T [ Localinvans

%guRAD Port Configuration Window

RADview-EMS is’a user-friendly and powerful SNMP-based element management
system (EMS), used for planning, provisioning and managing heterogeneous
networks. RADview-EMS provides a dedicated graphical user interface for
monitoring RAD products via their SNMP agents. RADview-EMS for ACE-3600 is
bundled in the RADview-EMS/NGN package for PC (Windows-based) or Unix.

For more details about this network management software, and for detailed
instructions on how to install, set-up and use RADview - refer to the
RADview-EMS/NGN User's Manual, located on the Technical Documentation CD or
on RAD's Web site via the Partners page.

Configuration Alternatives ACE-3600 Ver. 5.2
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3.5 Menu Paths (ASCIl or ConfiguRAD)

Once you have logged-in, navigate the ACE-3600 menus to set and view the
unit's configuration parameters, and to perform other essential operations.

Main Menu Paths

Figure 3-11 illustrates the main categories that are available fromhe main menu.

v v v : \’\ v AN
Inventory Configuration Monitori @nostic@ Utilities
/MK AN\

Figure 3- »@ Tree @\)

Figure 3-12 shows the act
configuration and | sa a this menu.
The main_me p S afey @
few information, HW/SW versions and HW

i tion
pe 2 and configure all the parameters required for

the operation of ACE-3600

A\ 4

i enu i S ﬁerminal screen. All system
r es |

Monitor system performance and statistics

[ ) Perform diagnostics
Utilities (type 5) Upload/download application files, configuration
files and backup files

ACE-3600 Ver. 5.2 Menu Paths (ASCIl or ConfiguRAD)  3-13
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ACE-3600 - RAD Data Communications
Main Menu
1. Inventory >
2. Configuration >
3. Monitoring >
4. Diagnostics >
5. Utilities >
>
Please select item <1 to 5> <>
ESC-Previous menu; !-Main menu; &-Exit

A0 (N
Figure 3-12. Main Menu [Tef m&@\/
Table 3-2. Main Menu ReferenceNable
Parameter Descripti on &Q w\,\ Reference
Inventory Displays the unit's hard @r f
software verst along Wy hapter 4
description f@ components <<\
~~
@ss to theWefer to Chapter 4
le
<

em, p I
ram N

i M Refer to Chapter 6
@\aj and

. Q \)‘\
bme i ccess to

Diagngstics
D dlagn(@w\ oubleshooting

Utilities nu%)viding access to utilities Refer to Section 4.4 in
uploading /downloading Chapter 4

N\ uration files from/to the unit
@ra Men u&s

0 Section 4.4 in

Configuration

Monitoring

Refer to Chapter 6

The following figure summarizes the paths available in the configuration process:
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Configuration
Application
. , — |
s rouer MPLS verpen
' ' R —
ATM cross Signaling

M connect (XC) | || Static route protocol Tunnel LSP H Peer
H OAM H Interface LDP Egress tunnel | H WPW \
Traffic
4 Descriptor | Default Targeted Ingress tunnel —View%
gateway peers
(TD)
Interface Q\; eneral

==
))
Physical layer PW ®

s}@
Port <C_\§ara?§ s
N —General
SDH/SONET Q parameters
| PsN
Ethernet parameters

N |

T
N
}@\ Protec& wment Factory dafault Date and time Syslog Terminal
T

A N

il
t Device . Terminal
H ci/clock| H H . : Summer time
redun information access

4 Master clock H APS || Management . Userl
access information

|| Main card Access polic Change

redundancy policy password

Radius
parameters

4| Manager list

|: Traps

Figure 3-13. Configuration Menu Paths
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Utilities Menu Paths

The following figure summarizes the paths available for the additional tasks and
options:

Utilities

[ 1 1

Device reset License File utilities Q

Management
SO ()
[ 1
Feature status File transfer \N{s%m

| M

XMODEM TFT@L Dir Swap

N
Figure 3-14. Utj enu ®®
Diagnostics Menu Paths & @
The following figur i pat ab ?or the diagnostics options:
N A
1) OO .
Mtio % S System PT;/;;(;aI
S . |
Self test Physical
\XM . results loopback
| I | 1
Cell test Trace route Ping

Figure 3-15. Diagnostics Menu Paths

Monitoring Menu Paths

The following figure summarizes the paths available for the monitoring options:
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Monitoring

Physical
layer

Port

SDH/SONET

Ethernet %
Statistics &\

Status

Application Q
|
r T ~ =z
Multiservice
MPLS over PSN W ﬁ&&\)
| i 7

)

X, 7

LDP pw /Y %\5 ATM x% I RM@
' Hello H d?im\\ ch 1 ARP table
— < D
H (@? — \§ tistics % t'onaCk
istics
Y Ses@ @ 4 User statistics

<

Logical layer

System

I NN T T T T 1
Radius Syslog

Active alarms statistics statistics

Event log Protection Clock

— T

Main card Current clock
redundancy source

Ethernet
redundancy

4 APS

Port status

Group status

Figure 3-16. Monitoring Menu Paths

ACE-3600 Ver. 5.2 Menu Paths (ASCIl or ConfiguRAD)  3-17



Chapter 3 Operation Installation and Operation Manual

3.6 Turning Off the Unit

» To turn off the ACE-3600 unit:

e Disconnect the power cord from the power source.

&
R
G

<

&

3-18  Turning Off the Unit ACE-3600 Ver. 5.2



Chapter 4
Configuration

This chapter explains in detail the different configuration opti available for
ACE-3600.

4.1 Configuration Sequence W

Manual Configuration

@ files fad):

1. Configuring for Manageme Sectiorn4.2) - e-“i ' bial system

parameters that are requi nabling rem (% anagement access
to the unit. This includ

= Configuring the termmina rol Q
= Entering i o@ ioh, rout% pa ters, authorized managers,

and m cess definifi

w accurate logging of system events

og) - to allow logging/sharing of system

= Configuring the application parameters, which include ATM, bridge, router
interface, remote peers (including static routes if necessary), MPLS, and
multiservice over PSN parameters.

1 2 3 4
Physical Layer System/!:’ort Clock Application
> Protection > _ >
Parameters L Definitions Parameters
Definitions

Figure 4-1. Configuring the Unit for Operation

3. Additional Tasks (see Section 4.4) - Displaying the inventory, resetting the
unit and managing the file system.

ACE-3600 Ver. 5.2 Configuration Sequence 4-1
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All configuration options are available from the Configuration menu.

» To access the Configuration menu:
e From the main menu, select Configuration.

The Configuration menu is displayed.

ACE-3600 - RAD Data Communications

Configuration

[}

. System >

<
. Physical layer >
. Applications > <§§§§§>
>

Please select item <1 to 3>

w N

ESC-previous menu; !-main menp?“&<exit
Figure 4-2. : @ n Menu
Preset Configuration
You can download ready-m i ion files%ﬂ g the full
configuration of the unit, provi %v& Iready performed and

@%et configuration, see Loading a

N N\ . .
' Alow normal operation and management access. This

e Configuring Out-Of-Band Ethernet Control/
e Setting Management Parameters

e Setting the Date and Time

e Setting the Syslog Parameters.

These functions are available from the System menu.

» To access the System menu:
e From the Configuration menu, select System.

The System menu is displayed.
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ACE-3600 - RAD Data Communications
Configuration> System
1l. Clock >
2. Management >
3. Terminal >
4. Date and time >
5. Protection >
6. Syslog >
7. Factory default S
>
Please select item <1 to 7>
ESC-previous menu; !-main menu; &-exit
Figure 4-3. System Men
Table 4-1. System ameters

Clock Access the syste

Parameter Description \KK >> Posm
z‘z‘/ng the Clock
synchronizatipndef TM/PSN
clock optl

Management Access ‘[l‘&eg \ﬁgem Refer to Setting Management
par Parameters
Terminal minal ¢ K\/ Refer to Configuring the
Terminal Control
Date and tlme\\ ﬁ\%the da %Meflnltlon Refer to Setting the Date and
Time

Prat&ction cces ort protection (APS) or Refer to Setting the Protection
mai %ain card) redundancy Parameters

yslog \t?ue Syslog options for Refer to Setting the Syslog
ing/sharing system events on a Parameters
rver
Factory default Resets all configuration parameters to  Refer to Resetting the Unit to
their factory-default settings Configuration Defaults

Configuring the Terminal Control

The terminal control parameters determine the control port's baud rate,
password used for each control session, and availability of the fixed security
timeout.

» To access the Terminal menu:

e From the System menu (see Figure 4-3), select Terminal.

The Terminal menu is displayed.
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ACE-3600 - RAD Data Communications
Configuration> System> Terminal
1. Baud rate > (19200)
2. 10 minutes logout > (Enable)
3. Terminal access >
>
Please select item <1 to 3>
ESC-previous menu; !-main menu; &-exit
Figure 4-4. Terminal Menu ¥ @
7Table 4-2. Terminal Mf/f@?ra rS
Parameter Description F&Jble Values
Baud rate Terminal baud ratel i er second 9600, 19200, 38400,
(bps) 57680 or 115200
Q u 9200
10 minutes logout : m terminal afte %Ie

(; able
Default: Enable

>
Termin S <mju77 } See Using the Terminal
Access Options below
<§§§§%§?;§;§;1252>ﬁma1 cc ptions

erminal acce Slow you to change user passwords and view user
rmation. N

\\RCE-3600 - RAD Data Communications
onfigurat > System> Terminal> Terminal access>

1. Change password

2. User information >

>

Please select item <1 to 2>
ESC-previous menu; !-main menu; &-exit

Figure 4-5. Terminal Access Menu

Table 4-3. Terminal Access Menu Options

Parameter Description Possible Values
Change password Allows you to change your user Refer to Changing the
password. Password.

4-4 Configuring for Management ACE-3600 Ver. 5.2
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Parameter Description Possible Values

Nofte: Depending on the user level,
“su” user can change passwords for

all user levels; “tech” and “user” may

change it only their own passwords.

User information Displays the user name, access level See Figure 4-6 below
and type of all registered users, in
three columns:

e User Name - the alphanumerical

strings of the user name &
e Access Level - SU, TECH or USER. %
e Type - the user's type. C tly&

ACE-3600 supports onl
permanent (non-dynamic) use

(N

ACE-3600 - RAD D&\@nicatio
Configuration> System> Termimals Termd acqs@ information
et @&Q}

User Name

john P anent
marina Permanent
ron Qiig% Permanent
tom Permanent

ESC-previqQus merigy maip\r&x “exit

N N
V Fls /&%\D/’Sp/ay/ng User Information
S

net Control

anaged via an out-of-band LAN connection, the unit's
edi t management port (MNG-ETH port) should be configured.
Note  7he required parameters are already configured by default. For more information,

see Configuring the Ethernet Ports.

» To check/perform the management Ethernet port configuration:
1. From the Configuration menu, select Physical Layer.
The Physical Layer menu appears (see Figure 4-32).
2. Select Port.
The Port menu appears (see Figure 4-33).
3. Select Ethernet.
The Ethernet menu appears (see Figure 4-34).

4. Check/enter the following parameters:
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Table 4-4. Management Ethernet Port Configuration

Parameter Required Value
Port number ETH-MNG

Port activation Enable

Auto Disable
negotiation

Default type 100BaseT Full Duplex

5. Press S to save. @
The unit's Ethernet management port | % ager IP or
ore

the router interface must be set sep (fo ormation, see
Defining the IP Address of Network Mana. an figuring the Router
Interface).

Setting Management Parameters
ACE-3600 can be managed.b @ : NMS). In order to
3 e

establish proper connectio it is necessary to
configure the router intg s of) network managers,
alarm traps, SNMPv3 pa pplicab @fad@vrite communities, and

define at least one t Fger. In i 'ou can view and edit the
general device infp N

All the a.avdilable fr’z nagement menu.
ment :

Fro S m men

3

N

» To acsess the M

The N\anagen@q@g is displayed.
600 - RAD Data Communications

%&nflguraﬁiQ stem> Management
4% Devi;:§§§$ormation >
2. Manager list >
3. Management access >
4. Open view severity > (Enable)
5. SNMPv3 > (Disable)
6. SNMPv3 engine ID >
7. SNMPv3 settings >
8. Read community ... (Public)
9. Write community ... (Public)
10. Trap community «.. (Public)
>
Please select item <1 to 9>
ESC-previous menu; !-main menu; &-exit

Figure 4-7. Management Menu
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Table 4-5. Management Menu Parameters

Parameter Description

Possible Values

Device Submenu for entering device Refer to Viewing Device
information information Information below
Manager list Submenu for defining network Refer to Defining the IP
managers Address of Network Managers.
Management Submenu for defining Refer to Corfiguring Remote
access management access /Wanageyea{ SS.
Open view Option for attaching OpenView . Igl;g m
severity severity to alarm traps
e D le ~OpenView severity
will be attached to the
@ rm traps
Default: Disable
A =
SNMPv3

I

Enable or disable the SNN\M Ena
functionality Q
@e a .S Disable

SNMPv3 engine
ID

N Z S
r to Configuring the
) NMPv3 Parameters

R
)

SNMPv3 Refer to Configuring the
settings SNMPV3 Parameters.
abled (SQ\a
ad \))tring thatde e read Up to 20 alphanumeric
community commuRity; ildble only if the characters, case-sensitive
% ntionality is disabled Default: Public
i 'mt defines the write Up to 20 alphanumeric
m ity unity; available only if the characters, case-sensitive
Pv3 functionality is disabled Default: Public
N
Trap String that defines the trap Up to 20 alphanumeric
community community; available only if the characters, case-sensitive

SNMPv3 functionality is disabled

Default: Public

Viewing Device Information

The ACE-3600 management software allows you to assign a name to the unit,
specify its location to distinguish it from the other devices installed in your

system and assign a contact person.

To access the Device Information menu:

e From the Management menu (see Figure 4-7), select Device Information.

The following information screen is displayed.

Configuring for Management 4-7
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ACE-3600 - RAD Data Communications

Configuration> System> Management> Device information

3. Location

>
Please select item <1 to 3>

ESC-previous menu; !-main menu;

&-exit

Description (ACE-3600 HW Version: 10-A\0-A, SW Version: 5.00B1)
1. Contact (Name of contact person)
2. Name (ACE-3600)

(The location of this device)

o (ON
Figure 4-8. Device Informg#on W
Table 4-6. Device Information u Pargmeters

Parameter Description

Possible\v\ikges

Description

A read-only string which
displays the hardware and

A
O

/\

[Phanumerical ion number using

@z); or bug fixing number in the
version (0-9)

A

e Q - version number of the chassis in
the HW version; or phase of the
product in SW version (D -
development; E - EOD; A - Alpha;
B - Beta)

e R - CSL number in the HW version
(A-Z); or used in conjunction with Q
to indicate a SW phase version (for
example:

Al for first Alpha, B1 for first Beta,
etc.)

Contact Enter (type) the name of the Up to 32 alphanumeric characters,
contact person who will case-sensitive.
manage/monitor the unit, along Default:
with information of how to "Name of contact person”
contact that person.

Name Enter the actual name of the Up to 12 alphanumeric characters,
device, or the string attached to case-sensitive.
the OID excluding the prefix RAD.  pefault: ACE-3600

Location Enter the physical location of this  Up to 32 alphanumeric characters,

node.

case-sensitive

Default:
"The location of this device"

4-8 Configuring for Management
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Defining the IP Address of Network Managers

If ACE-3600 is to be managed via a network management station (NMS), it is
necessary define the location of network managers who can access the unit via
inband or out-of-band management channels. Managers are defined via the
Manager List menu.

Note it the unit is not intended for NMS management, a static route definition is
sufficient (for more information, see Setting the Static Rout rameters).

» To access the Manager List menu: S
The Manager List menu is displayed.

ACE-3600 - RAD Data\éomh«ij%s
Configuration> System> Manage@ Manager \list

1. IP address
2. Trap mask

N201)
> Manua
3. Traps > @
> S
o
A u;

e From the Management menu (see Figure 4-7), set& a

Please select item
ESC-previous menu; &€ 0 <

Q MZ 9 st Menu
/fh &7 . M. Menu Parameters
Paramét\\@{Descri?ﬁi}} m\y Possible Values

n&&’ address. 0.0.0.0 -
S

IP address
255.255.255.255

manager's IP address cannot be

e same as the subnet of an existing
router interface, unless it is attached
to it.

e Multicast, broadcast, all ones and all
zeros IPs are not allowed.

e Address parts that are not subnet
cannot be all zeros or all ones.

e The manager's IP address cannot be
changed dynamically (on-the-fly)

ACE-3600 Ver. 5.2 Configuring for Mlanagement 4-9
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Parameter Description Possible Values

Trap mask Manually enable/disable mask on a e All masked - all traps
specific alarm, or enable/disable all alarm are masked
traps in a single operation. e None masked - No

trap is masked

e Manual - masking is
anually configured

Traps Provides access to traps configuration
menu.

Nofte: This parameter is visih
manager is already defined and the

mask is set as /Manua/f\
Note p hedp@
ical layer, ATM and
T s conﬂgurahon defines
sing two settings:
larm.
> » ) .
om the Managerl t (see Figure 4-9), select Traps.
The Trapé\ i |splayed.
\@E 3600 - RAD Data Communications
nfigura System> Management> Manager list> Traps
1. System >
2. Physical >
3. Application >
>
Please select item <1 to 3>
ESC-previous menu; !-main menu; &-exit

Figure 4-10. Traps Menu
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Table 4-8. Traps Configuration Menu Parameters

Parameter Description

Possible Values

System Mask configuration menu for Refer to Figure 4-11 and
system traps Table 4-9

Physical Mask configuration menu for Refer to Figure 4-12 and
physical traps Table 4-10

Application Mask configuration menu for

application-level traps

Refer to re 4-13 and
Tab/ef’—_kl\

To access the system traps configuration menu;
e From the Traps menu, select System.

The system traps list appears.

LO

ACE-3600 - RAD

{ an

Configuration> System> Managemen

m‘- Communications

N/

ger lj(s‘\@l‘\gaps> System

1. Cold start > (Acti
2. Agent status > (Acki
3. TFTP status > (Active
4. Authentication i e ske
5. Power failure agked)
6. Fan failure > sked)
7. asked)
8. (Masked)
9. > (Masked)
10. > (Masked)
1. > (Masked)
12 > (Masked)
13, > (Masked)
> (Active)
> (Masked)
> (Masked)
Please select item <1 to 16>
ESC-previous menu; !-main menu; &-exit

Figure 4-11. System Traps Configuration Menu

Table 4-9. System Traps Parameters

Parameter Description

Possible Values

Cold start Activates or masks the 'cold start' trap

(see the Note below)

Active
Masked
Default: Active

Configuring for Management 4-11
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Parameter Description Possible Values
Agent status Activates or masks the 'agent status Active
changed' alarm trap, used by HPOV map Masked
application Default: Active
TFTP status Activates or masks the 'TFTP status changed'  Active
alarm trap, used by TFTP upload/download asked
application &wlt: Active
Authentication Activates or masks the user authentica@n e
failure failure alarm trap

& tr Masked

Power failure Activates or masks the powekt \A%ve
alarm trap Masked

ﬂ Default: Masked
Fan failure Activates or masks the \rﬁ)@; ctive

alarm trap ed

((\ fault: Masked
Module change dule cha al Active
aa 0 N Masked
@j © Default: Masked
Module ismatch Active
Masked

mismatc
F Default: Masked
edunndtivates &{)ﬁe redundancy status Active
tatus larm &rap. Masked
N

Default: Masked

Redundancy & or masks the redundancy switch Active
tive pard mwtrap, which indicates that operation Masked
Q has switched to the redundant main module. Default: Masked

X

Redundancy Activates or masks the Ethernet redundancy Active

active port switch alarm trap, which indicates that Masked
operation has switched to the redundant GbE
port

Default: Masked

APS active port Activates or masks the APS switch alarm trap, Active
which indicates that operation has switched Masked

to the redundant ATM-155 port Default: Masked

4-12 Configuring for Management ACE-3600 Ver. 5.2
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Parameter

License update

Description Possible Values
Activates or masks the license update status Active
alarm trap. For more information about the Masked

License Update feature, see Section 4.4. Default: Masked

Upload data Activates or masks the agent upload alarm Active

trap, which can be generated for completed asked

upload operations §§ ult: Active
Station clock Activates or masks the station clock failure e
failure alarm trap

tr Masked

Self test results Activates or masks an alarm rdin \A%ve

any change in the unit’s self test resy| Masked

Default: Masked

Note

e From the Traps me

The fol(%v@

If “all masked” or “n
menu (see Figure 4-9), indgjvid.

4

one masked’-was pre select

S Carnno G/ﬂ

NkeWanager List
tivated.

AC
Configu 1on>

8V Path LOP
9. Line AIS
10. Path AIS
11. Line RDI
12. Path RDI

14. Line BIP
15. Path BIP
16. Line FEBE
17. Path FEBE

13. Section BIP

S\(M ked)

> asked)
(Masked)
(Masked)
(Masked)
(Masked)
(Masked)
(Masked)
(Masked)
(Masked)
(Masked)
(Masked)
(Masked)
(Masked)
(Masked)
(Masked)
(Masked)

V VVVVVVVVVVYVYVYyV

Please select item <1 to 17>
ESC-previous menu;

!-main menu; &-exit

ACE-3600 Ver. 5.2

Figure 4-12. Physical Traps Configuration Menu
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Table 4-10. Physical Traps Parameters

Parameter Description Possible Values
Port status Activates or masks the “port status” alarm trap,  Active
which indicates that the status of one of the Masked

ports has changed. Default: Masked

Link up/down Activates or masks the "link up/down" alarm ive
trap Ma
/@{{I “Masked
\/

1

LOS Activates or masks the Loss of Signal alarm tr, '
LOS is the start or end of LOS event e ed
SONET/SDH or ETH physical level. DeRult: Masked
LOF Activates or masks the LOF alarm trap. \Rctive

LOF is the start or end of @ithe Masked
SONET/SDH physical layer. .
pny Y N O&fault. Masked
LCD Activates or masks the LCD alaw %
LCD is the stagf or D event at the @ sked
SONET/SDH physicaliafef. 1) @ Default: Masked

~~

SLM Activates orm \t@\/\alarm @ \Q\j Active
SLM j st r of SLM(evéntat the Masked
SN @4 I layer, (N Default: Masked
N\

LOP 'va}eée\»uzy)sks the (OPakarxm trap. Active
LOP s the start ogen event at the Masked
SOwT H ngs\‘é\i Default: Masked

Wates mg&che Path LOP alarm trap. Active

Path %art or end of Path LOP event Masked

LOP
at ﬂ\& /SDH physical layer. Default: Masked
Line

ms or masks the Line AIS alarm trap. Active
{Ne AIS is the start or end of Line AIS event at Masked
the SONET/SDH physical layer. Default: Masked
Path AIS Activates or masks the Path AIS alarm trap. Active

Path AIS is the start or end of Path AIS event at Masked

the SONET/SDH physical layer. Default: Masked
Line RDI Activates or masks the Line RDI alarm trap. Active

Line RDI is the start or end of Line AIS event at Masked

the SONET/SDH physical layer. Default: Masked
Path RDI Activates or masks the Path RDI alarm trap. Active

Path RDI is the start or end of Path RDI event at  Masked

the SONET/SDH physical layer. Default: Masked
Section BIP Activates or masks the Section BIP alarm trap. Active
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Parameter Description Possible Values

Section BIP is the start or end of section BIP Masked

event at the SONET/SDH physical layer. Default: Masked
Line BIP Activates or masks the Line BIP alarm trap. Active

Line BIP is the start or end of Line BIP event at Masked

the SONET/SDH physical layer. Default: Masked
Path BIP Activates or masks the Path BIP alarm trap. Acti

Path BIP start or end of path BIP event at the aske

SONET/SDH physical layer. efauit: ed

SONET/SDH physical layer. efault: Masked

Line FEBE Activates or masks the Line FEBE alar CM
Line FEBE start or end of Line FEB tatt Masked

Path FEBE Activates or masks the Pa alarm trap. Active
Path FEBE start or end of p vent at the sked
SONET/SDH physical layer. (&th Masked

e viously z‘he Manager List
/ nnot be d or activated.

Note  ir 3/l masked” or “none m
menu (see Figure 4-9), [paiyi

Bo3600 \§%§§§§€é Communications
géﬁggéuratio Sygtem>CManagement> Manager list> Traps> Application
<
S receptio > (Masked)
S recepgi > (Masked)
R rec > (Masked)
RDI r > (Masked)
continul > (Masked)
6. continuity loss > (Masked)
7. loopback failure > (Masked)
8. loopback failure > (Masked)
9. PW up/down > (Masked)
10. BFD session up/down > (Masked)
11. LDP session up/down > (Masked)
>
Please select item <1 to 13>
ESC-previous menu; !-main menu; &-exit

Figure 4-13. Application Level Traps Configuration Menu
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Table 4-11. Application Level Traps Parameters

Parameter Description

Possible Values

VP AIS reception

Active
Masked
Default: Masked

Activates or masks the "“VP Rx AIS" alarm trap.
VP RX AlS is the start or end of VP AIS event.

VC AIS reception

Activates or masks the “VC Rx AIS" alarm trap. ctive
VC RX AlIS is the start or end of VC AIS event. ked
fa . Masked

VP RDI reception

Activates or masks the “VP Rx RDI" alarm t

VP RX RDlI is the start or end of d
fault: Masked

VC RDI reception

Activates or masks the “"VC Rx RDI" a
VC RX RDI is the start of VC RDI ev

Active
Masked
Nefault: Masked

trap

VP continuity
loss

Activates or masks_the “VP ty loss' %ive

alarm trap. Con |®4 ss is th start d Masked
of VP LOC%@ 7 @

VC continuity
loss

Active
Masked
Default: Masked

Default: Masked
e "VCc
i y Ios or end

VP loop
failure

mh energgbc\\

Ac %teg) r masks '

rm trap. VR logpb

Active
Masked
Default: Masked

Ioopback failure”
lure occurs when
cell was not returned.

VC Ioopback
T

Active
Masked

Activa
alar

sks the "VC loopback failure”
@Z loopback failure occurs when

u\?down

BFD session
up/down

X

t I k cell tret .
N ed loopback cell was not returned Default: Masked
wjvates or masks the “PW up/down" alarm Active
rap, which indicates whether a pseudowire is  pasked
up or down. Default: Masked
Activates or masks the “BFD session up/down”  Active
alarm trap, which indicates whether the BFD Masked

connectivity check session is up or down. Default: Masked

LDP session
up/down

Active
Masked
Default: Masked

Activates or masks the "LDP session up/down"
alarm trap, which indicates whether the label
distribution protocol session is up or down.
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Configuring Remote Management Access

ACE-3600 allows you to enable or disable remote access via SNMP, Telnet and
Web to the ACE-3600 management system. By disabling remote management
access, you prevent unauthorized access to the system when security of the
unit's IP address has been compromised.

., Which is an
(as well as
their

y and

In addition, you can allow users to be defined on a Radius se
easily accessible and centralized server from which ACE-3600 un
other units that support Radius) can authenticate individua
passwords. Via the unit's general access policy you can set
priority of both the Radius and local (terminal) lggin s.

Note When remote management access is disabl <3600¢an be’managed via a
direct ASCll-based terminal connection only.
» To access the Management Access co QN menu:

e From the Management menu (see Figt , selec a ent Access.

The Management Acces@ is disptayed. (\

ACE-36Wa Commidnic ns
Configuration> Sysmn ent> @

ement Access

0 )

SNMP nab

> (En
> (

Please se 1 5>

E%Q;grevious mené§§§\ Qin menu; &-exit

Nou s W N R

N\
\u> 4-14. Management Access Menu
e 4-12. Management Access Menu Parameters
Parameter Description Possible Values

ACE-3600 Ver. 5.2

SNMP Remote management access via SNMP. Enable
Note: When SNMP access is disabled, the Disable
SNMP agent does not send traps. Default: Enable
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Parameter Description Possible Values

Telnet Remote management access via Telnet. Enable
Secure Telnet access is secured by a Secure  pjisgple
Shell (SSH) client/server program, which
provides a secure communication channel.

Nofte:

e Telnet access cannot be disabled when
there are active Telnet or SSH sessions.

Secure
Default: Enable

e Secure can be set only when currently
there are no active Telnet sessions.

(N

gcure Di e

WEB Remote management access via th
Secure Web access if secured b

socket layer (SSL) protocol, w

the data between the TCP and HTTP

layers.

Note:

e Web access cannot be dis

there are acti

e Secure ortly when curr
there ar actiite Wab) sessions.
S

)
Radius Define {He iu r acces@nﬂ%ers See Setting the Radius

parameters /\ ((5 Server Parameters

Access policy &[/r‘g vaMy and<fi \ofj he user See Setting the Access
Ty ccxss mefhiods @ Policy

etti&%gius Se eters
If ACE-360 d be required\to”authenticate users via a centralized Radius
se \

cure
Default: Disable

in a given apy Sthe relevant parameters must be configured.

cess the erver options:
From \k ement Access menu (see Figure 4-14), select Radius
parame x»

The Radius Parameters menu is displayed.
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ACE-3600 - RAD Data Communications

Configuration> System> Management> Management Access> Radius parameters

Server sequence number
Server status

1l. Server access >
2. Server IP address

3. Key string

4. Number of retries >
5. Timeout (in seconds) >
6. Authentication port

>

Please select item <1 to 6>
ESC-previous menu;

!-main menu;

(1)

(Not Connected)
(Disable)
(100.150.200.50)
(****)

(2)

(2)

(1812)

&-exit

Figure 4-15. Radf rameter%

Table 4-13. R.

NS

eters (\(<\

Parameter Description

N M /& }sx\gﬁe Values

Server sequence
number

(fi@t,
s

\S/QI‘ hich deta M—4
la ; indicates\the Default: 1

o
Server status

nd,
N/
&9@> ect tatusQf the
tailg gre disp >
o Connected ver is used as
the \a\);’ htication server
[ J \

No

ngnected - the server could not
reached/contacted within a
specified period.

Connected

Not Connected
Disconnected

Default: Not Connected

Enable or disable the specific Radius
server which details are displayed

ver accé\s@

Enable
Disable

Default: Disable

Server IP address IP of this Radius server

0.0.0.1 -
255.255.255.255

Key string An non-disclosed string used to encrypt

the user password.

The maximum number of times an
authentication request should be
re-sent to the server in case of no
response.

Number of retries

0-5
Default: 2

ACE-3600 Ver. 5.2

Configuring for Management

4-19



Chapter 4 Configuration Installation and Operation Manual

Parameter Description Possible Values
Timeout (in The period in seconds during which 0-5
seconds) ACE-3600 waits for a response from Default: 2

the Radius server.

Authentication port  The UDP port number used for the 1-65535
authentication channel. Default: 1812

Setting the Access Policy
The general access policy defines the availability and %i it Radius
(see previous section) and local (terminal) login preth X

» To set the access policy:

e From the Management Access menu (see Figur 4), sélect Access Policy.

The Access Policy menu is dis @I.

ACE-3600 - RAD Data 1@ ation@
Configuration> System> Managemen({h‘}sagemen Acc(\ ceéss policy

1.
2.

>

1st level
2nd level

Please select item @
ESC-previous memty N\ Mma menu; &-{;&)\t\

Q)Y

<2

gure 4-1 Policy Menu
Tag\/e N aAccess Policy Parameters

eter Descripm\ < Possible Values

2nd level The secondary method of authentication. Local
Visible only if 'Radius' is selected on the first  Rpdius

N\
\st&el \ar> method used by ACE-3600 for Local
ication of users. Radius
Q Default: Local

level.
None

Default: None

Configuring the SNMPv3 Parameters

ACE-3600 supports SNMP version 3, providing secure access to the device by
authenticating and encrypting packets transmitted over the network. The SNMPv3
functionality is optional.

4-20 Configuring for Management ACE-3600 Ver. 5.2




Installation and Operation Manual Chapter 4 Configuration

The SNMPv3 configuration includes the following stages:

a. Configuring the SNMPv3 Engine ID
b. Enabling SNMPv3

¢. Managing SNMPv3 Users

d. Adding SNMPv3 Notification Entries

e. Assigning SNMPv3 Traps

f.  Configuring the Target Parameters

g Mapping SNMPvI to SNMPv3 (if necessary). S

Configuring the SNMPv3 Engine ID

Before enabling the SNMPv3 functionality, vy

jneaxinique Engine ID.

theMCE-3600 agent in

Configuration(»'S > Management >
d define lue of the engine ID

gine i icaion.

e From the SNMP Engine
SNMP Engine ID), sele

exadecimal format and appears

inthe<<éga

ACE- 0 > Rab Data’ munications
Configuration>System> Manag@me t>S ine ID

Engine v ( (%4\9400000000)

Engine ID ig Type >

1. Re Byte

>

-prey. u;/ ! -main 1M/ 1C¢C
Figure 4-17. SNMPv3 Engine ID Menu
Table 4-15. SNMPv3 Engine ID Parameters
Parameter Description Possible Values
Engine ID An SNMP engine's administratively unique ff0000ff0400000000

identifier Read-only
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Parameter Description Possible Values
Engine ID IPv4
Config Type MAC address
Text (MAX length 27
bytes)
Octets

Rest Bytes According to the Engine ID Configuration &
Type A
% Mg (up to 27
haracters)
X String (up to 54
characters)
I Address
fault: Target's MAC
(RN ddress

edoots, the engine time and
i @ that an SNMP engine ID has

al Q
Co ration > System > Management), select

tion becomes available on the Management

Settings menu is displayed and displays general information
ble options.
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ACE-3600 - RAD Data Communications

Configuration> System> Management> SNMPv3 Settings

Engine Boots (2)
Engine Time (34345)
SNMP Message Size (1500)

Users >
Targets & Notify >
SNMPv1l/v3 Mapping >

SNMPv3 Factory Defaults
Summary User Table []
Summary Target Table []

AUl WDNR

Please select item <1 to 6>

ESC-prev.menu; !-main menu; &-exit

SR

Figure 4-18. S % ettings Méenu

7able 4-16. SNMPv3 General % tion a

U

\

Parameter Description

Q&%&sible Values

Engine boots SNMP engi

its |deoQ>
read-

1-2147483647
(1- 7FFFHHHFH)

Default: O

1-2147483647
Default: O

Engine t|me nds s \\Ea)s% SNMP
t (read
SNN\P m aximy n SNMP message
(|n octet% MP engine can

end, {gce n&process (read-only)

age

484-2147483647
Default: 1500

Rusers or edit existing users

See Managing SNVMIPv3
Users

\s\vir Noti

N\
\n% the SNMPv3 network management
tations to which
ACE-3600 should send trap notifications

See Configuring the
Target Parameters

N

SNMPv1/v3 Option which allows SNMPv1 and SNMPv2  See Mapping SNMPvI to
Mapping to be mapped (work alongside) SNMPv3 SNMPV3

SNMPv3 Factory Selecting this option resets the SNMPv3

Defaults configuration and reinstates the factory

default settings

View the list of current users and their
details

Summary User
Table

See Viewing the SNMPv3
Information

Summary Target
Table

View the list of current targets and their
details

See Viewing the SNVIPv3
Information

ACE-3600 Ver. 5.2
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Managing SNMPv3 Users
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ACE-3600 supports up to 10 SNMPv3 managers with different authorization and

privacy attributes.

Nofte

Access control policy is defined via the vacmSecurityToGroupTable and

vacmAccessTable tables, which can be accessed from an SNMP browser only.

» To add/edit SNMPv3 users:

The Users menu is displayed with the details

From the SNMPv3 Settings menu (see Figure 4-18), sele

S

r{fexists).

ACE-3600 - RAD Data

Configuration> System> Management>

Co i
P

&’&e jrs,

Security name

. Authentication protocol
Privacy protocol

. Authentication password
Privacy password

Ul b W N R

>
Please select item
B - Back; F - Forwa

ESC-prev.menu; @\z\ -ex:.((b

oAuthProtocol)
oPrivPro 1)

@Q

\\?/g/sers Menu

re 4 )
rt/l/ard/ ;@Ck/ to browse through the currently
V@ registered). The details of one user are

4 17. SNMPv3 Users Options

Sore o

Possible Values

Secprity nam he user's security name. Enter a new

Up to 32 alphanumeric

name to add a user. characters
Authentication The authentication protocol to be usmNoAuthProtocol
protocol used for authenticating the user: usSMHMACMD5AuUthProtocol
* usmNoAuthProtocol - usmHMACSHAAuthProtocol
authentication is performed Default: usmNoAuthProtocol
e usmHMACMD5AuthProtocol - MD5
protocol
e usmHMACSHAAuthProtocol - SHA
protocol.
Privacy protocol Type of privacy protocol to be used usmNoPrivProtocol
for encryption: usmDESPrivProtocol

usmNoPrivProtocol -
protocol is not used

No privacy

Default: usmNoPrivProtocol

4-24 Configuring for Management
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Parameter Description Possible Values

e usmDESPrivProtocol - DES

protocol
Authentication The user's authentication password. A combination of at least 8
password Not available if authentication is alphanumeric characters

disabled (usmNoAuthProtocol).

Privacy password The private key used for encryption.
Not available if privacy is disabled
(usmNoPrivProtocol).

2NN
O
» To delete an SNMPv3 user: X
ste

1. Navigate to the Users menu (Configuratti Mahagement >
SNMPv3 Settings > Users).

he <F> (forwapd) or <B> (back) keys.

details aredisplayed.
Adding SNMPv3 Notificati

ries
You can define which type ation will be% e target management
Iyas

stations (the target statjon i eparate xplained in Configuring
the Target Parameters) % S
» To define notifica i@

ure 4-18), select Targets & Notify.

2. Browse for the specific user by ugi

3. Press <R> to remove (delete) the

o Notifications can be defined via Terminal access only. By default, two tags are
defined and associated with each notify name according to the default trap
mask.
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ACE-3600 - RAD Data Communications

Configuration> System> Management> SNMPv3 Settings> Targets and Notify> Notify

Type > ()
1. Name cee O)
2. Tag e 0)
>

Please select item <1 to 2>

B - Back; F - Forward
ESC-prev.menu; !-main menu; &-exit (E:§>\\

<&

Table 4-18. Notification Entr]

Figure 4-20. Notify Menu (SNMPv3 Settig: @)@
araireters

Parameter Description ﬁ \\{u;sible Values

Type Type of the notification t

e 1 - Trap. Any messages ge

e derarated: 1
|
=

((E 2
e \\ﬁ | string idén Me notification A string of up to 32
ry. Enter a me to add an alphanumeric characters
entry. N S
t0 be associated with the 0-255
otification entry. This tag is

identify the current notification
y when configuring the target

Assigning SNMPv3 Traps to Notifications

One or more traps must be assigned to each notification entry.

» To assign traps to notification entries:
1. From the SNMPv3 Settings menu (see Figure 4-18), select Targets & Notify.
The Targets & Notify menu is displayed.
2. Select Trap.
The Trap menu is displayed.
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ACE-3600 - RAD Data Communications

Configuration> System> Management> SNMPv3 Settings> Targets and Notify> Trap

1. Trap name > ()
2. Notify name > ()

>
Please select item <1 to 2>

B - Back; F - Forward
ESC-prev.menu; !-main menu; &-exit & ((>\

Figure 4-21. Notify Menu (SNMPv3 Settimg: @)@

3. From the Trap menu, configure the followin

» Trap name - Select a trap to b signed to selected notification

= Notify Name - Select a tag fr ist of previously defined notification
tags. Q A
(\x

Caution By default, traps are assig%@ify thic %%al to the trap

name. Deleting existing as Smay impede W{y Ctionality.
N )
ers S

A ACE-3600 should send trap
must be configured and assigned
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ACE-3600 - RAD Data Communications

Configuration> System> Management> SNMPv3 Settings> Target& Notify> Target

Params

1. Name oo 0)
2. Message Processing Model > ()
3. Security Model > ()
4. Security Name oo 0)
5. Security Level > ()
>

Please select item <1 to 5>

B - Back; F - Forward

ESC-prev.menu; !-main menu; &-exit

&

K

Figure 4-22. Target Parameters Men

Table 4-19. Target ".@r ers

T& D)

Parameter Description

@%

Name An ASClI string identifying cur of target alphanumeric
parameters. Enter the n ew rget oru n. ’ters
the B and F keys to targets

Message The model to be us tlng < snmpvl

Processing messages SNMPV2c¢

Model SNMPv2u

@?\> SNMPv3
\
Security Model securit \ékl for Wes)sages Any
SNMPv1
SNMPv2c

S
NN

User-Based Security Model
(Usm)

%he principal on whose behalf

t me Identi Up to 32 alphanumeric
SNM sages are to be generated using this characters
entry. Canvbe either an SNMPv3 user or an
SNMPv1/SNMPv2 community string.
Securi&.evel The level of security to be used when generating noAuthNoPriv
SNMP messages: authNoPriv
e noAuthNoPriv - Authorization and privacy are authPriv

disabled

e authNoPriv - Authorization is enabled, privacy
is disabled

e authPriv - Authorization and privacy are
enabled.
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» To configure the SNMPv3 target addresses:
1. From the SNMPv3 Settings menu (see Figure 4-18), select Targets & Notify.
The Targets & Notify menu is displayed.
2. Select Target Address.
The Target Address menu is displayed.

ACE-3600 - RAD Data Communications

Configuration> System> Management> SNMPv3 Settings> Target&No;:Li Target

Address

B w N R

>

Please select item <1 to 4>

. Name eee () %
. IP address cee 0)
Params name cee ()

. Tag list oo Q)

ESC-prev.menu; !-main menu; &-exit J({x\

Figure 4- 23 7a ress /Wenu

Table 4- 20 aramez‘e

Parameter Description Possible Values

Up to 32 alphanumeric
characters

Name ASCII strin '
(E;ys to bf%%

IP address IP add s%‘ the \@ Must be in the
XXX XXX XXX XXX: 162 format,

S where 162 is a standard
SNMP port used for sending
traps.

Select a tag from the list of previously defined 0-255
notification tags

P e \éelect %\é}?the previously defined target Up to 32 alphanumeric
/HMAS\ paraﬁ%g\ to be assigned to this target characters
<

Mapping SNMPv1 to SNMPv3

ACE-3600 supports coexistence of different SNMP versions by mapping
SNMPv1/SNMPv2 community names to the SNMPv3 security name values. The
mapping is performed according to the RFC 3584 requirements.

» To map SNMPv1/SNMPv2 to SNMPv3:

e From the SNMPv3 Settings menu (see Figure 4-18), select SNMPv1/v3
Mapping.
The SNMPv1/v3 Mapping menu appears.
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ACE-3600 - RAD Data Communications

Configuration> System> Management> SNMPv3 Settings> SNMPvl1l/v3 Mapping

Community index
Community name
Security name
Transport tag

B w NN R

>

ESC-prev.menu;

.. 0
.. 0
.. 0
-0

Please select item <1 to 4>
! -main menu;

&-exit

Figure 4-24. SNMPv1/v3

rarmn

o (ON
DI w
Table 4-21. SNMPvI1/v3 Mappin S

Parameter Description

Possible Values

Community index

Unique index value of th
SNMP community. Enter a ne

use the Band F Wrow Q

to 32 alphanumeric

)\ value o haracters

defined cown't es,

Community name

The SNMPv2

which t@@

N
Bb@unity nam orv Up to 32 alphanumeric

Security name T

i

i57S pre@eﬁ characters
e

Pv3(sedutity name ed to Up to 32 alphanumeric

characters

Transport ta (}é@et of t
re used, in
ethods:

&

whicR\an S

As previously defined
for each target

SNRIPv V2 CQ\@ me
a

¢ %endpoints
@ @ the following

SpecifyihgtheXtransport endpoints from
P entity accepts
t requests

ing the transport endpoints to
h a notification may be sent, using
e community string matching the
corresponding instance of community
name.

Viewing the SNMPv3 Information

Instead of browsing, you can view the summary of all currently defined SNMPv3
targets, as well as the summary of all currently defined SNMPv3 users.

» To view the summary of targets:

e From the SNMPv3 Settings menu (see Figure 4-18), select Summary Target

Table.

The list of currently defined targets is displayed.
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ACE-3600 - RAD Data Communications

Configuration> System> Management> SNMPv3 Settings> Summary Target Table

Summary Target Table

Address MPModel SecModel SecName SecLevel TagList
172.18.187.36 SNMPv1 SNMPv1 initial noAuthnoPriv allTraps
172.18.187.38 SNMPv1 SNMPv3 initial authPriv allTraps

Figure 4-25. SNMPv3 Targets List <>

» To view the summary of users:

e From the SNMPv3 Settings menu (see Fi
Table.

The list of currently defined Lt{\Ts\dispIayed.

ACE-3600 - RAD Data lml tions
Configuration> System> Management> SMME?Q Set er Table

User Summary Table

-18), sglect’ Simmary User

User SecModel eg@l
initial User- hNoPrlv
initialmd5 User+E thNoPriv
initialsha U thPriv

g to the set date and time. In addition, you can set the unit
trieve the current date and time from an SNTP server.

» To access the Date and Time options:
e From the System menu (see Figure 4-3), select Date and Time.

The Date and Time menu is displayed.
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ACE-3600 - RAD Data Communications

Configuration> System> Date and Time

>

ESC-Previous

SNTP server IP address
SNTP update interval (min)

(255.255.255.1

V V. V V V

1. Date [YYYY-MM-DD] ... (2007-31-01)

2. Time [HH-MM-SS] ... (02:34:45)

3. Summer time

4. SNTP mode (Unicast client)
5. GMT (0)

6.

7.

8.

Send initiated SNTP request

Please select item <1 to 8> &\

menu; !-Main menu; &-
Figure 4-27. nd 77m
Table 4-22. Date a Iy Param

Parameter Description Wble Values

Date Date in formatof -DD] 000-01-01 to
2099-12-31
Time Time mkfg KWMM /S/%\Q S 00-00-00 to 23-59-59

Summer Time

r tlm avmg See Configuring the
onf ration Summer Time
% Parameters

SNTP mode

|I|ty E) e SNTP time Disable
e rleval. Broadcast client
Disakle - the SNTP service is disabled. Unicast client

t%ient - Default: Disable
00 works in SNTP mode as a

dcast client.

nicast client - ACE-3600 works in SNTP
mode as a Unicast client.

GMT The Greenwich Mean Time (GMT) offset of -12 to +12, in jumps of
the manually entered time (not relevant in 1 (integers only)
SNTP mode). Default: 0

SNTP server IP address of the SNTP server. Valid only 0.0.0.0 -

IP address when the SNTP mode is 'Unicast client'. 255.255.255.255

SNTP update The required delay in minutes between 1-1440

interval (min) automatic SNTP request initiations. Default: 60

Send initiated
SNTP request

Manual initiation of an SNTP request.

An SNTP request is immediately sent to the
specified SNTP server address upon
selecting this option. Valid only when the
SNTP mode is 'Unicast client'.
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Configuring the Summer Time Parameters

The summer time parameters define whether/how the unit should automatically
change its internal time when daylight saving time is applied in the geographical
region where ACE-3600 is installed. This feature can be disabled, activated on a
specific date, or customarily recur.

» To set the summer time parameters:
1. From the Date and Time menu, select Summer Time.

The Summer Time menu is displayed.

2. Select the required summer time mode: Dlsabled%
Based on your selection (see 7able 4-2 menu
displays the relevant options.

ACE-3600 - RAD Data Commu: cat:l}ahs

Configuration> System> Date a T e> Summer’ time

1. Mode > (D1sab1e>\@>ng\&®

>

Please select item <1t >
ESC-Previous menu; %\

Y @\\%um% ode Selection

r Time Modes

f/b
Param&%gr Descrip?% \\) Possible Values

isabled \}yée sur’E\me\\QQ ature is disabled
t §aving time shifting is set to See Figure 4-29 and
iodically, as defined in the Table 4-24
ters that appear below
\%ayllght saving time shifting is set to See Figure 4-30 and
occur once on a given date, as defined in Table 4-25

the parameters that appear below
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ACE-3600 - RAD Data Communications

Configuration> System> Date and Time> Summer time

Installation and Operation Manual

. Mode

Start week
Start day
Start month ..
Start time [HH:MM} ...
End week

End day

End month

End time [HH:MM]

10. Offset (minutes)

W oo o Ul W R

>

> (Recurring)

(Last)
(Sunday)
(March)
(22:00)
(First)
(Sunday)
(October)
(22:00)
(60)

\4

Please select item <1 to 10>

ESC-Previous menu; !-Main men@xit

@w@4ﬂlﬂm%§%§;iﬁmﬁg
Table 4-24. Summeérfjme - R ”gzﬂ{?§§§\ rarmeters

Parameter Description

(C \)) Possible Values

Start week

First
Second
Third
Fourth
Last

fart da \\j e specifi
ylightsavihg i

\f\\t_a/gweek on which the

Sunday, Monday,
Tuesday, Wednesday,
Thursday, Friday,
Saturday

should begin every year

&
t}%onth
a

cific month in which the daylight
g time should begin every year

January, February,
March, April, May,
June, July, August,
September, October,
November, December

Start time
[HH:MM]
year

The specific time (hour and minute) at which
the daylight saving time should begin every

00:00 - 23:59
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Parameter Description Possible Values
End week The chronological week of the month in First
which the daylight saving time should end Second
every year Third
Fourth
Last
End day The specific day of the week on which the
daylight saving time should end every year
<
End month The specific month in which the ght February
saving time should end every Aprll May,
e, July, August,

September, October,
November, December

End time The specific time (hour and at which Q0 - 23:59
[HH:MM] the daylight savin e shou end very

year

Offset The fixed n |nu s that should NO 720
(minutes) added

””g \/" Default: 60
saving ti

im

QQ\) {\\9

%a Communications
Confi rat:r.on tem;f\n \,@p Time> Summer time

1. Mode > (Date)
2. art date KM QDD]
Start time : ]
nd date -DD]
d tim
Offset
>
Please select item <1 to 6>
ESC-Previous menu; !-Main menu; &-Exit
Figure 4-30. Summer Time - Date Mode
Table 4-25. Summer Time - Date Mode Parameters
Parameter Description Possible Values
Start date The specific date (year-specific) on which 0001-01-01 to
[YYYY-MM-DD] the daylight saving time begins 9999-12-31
Start time The specific time (hour and minute) at 00:00 - 23:59
[HH:MM] which the daylight saving time begins

ACE-3600 Ver. 5.2
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Parameter Description Possible Values
End date The specific date (year-specific) on which 0001-01-01 to
[YYYY-MM-DD] the daylight saving time ends. The end date  9999-12-31
cannot precede or be the same as the start
date.
End time The specific time (hour and minute) at 00:00 - 23:59
[HH:MM] which the daylight saving time ends, on the
end date

Offset (minutes) The fixed number of minutes that shou@gbe
added to the local time during the daylight, :
saving time period Q @

Setting the Syslog Parameters

are logged accordingly. To allow
tead of int@mally, you need to

Once the date and time are set, syste
logging/sharing of system events on a se
configure the Syslog server parameters.

t Q
-3), Iecgﬁ@g.

2R

» To access the Syslog serve

e From the System m

@unications
%abled)
90.72.140.100)

(514)
vice UDP > (514)
Facility > (Local 1)
Severity > (Minor)
>>1ease sel item <1 to 6>
ESC-Previous menu; !-Main menu; &-Exit

Figure 4-31. Syslog Menu

Table 4-26. Syslog Server Parameters

Parameter Description Possible Values

Logging status Determines whether logging to the Syslog Enabled
server is enabled or disabled. When disabled,  pjsgpled

ACE-3600 logs the events internally. Default: Disabled

Server IP IP address of the Syslog server to which the 0.0.0.0 -
address event logs are sent. 255.255.255.255
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Parameter Description Possible Values

Server UDP port  The UDP port of the Syslog server. 1-65535

Nofte: The port cannot be changed when the  Default: 514
logging status is enabled.

Device UDP The local UDP port from which the Syslog 1-65535
port messages are sent. Default: 514

Nofte: The port cannot be changed when the
logging status is enabled.

Facility Identifies the software module, task or Q oC X\K%al 7
function from which the Syslog messages D f@ Seal 1
sent. &

Severity level Only events that their severity r Cﬁ&al
exceeds the selected severity level are qpgt. ajor

Minor

L[] .
rning

e

Debug
Default: Major

| OPSyslog
Debyug - xprresponds to the Debug (7)
Ie& of Syslog

@ R /ogg/hgsz‘az‘us /s disabled.
Q NN
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4.3 Configuring for Operation

This section describes in detail how to configure the parameters needed for
normal operation of the unit:

e Configuring the Physical Layer Parameters

e Setting the Protection Parameters

e Setting the Clock Source

e Configuring the Application Parameters. ( ( f i
Configuring the Physical Layer Parameters X

This stage consists of configuring the physical layex parameders of the Ethernet

and SDH/SONET ports.

Note |5 some menus you are required to se S part number eneral, for
SDH/SONET ports, the number can be 1-48 f depe e number of
R _the chassis.

installed modules and their /oc 7

» To access the physical |

1. From the Configura e Figl %éblect Physical Layer.
The Phyam is d@a@@»

3\\\v/90 - .J~\§§§§Commun1catlons
Configiijilon>

91calQl
;? Port

1l to 1>
!I-main menu; &-exit

From the Physical Layer menu, select Port.

ase selec
S N rev1ou§§g&
Q % Figure 4-32. Physical Layer Menu

The Port menu is displayed.

ACE-3600 - RAD Data Communications

Configuration> Physical layer> Port

1. Ethernet >
2. ATM-155 >

>
Please select item <1 to 2>
ESC-Previous menu; !-main menu; &-exit

Figure 4-33. Port Menu
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Table 4-27. Port Menu Parameters

Parameter Description

Possible Values

Ethernet Ethernet port configuration Refer to Figure 4-34 and
submenu Table 4-28
ATM-155 SDH/SONET port configuration Refer to Figure 4-35 and

menu

Table 4-29

Configuring the Ethernet Ports
ACE-3600 includes two electrical or fiber optic Gigab

To access the Ethernet port settings:

e From the Port menu (see Figure

The Ethernet port config/ura\tion m isp

it

rHet
data and inband management, and a built-in 100Bas orto
management. The physical layer setting of e orti nfi
the Ethernet port configuration menu.

&

o

ACE-3600. < \RAD bata Comm @\@s
Configuration> Physizgiiiay ort>\Et§§iﬁgt
SN o
1. Port <i> )
2. Port e)
3. Auto sable)
4. 00BaseT Full Duplex)
5. (Disable)
6. > (100)
>
Pl e select ite t 6>
& -previous ne ! >main menu; &-exit

m 4-34. Ethernet Port Configuration Menu

e 4-28. Ethernet Port Configuration Parameters

Parameter Description

Possible Values

X

Port number

parameters may be displayed and saved.
ETH-MNG is the out-of-band Ethernet
management port.

Select the Ethernet port that you want to
configure. For each selected port, different

GbE-1

GbE-2

ETH-MNG

Default: ETH-MNG

ACE-3600 Ver. 5.2
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Parameter Description Possible Values

Port activation Status of the selected port in both the RX Enable
and TX directions. When the port is Disable
disabled, the TX and RX paths are disabled.
Log file events or traps are not sent from
this port upon physical layer events.

Note:
e The port cannot be disabled when it

belongs to a redundancy group (see
Setting the Ethernet Redundancy). <>

e The ETH-MNG port is disabled only ter.
of events and alarms.

Default: Enable

Auto Status of the autonegotiation r th% e only - when
negotiation selected port. Valid only when Port TH-MNG is selected
activation is set on 'Enab Enable or Disable -

The autonegotiation ma isabled for When any GbE port is
the out-of-band Ethernet ent port cted

(ETH-MNG), since it cannot raspond jin this
mode.

ble - for ETH-MNG

@ nable - for any GbE
port

(>
Max capacity CBDBD”% epfised 1000BaseT Full Duplex
advertised egoti
ts\and only if
\/
Default ex mode, to be 10BaseT Half Duplex
ed it aut on is disabled. 10BaseT Full Duplex
S 100BaseT Half Duplex
100BaseT Full Duplex
1000BaseT Full Duplex
(for GbE ports)
Default:
100BaseT Full Duplex
(for the ETH-MNG port)
1000BaseT Full Duplex
(for the GbE ports)
Rate limiter Enable or disable rate limiting on the Enable
displayed Ethernet port. Disable
Note: This option is not relevant for the Default: Disable
ETH-MNG port.
Output rate Set the Mbps rate for the Ethernet port.
(Mbps) Visible only if the Rate limiter option 1-1000

(see above) is enabled.
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Configuring the ATM-155 Ports
The SDH/SONET ports (up to 8) in ACE-3600 are used for ATM-155 (155 Mbps)
fiber optic uplink, and are configured via the ATM-155 menu.
» To access the ATM-155 configuration menu:
e From the Port menu (see Figure 4-33), select ATM-155.
The ATM-155 configuration menu is displayed.

ACE-3600 - RAD Data Communications

Configuration> Physical layer> Port> ATM-]%S

1. Port number

2. Port activation

3. Transmit clock source
4. Frame type

5. Output rate (cps)

6. OAM cell generation

7. Alarm thresholds

8. Advanced configuration
>

Please select item t
ESC-previous menu; Q./E)a'n

<) .
, -@;@—15 %ﬁf)gurat/on Menus
//Q M-15. orniguration Parameters
Parame\é( Descripﬂ%& @/ Possible Values

N4
ﬁt numwhe S%if\i } w port number for which 1-8

the@g ils arexdisplayed
\”(ctivation isable the SDH/SONET port in both Rx  Enable
rections. Disable

og file events or traps are sent from this Default: Enable
ort upon physical layer events. You can

disable the port even if XC connections exist.

Note:

e The port cannot be disabled if it is in
Loopback state or if it works in APS mode.

Transmit clock The source of the port's transmit (Tx) clock. System
source Not valid for ports 1 and 2 if APS is active.

For more information about the loopback and
system TX clock source, see Appendix D.

Frame type The cell frame type. SONET
The frame type can be changed dynamically SDH
(on-the-fly). Default: SDH
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Parameter Description Possible Values

Output rate The ATM-155 port's output rate in cells per 100-353208
second. Default: 353208
Note:

e The output rate must be equal to or higher
than the minimum output rate, which is
defined in the Advanced Configuration
menu (see Figure 4-37).

e The output rate value that you enter. is
automatically rounded downwards t@z‘he
closest possible granular value, ywhichy¥
calculated based on the minip 0%

be less significant if the entered Qixput

Sty
& @v /ication,
O

differences for your spé
Excel sheet fn e obtained from

Technisa) .@ @
(>
OAM cell Enable is Mmatic enM of  Enable

generation OAM ¢éells i S hysical | ailgse. Disable

(N Q A Default: Disable
M N
Alarm threshold&»\'{z@cess to Wport's alarm Refer to Figure 4-36
fh hre conf& (e\ nu.

T/

Advance &des a @ ATM-155 port's Refer to Figure 4-37
i i dvanced ion menu.

s that are intended to work in APS (1+1 protection)
prtical parameter values.

cannot be modified and are read-only as long as the APS mode is in effect.

o /f OAM cells generation is enabled in APS mode, the cells are generated only if
both Port 1 and Port 2 have a failure.

Configuring the SDH/SONET Port’'s Alarm Thresholds

The alarm thresholds define the number of errored SDH/SONET frames that can
be detected before a physical alarm state is initiated. Each of the five alarm
categories (RS/Section BIP, MS/Line BIP, HP/Path BIP, MS/Line FEBE and HP/Path
HEBE) has a specific threshold, which can be set individually.
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» To access the Alarm Thresholds configuration menu:

From the ATM-155 menu (see figure 4-

35), select Alarm Thresholds.

The Alarm Thresholds menu is displayed.

Configuration> Physical layer> Port>

ACE-3600 - RAD Data Communications

ATM-155> Alarm thresholds

. RS
. Ms
. HP
. Ms
. HP

BIP
BIP
BIP
FEBE
FEBE

[1-8000]
[1-8000]
[1-8000]
[1-8000]
[1-8000]

ul b WD R

>
Please select item <1 to 5>

(2400)
(2400)
(2400)
(2400)
(240

Q&\%)

ESC-previous menu; !-main menu;@g’.t

. N/
Figure 4-36. Alar /ds Meny

Table 4-30. A/a@rssho/

Parameter Description

<J)

Possible Values

s

. \/
RS/Section BIP RS/Sectign BI shold. S 1-8000
"RS "Sect n BIRSS for SONET Default: 2400
a
MS/Line rm thrgs 1-8000
"is for S BIP” is for SONET Default: 2400
fr
/Path BIPW/P’/Path \\weshold 1-8000
"HP BIP QDH and "Path BIP" is for SONET Default: 2400
fro
%&EBE \QEBE alarm threshold. 1-8000
BIP" is for SDH and "Line BIP" is for SONET Default: 2400
ame type.
HP/Path FEBE HP/Path FEBE alarm threshold. 1-8000
"HP BIP" is for SDH and "Path BIP" is for SONET Default: 2400

frame type.

Note
threshold is exceeded.

ACE-3600 Ver. 5.2
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Setting the SDH/SONET Port's Minimum Output Rate

The SDH/SONET port's minimum output rate defines the lowest possible value
that can be entered in the general SDH/SONET output rate definition, as
explained in 7able 4-29 (ATM-155 Port Configuration Parameters). The minimum
output rate is set in the Advanced Configuration menu.

» To access the advanced configuration menu:

e From the ATM-155 menu (see Figure 4-36), select Advanced Eonfiguration.

The Advanced Configuration menu is displayed, m

ACE-3600 - RAD Data Communicati @

Configuration> Physical layer> Port> ATM-J/S&Adva d figuration

1. Min output rate (cps) ... (445

Please select item <1 to 1> @
ESC-previous menu; !-main menu; &-exit (\

Ct onf/ tion

Table 4-3 I onf/gura@{ﬁ eters

Parameter Description Kﬁ \@ @ 0 < Possible Values
\}m\\ce)%tpu &Qﬁ?may be 100-353208
r the ATAI® 5 rts, in cells per Default: 4457

Setting the Protecti

module (m redundancy, Ethernet port redundancy and automatic
rotestion s et APS) for its ATM-155 ports.

Figure 4-37. Ad|

Min output rate The
(cps) co j

e From the System menu, select Protection.

The Protection menu is displayed.
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ACE-3600 - RAD Data Communications

Configuration> System> Protection

1. Main card redundancy >
2. Ethernet redundancy >
3. APS >

>
Please select item <1 to 3>

ESC-Previous menu; !-Main menu; &-Exit
Figure 4-38. Protection Men. v @)
Table 4-32. Proz‘ec}b@?pz‘g%
Parameter Description stésible Values
Main card redundancy  Access the ma le See Seftting the Main
protection opti M{@FG\!{/e Redundancy
Ethernet redundancy Access the GbE port\protection e %ﬂg the Ethernet
options @ (\Resuntancy

APS Acc th M-155 port \5>/e)e Setting Automatic
rotechion optio Protection Switching
RN
C w)) N
cy

ule

ti 0 main modules (main cards) in order to
was ordered with two main modules, you
profection feature. Alternatively, if the module
elect the main module that the unit should use

S
Addii Wreiglude: setting the WTR time, updating software or
\ iQR, QWitekitg between modules and performing reset. All these
N
9 vailable via the Card Redundancy menu.

»  To access the Card Redundancy menu:
e From the Protection menu (see Figure 4-3), select Main Card Redundancy.

The Main Card Redundancy menu is displayed.
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ACE-3600 - RAD Data Communications

Configuration> System> Protection> Main Card redundancy

1. Card redundancy > (Off)
2. Default main card > (Card A)
3. WTR time (sec) [1-60] ... (5)
4. Software update to other card
5. Configuration update to other card
6. Switch to other card
7. Reset other card
<&
Active main card > (C A)
Redundancy status > (
>

Please select item <1 to 7>
ESC-Previous menu; !-Main men /“&\ xit

Figure 4-39. (3 ancy Men
Table 4-33. (Car unda

Parameter Description ﬂ C \) Possible Values
n

Card redundancy ab %Ies the | @. e \Q\J
r d rotecti £f
Q(\ Default: Off

o O

Defaul | es whid %ctlve module in Card A
case thar protect|on is Card B
turn

Default: Card A
A rd A) is located on top of
duI@\ (Card B).

o Restore time, in seconds. 1-60

Defines the length of delay that is Default: 5
required between two consecutive
switch operations.

time (sec)

The WTR time can be changed only
when the redundancy protection is

turned off.
Software update Updates/copies the current software
to other card version (of the active module) onto the

standby module.

Configuration Updates/copies the current
update to other card configuration (of the active module)
onto the standby module.
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Parameter Description Possible Values

Switch to other card Switches the control over ACE-3600 to
the other installed main module.

Available only when the redundancy
protection is turned on.

Reset other card Resets the standby module (not the
active module).

Active main card Indicates which main module (card) is 3
currently the active one.

O (Lo
Module A (Card A) is located gn to
module B (Card B). j g{\
IS\ OK’
Card A absent
Card B absent

Redundancy status Displays the current re
There are four status types:

a are mismatch
oftware mismatch

Configuration
mismatch

o

120,
(}55. A device reset is necessary first.

In case Card & \}w R0
date to h&.« V card once the configuration is finished.
Q ettinghernet Redundancy

Note o Alffreduridan [ < (.?

DV
O¢

ACE-3600 allows its two Gigabit Ethernet ports (if two are installed) to work in
redundancy mode, allowing reliable and uninterrupted service over
packet-switched networks. The Gigabit Ethernet ports support the 1:1 and 1+1
automatic protection switching modes according to IEEE 802.3ad.

» To access the Ethernet port redundancy options:
e From the Protection menu (see Figure 4-38), select Ethernet Redundancy.

The Ethernet Redundancy menu is displayed.
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ACE-3600 - RAD Data Communications
Configuration> System> Protection> Ethernet redundancy
1. Group ID (1)

2. Primary port (GbE-1)

3. Secondary port (GbE-2)

4. Mode > (1:1)

5. Revertive > (No)

6. Wait to restore (sec) (300)

> <&

Please select item <1 to 6> <i>
ESC-previous menu; !-main menu; &-ex%yf> <<F

Figure 4-40. Ethernet nwf

Table 4-34. E z‘hem(@f/@gundancy meters

Parameter Description

Group ID

\_7 }r\ /f(o“\siible Values
ID of the Ether redund roup.
Only one gro p@b configured. (\

Primary port

Default: GbE-1

The prim @%DE port I% GbE-1, GbE-2
redu ote
tabl

Secondary port

wy (prot \\,ﬁ% port in
//Q & edgidancy % te after

GbE-1, GbE-2

Default: GbE-2
th

Mode

ncy For more 1+1 (Link aggregation|
o Ethernet 1:1

n'¢hapter 1. Default: 1:1
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Parameter Description Possible Values
Revertive If 'Revertive' is enabled ('Yes' is Yes
selected), the port protection switching No

is reverted back to the primary link as it
was before the link failure, since the
primary link is up again. The revert is
performed once the WTR time is
concluded (see below).

Default: No

Wait to restore Wait to Restore time, in seconds.

(sec) WTR is the set delay time required be&e
the primary port returns to be the actiy
port, once the port becomes availdblée

only if 'Revertive’ mode is enabled
above).

Note 1 Ghe port can be selec,

e The port is active

e Autonegotiation is

e A router interface co

Setting %ching (APS)

As exp < ports can work correspondingly in APS
ode. Ih llows you to specify the two working ports
nd theireperat can be either of the following:

o 1 optimized élsnal - according to G.841, Annex B

1+1 compati \ ctional - according to G.841, Clause 7.1, Linear
i = otection (MSP); compatible with 1:n bidirectional

»\To access the APS configuration menu:
e From the Physical Layer menu (see Figure 4-32), select APS.

The APS configuration menu is displayed.
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ACE-3600 - RAD Data Communications
Configuration> System> Protection> APS
1. Group ID ... (APS-1)
2. Port type > (ATM-155)
3. Working port #1 cee (1)
4. Working port #2 o (2)
5. Mode > (1+1 optimized bi-direwtional)
6. Wait to restore (sec) ... (300)
7. Switch command > (No command)
>
Please select item <1 to 7>
ESC-previous menu; !-main menu; &-exit

Figure 4-41. APS Configuration u

7able 4-35. APS ration Pararheters

Parameter Description T& \>\ Q((\é’@i\bge Values

APS group ID which details a \%to 32 alphanumeric
four APS dharacters,

case-sensitive
Default: APS-1

OGN IER
Port type mg\wg\e) (\\Kv ATM-155

Working port #3— fh@ B&@ port m 1-4

Working port (#2 The working
autpmatically s

econd port is 5-8
is enabled on port

#1,
e The APS ti(@\%ode 1+1 optimized

bi-directional
1+1 compatible
bi-directional
Default: 1+1 optimized
bi-directional

WTR time Wait to Restore time, in seconds. 1-720

(sec) In APS mode, WTR is the set delay time Default: 300

required before the primary port returns to
normal operation, once the port becomes
available after recovering from an error.

This parameter cannot be changed dynamically
(on-the-fly).
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Parameter Description Possible Values
Switch The APS port switching command. Available No command
command - only if the APS mode is enabled (if an APS Force switch
options available  group ID exists). Lockout
for .th_e 1+1 There are four possible switch commands in the Clear
optimized 1+1 optimized bi-directional mode:

i-directi Default: No command
bi ddlrectlonal APS No command - the initial state, if no
mode

command was applied since the unit's

initialization.
Force Switch - the service is switched frcﬁ%
the primary port to the secondary port. QX\

only when
current state:

Force switch to working

Force switch to

protection
Manual switch to
working
No command - the initial state, if no Manual switch to
command was applied since the unit's protection

Initialization. Lockout of protection
Force Switch to working - switches the
normal traffic from the protection port to
the working port, unless an equal or higher
priority request exists. Since a forced switch
has a higher priority than SF or SD on a
working port, this command is carried out
regardless of the current condition of the
working port. For more general information
about the APS functionality, refer to
Chapter 1.

Force switch to protection - switches the
normal traffic of the working port to the

Clear

Default: No command

ACE-3600 Ver. 5.2
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Parameter Description Possible Values

protection port, unless an equal or higher
priority switch command is in effect, or if an
SF condition exists on the protection port.

¢ Manual switch to working - switches the
traffic from the protection port back to the
working port, unless an equal or higher
priority request is in effect. Since a manual
switch has lower priority than SF or SD on a

working port, this command is carried ou@
only if the working port is not in SF or SD
condition. &\

e Manual switch to protection - s

exists on the protectio
equal/higher priority swi

effect. The command is carry k
issuing @ manual switch request the
;

~ deNies the access
'aswell as &xdr

orce switch’ or ‘lockout’ is
only if ‘No Command’ or ‘Clear’ is
urrent command status.

o Command'’ is only an initial state and
cannot be selected as a user command.

e ‘Clear’ is availale only if the current
command value is ‘force switch’ or ‘lockout’.

Note The APS mode cannot be activated if:

e (Connections are already configured on the ATM-155 Port 2.
e The transmit (TX) clock of any port is set on Loopback mode.
e Port activation is disabled.

e The physical layer port configuration for both Port 1 and Port 2 is not
/dentical.
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Setting the Clock Source

ACE-3600 requires a distinct clock source and a defined system clock in order to
fulfill its purpose in a given backhauling application. For more information about
the system clock, see Appendix D.

Accordingly, you have to select the clock source type, as well as the ports of the
master (primary) and fallback (secondary) system clocks, which will be used as
the source clocks for all STM-1/0C-3c¢ ports.

» To access the Cock options:
e From the System menu (see Figure 4-3), select CI%C

The Clock menu is displayed.

ACE-3600 - RAD Data nlcé%

Configuration> System> Clock

1. Master clock
2. Fallback clock >

>
Please select item <1 2 @
ESC-previous menu; A=ma me &-exit

<Q Q 73'5\ 4-36. o v Options

Para&é@Des\d%{i \S O¥ Possible Values

MastenNGlock \né er (primary) clock See Seftting the Master
§\et Clock

F ck clock ssthe fallback (secondary) clock  See Setting the Fallback
gs. Clock

For more information about the
master and fallback clock sources,
refer to Appendix D.

Setting the Master Clock

The master clock is used as the primary clock source of ACE-3600 and must be
set prior to starting any backhauling service. The master clock can be derived
from either the RX clock of a specific interface or the station clock. For more
information about the master clock functionality, refer to Appendix D.

» To access the master clock options:
e From the Clock menu (see Figure 4-42), select Master Clock.

The Master Clock menu is displayed.
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ACE-3600 - RAD Data Communications

Configuration> System> Clock> Master clock

Please select item <1 to 6)

ESC-previous menu; !-main menu;

1. Source > (RX Clock)
2. Revertive > (Yes)

3. Wait to restore (sec) > (1)

4. Port type > (ATM-155)
5. Port number . (1)

6. Station clock type > (E1)

>

Parameter Description

(\ ossible V

\§Iock is derived

Source The clock source type
omlng traffic of one
of t it's ports.
n - the clock is provided
ﬁbom the station clock port.
fault RX Clock
Revertive di \/ w ther th t| Yes
No
ster cloc Default: Yes
savailabjlity
occurs{k
\'f/ restore 1-720
) he'master clock will return  pefault: 1
the system clock (if the
ertive mode is enabled).
N
rt type \pre of the master clock port. ATM-155

Visible only if RX Clock was
selected as the clock source.

Port number Number of the port that is used

as the master clock.

Note: It is not permitted to set
both the master and fallback
clocks on the same port number.

1-8 for one of the ATM-155 ports

1 (non-selectable) for the station
clock port
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Parameter Description Possible Values
Station clock The type of the station clock's El
type circuit line, if the station clock T1

was selected to serve as the
system clock.

Default: E1

Setting the Fallback Clock

The fallback clock is used as the secondary clock soug>e of A
when the master clock is down/unreachable. For mor
fallback clock functionality, refer to Appendix D.

» To access the fallback clock options:
e From the Clock menu (see Figure 4-42), select Rallback clock.
The Fallback Clock menu is di [@Vg :

ACE-3600 - RAD D C unica
Configuration> System> CI/F\\\Eallb CI<::ij>

Source

Port type
Port number
Station clo

>
Plea se
ESC-prievious g{ ; !-maﬁ;x{ &-exit

s WD R

N
e \\4‘2\) Fallback Clock Menu

$38. Fallback Clock Parameters

\NQR\Q@r Descr@ék Possible Values

Sourde \CPOCK source type e RX Clock - the clock is derived
from the incoming traffic of
one of the unit's ports.

e Station - the clock is provided

from the station clock port.

e None - No port is assigned to
be a system clock source.

Port type Type of the master clock port. ATM-155

Note: Visible only if RX Clock was
selected as the clock source.
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Parameter Description

Possible Values

Port number Number of the port that is used as

the master clock.

Note: It is not permitted to set
both the master and fallback clocks
on the same port number.

1-8 for one of the ATM-155 ports

1 (non-selectable) for the station
clock port

Pseudowire channel number for
PSN clock

Station clock
type

The type of the station clock's
circuit line, if the station clock was
selected to serve as the system
clock.

El
T1
Defauit: Em

Configuring the Application Parameters

This stage consists of configuring theg g
ATM, router, MPLS and PSN functiona

application in which ACE-3600 i
to Chapter 5.

» To access the Applicatig

e From the Con@o
The Applj me
PPl o)

ation para
Ategari

N

ers, which include the

of the specific
pplication, refer

<
(see F; %select Applications.
s displdyag,

Conf JgC >

ratiorﬂ
1. ATM\J

2. uter

A pli@s

<&
V V. V V

et PSN

lease sel item <1 to 4>

ACE=3600 - f{ﬁ& Communications
O

ESC-previous menu; !-main menu; &-exit

Figure 4-45. Applications Menu

Table 4-39. Application Functionality Categories

Parameter Description Possible Values

ATM Provides access to the ATM functionality Refer to Configuring ATM
parameters Parameters below
Router Provides access to the router functionality  Refer to Configuring

parameters Router Parameters
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MPLS Provides access to the MPLS functionality Refer to Configuring
parameters MPLS Parameters
Multiservice over  Provides access to the PSN functionality Refer to Configuring
PSN parameters Multiservice over PSN
Parameters

X

ACE-3600 Ver. 5.2

Configuring ATM Parameters

The ATM functionality configuration includes the follovvmg t Ry

e Configuring Traffic Descriptors

e Configuring OAM Parameters X
e (Configuring the ATM Cross-Connect (XCRParameters.
To access the ATM configuration meny;

e From the Applications menu, sele

The ATM menu displayed.

Chapter 4 Configuration

ACE- 3§§%§i;§§;i:i;a Communi% ii&ﬁs
Configuration> Applieat
1. Traffic des (o) <j5
2. OAM
3. ATM cros eCt\(
4., s ‘ il
:}lease lect) item <

ESC-Prev enu;\! -main enu, &-exit

S
Figure 4-46. ATM Menu

Table 4-40. ATM Menu Parameters

/z{rametex&\(&mn Possible Values

Traffic descriptor Provides access to the traffic Refer to Figure 4-47
(TD) descriptors configuration
OAM Provides access to the OAM loopback Refer to Figure 4-48
configuration
ATM cross connect Provides access to the ATM XC Refer to Figure 4-50
(XC) parameters configuration
Max VPI bits Defines whether the ATM ports workin e 8 - For UNI
UNI (8 bits) or NNI (12 bits) mode. e 12 - For NNI
Cannot be changed when connections Default: 12
exist.
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Configuring Traffic Descriptors

Traffic descriptors (TDs) determine the ATM traffic's service category, shaping
mode and other distinct parameters, and are configured as ATM application
parameters. Each traffic descriptor is configured individually via the Traffic
Descriptor menu.

» To access the Traffic Descriptor menu:
e From the ATM menu (see Figure 4-46), select Traffic des or (TD).

The Traffic Descriptor menu is displayed.

ACE-3600 - RAD Data Communicm
Conflguratlon> Applications> ATM> T:a£;2c<§§sc
1. Traffic descriptor number
2. Service category
3. Mode (Scheduling)
4. PCR 53208)
5. CDVT (usec) ‘ D00)
6. SCR 000
7. MBS > (500
8. MDCR > (1
>
Please select
ESC—previous n - A menyi& g%t
\X@raff/( (e }@ Menu
able 4- affic § Menu Parameters
i AN
Param }/Descrlptlo Possible Values
Traffi 1-99999
Default: 1

Note: The default traffic
descriptor is always 1
and this assignment
cannot be changed or
deleted.

9,

Service category The service category for the currently configured CBR
traffic descriptor. VBR1

Note: CBR-CES is not selectable - it is created VBR2

automatically when a CES XC is created. VBR3

UBR+

UBR

UBR1

UBR2
CBR-CES
Default: UBR
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Parameter Description Possible Values
Mode Determines whether the TD is shaped or not. Scheduling
Note: Scheduling&Shaping
e The shaping mode cannot be changed for an Policing
existing traffic descriptor. Default: Scheduling
e Shaped mode cannot be configured for UBR
service category.
e Unshaped mode cannot be configured for VBRI
and UBR+ service categories.
PCR Peak cell rate in cells per second. 10
Note: In unshaped mode, this parameteisfiot
applicable.
CDVT Cell delay variation tolerance in psec. 80000
Note:
e Inunshaped mode, this pars ot
applicable.
o The CDVT value canno nforc ecurat X\
SCR Sustainable cell rate i er cond. \> 00-353208
Note:
o o . &
[ ]
MBS Max b %e in c 1-8388608
ote: Vajid only Type.
MDCR Minimum d

's @te in cells. Set to zero (0) 100-353208

ote

ACE-3600 Ver. 5.2

The traffic descriptor type is not configurable, it is automatically set by the
system according to the service category (for more information, see ATM Cel/
Scheduling in Chapter 1).

The shaping parameters’ visibility depends on the TD's service category.
ACE-3600 supports up to max XC X 2 traffic descriptors.
A TD cannot be deleted or modified while a VR/NVC XC is using it.
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Configuring OAM Parameters

The OAM configuration consists of:

e Configuring OAM Loopback Parameters
e Configuring OAM Descriptors.

Configuring OAM Loopback Parameters
The OAM loopback function allows ACE-3600 to send OAM loopbgack cells in case

of a link failure. The OAM loopback configuration menu allows yauxo define the
loopback source address and failure threshold. O (‘V

-

» To access the OAM loopback configuration me

e From the ATM menu (see Figure 4-46),
The OAM configuration menquayed.

ACE-3600 - RAD Da Co) nications
Configuration> Applications> ATM> OAM <:i> <§§§§§§b
1. OAM descriptor (OD)
2. Loopback source address - (0000000000 00000000000001)
3. Loopback failure threshold
>
Please select ite2§2}

00
Qﬁ Q
ESC-previous menu mai m&?u; &-exl

Y LV
Figur Menu
Tab@@% AM Parameters

Para%éet\er/D:&,cription S Possible Values
OA criptor Acc \\&EN\ descriptor options See Configuring OAM
0OD) Descriptors below

%@s)ource %it's OAM loopback source address. 00-FF x16 (Hex)
address For‘more information about the OAM loopback Default:

functionality, refer to Appendix C See Figure 4-48 above
oopback failure Number of lost loopback cells before a 1-16
threshold loopback failure state is declared. Default: 1

Configuring OAM Descriptors

You can define up to 256 OAM descriptors, which can be set to work in
End-to-End, Segment or Intermediate mode. Each descriptor's continuity check
direction can be set accordingly.

» To access the OAM descriptors configuration menu:
e From the OAM menu, select OAM descriptor (OD).
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The OAM Descriptor menu is displayed.

ACE-3600 - RAD Data Communications
Configuration> Applications> ATM> OAM> OAM descriptor (OD)
1. OAM descriptor number co. (1)
2. OAM mode > (Segment)
3. CC Direction > (None)
4. Loopback operation > (Off)
5. Loopback destination address ... (FFFFFFFFFFFFFFFFFFFFF FFFFFFFF)
Please select item <1 to 5>
ESC-previous menu; !-main menu; &-exit

Figure 4-49. OAM Descriptors /Me%\
Table 4-43. OAM Descr/@Tez‘ers
Parameter Description \_< (\\ /\(I}&@{ke Values
59

OAM descriptor The identifying number o ecific%ﬁ}v\/

number descriptor which detgits,a ayed. Use th
Forward (F) and Bac eys fo browse@
through the OA ip .

Note:

. d while being
N,
OAM mode w ode of ’Wr End-to-End
Segment
S .
Intermediate
irection OAM Nk check function mode. None

0 imintermediate OAM mode. Source
Q Sink
Both

Default: None

Loopback operation  OAM loopback function mode. On
Not valid in Intermediate OAM mode. Off
Loopback The OAM loopback address that is transmitted on 00 - FFx16 (Hex)
destination address  each OAM loopback cell. Default: FF x 16*
The destination address parameter is visible only * 16 times FF (Hex)

if the loopback operation is set to On.

Note  An OAM descriptor cannot be modified when it is being used by connections.
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Configuring the ATM Cross-Connect (XC) Parameters

ATM cross-connects deliver the ATM-based traffic over VC or VP connections.
Each ATM XC is configured individually on the ATM XC menu.

» To access the ATM XC menu:
e From the ATM menu (see Figure 4-46), select ATM cross connect (XC).
The ATM XC menu is displayed.

ACE-3600 - RAD Data Communications

Configuration> Applications> ATM> ATM Cross Connect%c)

1. XC type > (ve)
2. XC ID ee. (VC-1)
End Point 1 End Poi 2

3. Port type > (ATM-155) rt Type > (ATM-155)

4. Port number .o (1) number .o (1)

5. VPI ... (0) 13: ... (0)

6. VCI ce. (32) 14. . (32)

7. In TD cee (1) . In cee (1)

8. Out TD ... (1) Out TD ... (1)

9. OD ... (1) oD Q§;§§> .o (1)
Co i control > (None)

10. Congestion control > 8. t
<
>
Please select item iqu
en

ESC-previous mepu;~ ! &- e&?Q\
Figure XC Menu
ble 4-44 Parameters
Paramet |pt|on Possible Values
The XCIVDes \nQe either VP or VIC. VP
VC
Default: VC
A unique ID for the cross-connection. For example: Up to 9 alphanumeric
VC-1, VC-2, VC-3 (or VP-1, VP-2, VP-3) and so on. characters,
You can manually assign an available number as case-sensitive
the XC ID. Max number of total XCs is 1024. Default: next XC index
Port type The channel's port type. ATM-155
Port number The channel's port number. 1-4 for ATM-155
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Parameter Description Possible Values
VPI The channel's VPI. 0-255 for UNI
Note: 0-4095 for NNI

o Two VP XC with the same VPl on the same port
cannot be configured.

o Tiwo VC XC with the same VPV on the same
port cannot be configured.

vd The channel's VC for VC XC (valid only for a VC XC).

Note: Two VC XC with the same VPV on the safje
port cannot be configured.

32-65

InTD The channel's policing descriptor.
Note:

e The traffic descriptor must be created first.

e [t is possible to change the |

created, provided that the X5 same
service category and mode.

o When the TD is set to olicingtor'the
selected ATM cf@xzﬁg /: ed. @

ACE-3600 Ver. 5.2

1-99999
@) S Default: 1
1-256
Default: 1
lescriptor must be created first.
ot be set to end-to-end.
e The maximum number of endpoints (VCL/VPL)
with an OAM descriptor and OAM Loopback is
128.
Congestion control  The channel's congestion control mode. None

Note  itoms 3-9 and jtems 10-16 appear on two separate columns under the ATM XC
menu (see Figure 4-50). All items, except XC ID (item no. 2) and TD (item no. 7) -

cannot be changed dynamically (on-the-fly).
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The router functionality allows ACE-3600 to establish an IP link with the
management station(s), and allows management traffic to be carried
transparently through the unit towards specified targets, over pseudowire

connections or other channels.

To access the router options:

e From the Applications menu (see Figure 4-45), select Rou

The Router menu is displayed.

Interface >
Static route >
Default gateway >
System address

ARP aging time (sec)

>
Please select item <1t
ESC-previous menu; A=ma menu

u s W NDR

&-exit

NN

ACE-3600 - RAD Data Communicati @
Configuration> Applications> Router &X
100.100)@

G 5L Rout o

rorariger Desmintion CAS

Possible Values

terfaw Acctess @erface configuration

See Configuring
Router Parameters
below

AN\
\%oute @\f% static route parameters

See Setting the Static
Route Parameters

N
jfault ga@&cess the default gateway definitions

See Seftting the
Default Gateway

The unique IP address that represents this

ACE-3600 unit (does not represent an IP

subnet).

Nofte:

e This IP address cannot be included in
the subnet of one of the interfaces.

e (Cannot be changed when the LDP ID
has the same address.

System address

0.0.0.0 -
255.255.255.255
(any valid IP address)

ARP aging time
(sec)

The period in seconds that must pass
before ARP entries are discarded

300-100000
Default: 1200
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Configuring the Router Interface

A router interface setting is essential for management connections to ACE-3600.
Each required router interface is configured individually and includes various
parameters as described below.

» To access the router interface configuration:

e From the Router menu (see Figure 4-51), select Interface

The Interface menu is displayed. \

ACE-3600 - RAD Data Commun%sati

Configuration> Applications> Router> Interfa <i>
N\

1. Number

2. Name -1)

3. IP address
4. IP mask

5. Interface type
6. Port number

7. VPI

8. VCI

9. Out TD

10. OD

11. LLC/SNAP Encap
12. Management

>
Pleas ele i
ESC-previous u; .-maiﬂ§§‘ u -exit

\\F@% 452, @Q/Mwu for ATM-155 Interface Type
A

< OQ;Q RAD Data Communications

\EQ iguration cations> Router> Interface
X

) o

. Name «+. (Interface-1)
3. IP address ... (0.0.0.0)
4. IP mask ... (0.0.0.0)
5. Interface type > (Ethernet)
6. Port number ... (1)
7. VLAN tagging > (Enable)
8. VLAN ID ... (0)
9. VLAN priority ... (0)
10. Management access > (Enable)
>
Please select item <1 to 10>
ESC-previous menu; !-main menu; &-exit

Figure 4-53. Interface Menu for Ethernet Interface Type
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Table 4-46. Router Interface Parameters

Parameter Description Possible Values

Number Unique ID number of the router interface 1-1024
which details are displayed.

Name An optional name that describes this Up to 32 alphanumeric
interface (does not have to be a unique characters;
name) case-sensitive

IP address IP address of the router interface.

Note: The IP address cannot be /'nC/uded%
the subnet of one of the configured &

interfaces.
\go.o.o -
55.255.255.255 (any

valid IP mask)

IP mask Subnet mask of the router inte%e.

Note: The IP mask addre
a sequenice of all ones.
or zeros in between.

ot include gaps
(N A
M M§55

@ hernet
J ava//ab/e% PW
%% Ethernet group
g type Default: Ethernet

Interface type

1-4 for ATM-155

Ethernet: GbE-1 or
GbE-2

PW: PW number
Cannot be changed dynamically (on the Ethernet group: 1

cted interface type (see above).

fly) GRE

e Only PW of type AAL5-SDU with router Default: GbE-1
termination type can be selected (must
be previously defined).

e The Ethernet port cannot be selected
when it belongs to a redundancy group.

VPI VPI of the PVC connected to the router 0-255 for UNI
interface. (max VPI bits is 8)
Not available if Ethernet port type was 0-4095 for NNI
selected. (max VPI bits is 12)

Note: A router interface with the same VPl as ~Default: 0
an existing VP XC on the same port cannot be
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Parameter Description Possible Values
configured.

vda VCl of the PVC connected to the router 32-65535
interface. Default: 32

Not available for Ethernet, Ethernet group
and PW interface type.

Note: A router interface with the same
VPIVCI as an existing VC XC on the same port

cannot be configured. S m

Out TD Traffic descriptor of the PVC connected to 1999
router interface. Not available fo ern /1

Ethernet group and PW interfa

Nofte:

1-256
Default: 2

oD

rappear on the menu
as end-to-end or

\@/AP

ulation

encapsulation type. Not visible  Bridged PDU
ernet, Ethernet group, PW and Routed PDU
terface types.

Default:
r more information about this Routed PDU
encapsulation, refer to Appendix E.
VLAN tagging Indicates whether a VLAN tag is to be Enable
inserted into the TX (receive) frames. .
Disable

Available only for Ethernet interface type.
Default: Disable

VLAN ID Identifies the VLAN that will be carried on the  0-4094
VLAN tag. Available only if VLAN tagging is Default: 0
enabled (see above).

VLAN priority Indicates the priority bit value of the VLAN 0-7
that will be carried on the VLAN tag. Available

Default: 0

only if VLAN tagging is enabled (see above).
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Parameter Description Possible Values

Tunnel source IP  The source IP address of the IP header on A valid IP address
which the GRE is running. Default: 0.0.0.0
Nofte:

e The IP address must either be a system
address or one of the configured router
Interfaces, otherwise an error message is
returned.

e This parameter only appears if the
Interface type is set to GRE.

&@\a)ddress
ult: 0.0.0.0

Tunnel The destination IP address of the |
destination IP which the GRE is running.
Note:

e The IP address must
known route, othe

/s returned.
e This parameter only app&
interface z‘ypﬁsﬁ\*g‘o GRE: (N
Management Enable or d gement acces \@ Enable
access Telnet, S 2Dy S i@ this router Disable
interfaqe \ @Y\ < Default: Enable

e Parameters
and peers that are located in a subnet different than
erface, you need to assign static route parameters.
»\"To access the static route parameters:

e From the Router menu (see Figure 4-51), select Static Route.

The Static Route menu is displayed.
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ACE-3600 - RAD Data Communications

Configuration> Applications> Router> Static route

1. IP address (0.0.0.0)
2. IP mask (0.0.0.0)
3. Next hop (0.0.0.0)
4. Next hop interface number (0)

>
Please select item <1 to 4>
ESC-previous menu; !-main menu;

&

&-exit

Figure 4-54. Static Ro

Table 4-47. Static Route m

(ON
N

Parameter Description

A

Possible Values

IP address IP address of the stati \@u{> et or .0.0.0 -
station. @ .255.255.255
It is possible to multi ddre y'valid IP address)
to suppo@gl i ck distributi%
IP mask IP maskef.th Wy’tg subnet. \_)} 0.0.0.0 -
Q S 255.255.255.255
/\ ((5 (any valid IP mask)
N/
Next hop add ss\ot];bze next\fo belong to 0.0.0.0 -

th uter interfagé™s e
te:

t or all ones address is

edh
OSQ not be assigned to an
part that is not the router

.0.0.0 /s used, it indicates that the
routing is based on the next hop interface
number. This kind of setting /s useful
when the router interface is of an ATM VC

255.255.255.255
Default: 0.0.0.0

type or PW type.

Next hop ID number of the router interface towards A number of a

interface which the destination subnet should be previously configured

number router. router interface. For

Available only if the next hop is 0.0.0.0. more information,
see Configuring the
Router Interface.
Note o The number of static routes is limited to 1041.

e A static route cannot be deleted when it is used as a route of an existing peer.
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Setting the Default Gateway

One of the router interfaces should be set as the default gateway.

» To set the default gateway:
e From the (see Figure 4-51), select Default Gateway.

The Default Gateway menu is displayed.

ACE-3600 - RAD Data Communication

Configuration> Applications> Router> Default gatewa

1. Gateway interface number cee (-) Q
2. Gateway IP address $ &

>

Please select item <1 to 2>
ESC-previous menu; !-main men@@xit
] N4
Figure 4-55. De @ way Me
Table 4-48 It Gateway Pa
N
Parameter Description @ \K \g\\/ Possible Values
Gateway ID nu d route facs Any previously
interface as th f teway. configured router
number 6rbe ged dyl@m n-the-fly). interface
N\

Gatew Tk%@/gy IP addr \%routing the 0.0.0.0 -
addres oing IP packats. e only when the 255.255.255.255

atetvay i ber is configured over

n Ethern 0

Noi

S
¢ ult gateway IP address must be
e same subnet as one of the router
erface indicated above
The gateway address should not be
/dentical to one of the router IP address.

e Multicast, broadcast, all ones and all
zeros are not allowed.

e Address parts that are not subnet cannot
be all zeros or all ones.

e (Cannot be changed dynamically (on-the-
fly).

Note ., can delete the current default gateway setting by pressing R. It cannot be
deleted, however, if it is used as a route of an existing peer.
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Configuring MPLS Parameters
To allow ACE-3600 to deliver traffic over MPLS networks, the MPLS parameters
should be defined.
To access the MPLS configuration parameters:
e From the Applications menu (see Figure 4-45), select MPLS.
The MPLS menu is displayed.

ACE-3600 - RAD Data Communications

<
Configuration> Applications> MPLS
1. Dynamic label range ... (10000- 95 <§§§§§>
2. Signaling protocol >
3. Tunnel LSP >

>
Please select item <1 to 3> @ A((\

ESC-previous menu; !-main menu; exi (\@

Chapter 4 Configuration

d
Parameter Description K& / Possible Values

Dynamic label

10000-14095
16-65534 for

range f
@ si

dynamic labels only

0-0 when the
when the LDP dynamic range is not
ng ocol is enabled. set
e%ez‘z‘/hg /s rejected if there are Default:
connections or tunnels 10000-14095

1gured with labels that are included in
e dynamic range.

The range Is relevant to both tunnel and
PW labels.

e ACE-3600 supports a single dynamic label
range of up to 4094 labels. In such a case,
the range is 16-65534.

e The static range Is automatically
determined according to the dynamic
range selection, yet it cannot be included
in the 16-65534 range which is allocated
only for dynamic labels.

o When LDP is not in use, the range can be
set to 0-0.

ACE-3600 Ver. 5.2
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Parameter Description Possible Values

Signaling Access the LDP options See Configuring the

protocol LDP Signaling Protocol
below

Tunnel LSP Access the Tunnel LSP options See Configuring the
Tunnel LSP Parameters

and distribute pseudowires and tunnel labels between

Configuring the LDP Signaling Protocol
ACE-3600 uses the MPLS label distribution protocol (IfBP t ly assign
p
» To access the LDP parameters:

1. From the MPLS menu (see Figure 4-56), select i rotocol.

2. Select LDP.

The LDP menu is displayed:
Plajede
ACE-3 \RADData Co @ns
i > S>/§i§l‘g protocol> LDP

edse select i gﬁ 6>
—previous@@ N\{-main menu; &-exit

N
\ Figure 4-57. LDP Menu
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Table 4-50. LDP Parameters

Chapter 4 Configuration

Parameter Description

Possible Values

LDP ID The LDP identifier to be used in all LDP
sessions established with the unit.
Nofte:

e The IP must be identical to one of the
Interface IP address or system address
(see Table 4-45).

e (annot be changed when LDP is en(@ed.

o /fthe LDPID is not yet confi:
system address is defined,
address is gutomatically display
default, and you only-need to save

setting (press S). (\

0.0.0.0 -
255.255.255.255

Default: 0.0.0.0

N

Mode Indicates whether all LD
performed by the unit are

e

or

ble
isable

disabled. fault: Enable
'Enable’ ¢ s edonly if an L
is defir}ed\\

Hello timer The regyliry in se &en 1-65534
(sec) llo message Hello Default: 45
es scover one
a er re of a
igh i e neighbor.
messa ar periodically on all
terface is enabled.
he H&lo ti cannot be modified when
L P&iﬁenabled.
alive timer ases of inactivity, define the time in 1-65534
ec s after which a Keep Alive message is  pefault: 40

Cannot be modified when LDP mode is
enabled.

Interface Access the LDP interface configuration See Configuring the
LDP Interface
Parameters below

Targeted peers Access the targeted peers configuration See Seftting the LDP

Targeted Peers

Configuring the LDP Interface Parameters

The LDP interface can be referenced to one of the existing router interfaces.

» To access the LDP interface parameters:

e From the LDP menu, select Interface.

ACE-3600 Ver. 5.2 Configuring for Operation 4-73



Chapter 4 Configuration Installation and Operation Manual

The Interface menu is displayed.

ACE-3600 - RAD Data Communications
Configuration> Applications> MPLS> Signaling protocol> LDP > Interface
1. Router interface cee (1)
IP address ... (192.168.238.10)
2. LDP mode ... (Enable)
3. Basic Hello mode ... (Disable)
> O
Please select item <1 to 3>
ESC-previous menu; !-main menu; &-exit <>

Figure 4-58. LDP Interfage u

7able 4-51. LDP /nte%%eiParamet

Parameter Description \\) )’\ I}egsaible Values

define&ﬂg}fj
asic HetteShou
IP address Displays (re 0.0.0.0 -

255.255.255.255
Ty &

(must match the IP of
A
Whe abled, LDP isNacti n the Enable
sele uter i ce be enabled Disable
S.

the router interface)
only for Etherngi\in

Router interface ID number of a previous|
interface on which the

LDP mode

Default: Disable
ot be changed\when the general LDP mode

(see T@@Q {enabled.

N ) .
< %e Sele \th§ basic Hello should be activated Enable
er interface. Visible only when LDP Disable
Q e Default: Disable

e Should be enabled for every router interface
on which LDP basic discovery is enabled.

e There can be only one router interface
supporting basic Hello over a single physical
port.

e (annot be changed when the general LDP
mode (see Table 4-50) is enabled.
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Setting the LDP Targeted Peers
You can define targeted remote peers with which ACE-3600 should attempt
establishing LDP sessions.
» To set the targeted peers:
e From the LDP menu, select Targeted Peers.

The Targeted Peers menu is displayed.

ACE-3600 - RAD Data Communicatioxs
Configuration> Applications> MPLS> Signaling protgé\,olg’&i%z ted peers

1. Peer number co. (1)

Peer name ... (Peer-1)

IP address ... (192.168.238.10)
2. Targeted mode ... (Disable)

>
Please select item <1 to 3> @
ESC-previous menu; !-main menu; M O Q

Parameter De Possible Values

Peer n Wr of an by %previously 1-1024

ined) ed peer. You can
enter a mber to display
anot%er peer's details.

{?ame %d only) the name of the

targeted peer selected above

a}&ss \sgays (read-only) the IP address of the 0.0.0.0 -
remote targeted peer selected above 255.255.255.255
(must match the IP of
the remote peer)

Targeted mode Enable or disable the targeted peers Enable
functionality. When enabled, ACE-3600 Disable
attempts to create a targeted LDP session
with the peer.

Default: Disable

Configuring the Tunnel LSP Parameters

This section explains how to configure the PHP (penultimate pop-hopping) mode
and the LSP tunnels. LSP tunnels are configured separately in the ingress and
egress directions.
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» To configure the PHP mode:
1. Navigate to the Tunnel LSP menu (Figure 4-60)

ACE-3600 - RAD Data Communications

Configuration> Applications> MPLS> Tunnel LSP

1. Ingress Tunnel >
2. Egress Tunnel >
3. PHP mode ... (Enable)

ESC-previous menu; !-main menu; &—ex;€>

> Q \
Please select item <1 to 3> <§E <i>
eny

Figure 4-60. Tunnel L

from the MPLS menu.

The PHP mode is enabled/disakled:
=  \When enabled: ACE-3600 advertisg | e reserved label
value of 3) for routes t S {sauses the

previous hop (pen s uter label before

transmitting the pa R. The packet@rriving at the device
labek:

<

ual label value to the previous

configured without tunnel label.

e Figure 4-56), select Tunnel LSP.
The T menu is displayed.

The Ingress Tunnel menu is displayed.

ACE-3600 - RAD Data Communications

Configuration> Applications> MPLS> Tunnel LSP> Ingress tunnel

1. Index > (1)

2. Name > (tunnel-inl)
3. Provisioning mode > (Manual)

4. Label eee ()

>
Please select item <1 to 4>
ESC-previous menu; !-main menu; &-exit

Figure 4-61. Ingress Tunnel Menu
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Note

ACE-3600 Ver. 5.2

Table 4-53. Ingress Tunnel Parameters

Parameter Description Possible Values
Index ID number of the ingress tunnel 1-512
Name Name of the ingress tunnel Up to 32 characters

Default: Tunnel-in

Provisioning Indicates whether the tunnel assignment ual
mode method is manual or LDP assigned. LDP
The provisioning mode cannot be chan%j [t\Wanual

dynamically (on-the-fly).

Label

ID of the label. Visible only if the Whin the

provisioning mode is set to M st3tic Tabel range
16-65534; see Table
4-49)

When the provisioning mode is set to
LDP address (see Table 4-45) i
locally.
The label binding messa:

targeted peers, meaying
peers. (ﬁ

Only one ingreg

To co
1.
2. lect Egress TunRe
8 S
The Egress enu is displayed.
R
\\Q§:§ﬁ-3600 - RAD Data Communications
nfiguigél n> Applications> MPLS> Tunnel LSP> Egress tunnel

1. Index > (1)
2. Name > (tunnel-outl)
3. Provisioning mode > (Manual)
4. Peer number cee (=)
5. Label cee (=)
6. EXP bits mode ... (copy from PW)
7. EXP bits ... (0)
>

Please select item <1 to 7>

ESC-previous menu; !-main menu; &-exit

Figure 4-62. Egress Tunnel Menu
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Table 4-54. Egress Tunnel Parameters

Parameter Description Possible Values
Index ID number of the egress tunnel 1-512
Name Name of the egress tunnel Up to 32 characters

Default: Tunnel-out

Provisioning
mode

Indicates whether the tunnel assignment ual
method is manual or LDP-assigned. LDP

The provisioning mode cannot be chan%j [t\Wanual

Peer number

ID number of the remote peer fo
this egress tunnel is created.
numbers are defined on the

dynamically (on-the-fly).
Wpeer
ber

Label

alue within the

Menu. Visible only if the provisioning
is LDP. ﬁ
{atig Jabel range

( 65534; see Table
@ ffs@ ~49)

EXP bits mode

)

e\E@g of the tuw Copy from PW

ied from t S Static
dJfrom

Default: Copy from PW

i pot be changed
ynamica@

The required Wglue for the EXP bits. Visible 0-7
c{r\@\ E%’ bits mode is set to Static.

nfig

N\

ultiservice over PSN Parameters

As explained in Chapter 1, ACE-3600 are equipped with Gigabit Ethernet interface
for ATM over PSN traffic concentration. Ethernet tunneling parameters are
configured via the Multiservice over PSN menu, which provides access to the

following tasks:

e Configuring General Multiservice over PSN Parameters

e Defining PSN Peers

e (reating Pseudowire (PW) Connections

e Viewing Existing PW Connections and Attachment Circuits.
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» To access the Multiservice over PSN options:
e From the Logical Layer menu (see Figure 4-45), select Multiservice over PSN.

The Multiservice over PSN menu is displayed.

ACE-3600 - RAD Data Communications

General
Peer

PW

. View PW

. View ATM AC

u d WD
V V VvV VvV Vv

Configuration> Applications> Multiservice over PSN
>
Please select item <1 to 5>

ESC-previous menu; !-main me p“\\ -exit

Figure 4-63. Mumer PSN M)
Table 4-55. Mulfi: e ove
Parameter Description (7 \/Igossmle Values

General Accest the Itlserw @v r F@N Refer to Figure 4-64
et rg ratlon

Peer (> k&ge) tot eer c Refer to Figure 4-65

Pseudo, i PW \%’1 Refer to Figure 4-67
(PW) \

View P w iew the X|st|ng PW Refer to Figure 4-71
View ATM conne%Qon attachment circuits and Figure 4-72
<&

» To access the ATM parameters:
1. From the Multiservice over PSN menu, select General.
The General menu is displayed.
2. Select ATM Parameters.

The ATM Parameters menu is displayed.
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ACE-3600 - RAD Data Communications

Configuration> Applications> Multiservice over PSN> General> ATM parameters

1. PW miss-order window size [packets] > (4)

2. PW reordering > (Disable)
>

Please select item <1 to 2>

ESC-previous menu; !-main menu; &-exit

Figure 4-64. ATM Parameters Menu <>

Table 4-56. ATM Farameters &

Parameter Description \F@syble Values
PW miss-order window In packet-switched traffic, somg-packets are n}% 0,1, 2, 4,8, 16,32
size received according to their .l@( sequence Default: 4

number. This condition is definedas’ pisQ
Accordingly, this parameter defines Q

der
ber of @
packets window, in whi 600 triesto fix
packet sequence i S.
Cannot be chan/geg % @ﬁ
PW reordering To allow propey \e

M of AT%Q Enable
ACE-360 that fixes m rsby  pisable

re-oree eceived’pack ' Default: Disable
u en 0 isable eordenhg

mecha .

Cannotyb\e ngeq/y&@\P exist.

N

ning PSN P
acket-s etwork application, ACE-3600 operates opposite remote
endevicest chmust be defined individually on the Peer menu.

An Ethernet ter interface and a default gateway must be configured prior to
configuring PSN peers.

» To access the Peer menu:
e From the Multiservice over PSN menu (see Figure 4-63), select Peer.

The Peer menu is displayed.
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ACE-3600 - RAD Data Communications

Configuration> Applications> Multiservice over PSN> Peer

1. Peer number ... (1)
2. Peer name ... (Peer-1)
3. Peer IP address ee. (172.17.143.101)

>
Please select item <1 to 3>

ESC-previous menu; !-main menu; &-exit
Figure 4-65. Peer Menu \& @})
Table 4-57. Peer P%‘E’f&
Parameter Description %ossible Values

Peer number A logical number repre

peer device 1-1024
ault: Next available
Q errnumber

Peer name Name of the pe FQ @Qp&o 32 characters
ﬂ @ Default: Peer-1
S
}}e\@?@ﬁce_ %\g\) 0.0.0.0 -

IP address

255.255.255.255

ess part that is not the subnet
not be all zeros or all ones.

oadcast, all one- and all zero-IP

gddresses are not allowed.

o Multicast IP addresses, ranging from
224.0.0.0 to 239.255.255.255 are
allowed.

e /f the Peer IP address is changed
dynamically (on-the-fly), the unit resets
upon saving the modified peer.

Note The remote peer device cannot be removed if a PW is configured for this peer
device.
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Creating Pseudowire (PW) Connections

In a packet-switched network application, ACE-3600 communicates with peer
devices via pseudowire (PW) connections that are established over the PSN and
are configured via the Pseudowire menu.

Each pseudowire configuration consists of:
a. General PW parameters
b. PSN parameters

C. Service parameters.

&

» To access the pseudowire configuration menu:

e From the Multiservice over PSN menu (see Figure 3),

The Pseudowire menu is displayed.

ACE-3600 - RAD Da Commuﬁi%é;ions
Configuration> Applications> ;;' ice over/PSN> PW
PW number
PW name
General parameters

PSN parameters
Service paramet

u b WD R

>

\Pa{aéeter Descript‘@?k\ Possible Values

mber ical number representing a PW 1-1536
nection Default: Next available
PW number

PW name Name of the PW connection Up to 32 characters

Default: A combination
of the word PW with
the next available PW
number, for example
PW-1.

General Access the general parameters of this PW Refer to Configuring
parameters the General PW
Parameters.

PSN parameters Access the PSN parameters of this PW Refer to Configuring
the PSN Parameters
for the PW
Connection.
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Parameter Description Possible Values

Service Access the ATM/TDM service parameters of Refer to Configuring

parameters this PW the ATM Service
Parameters for the
PW.

Note o 7he Save command on this menu affects all the parametersthat are set in the
submenus.
e Jo remove (delete) a PW, press <R >». O

» To configure a PW link:

1. On the PW menu (Configuration> Applic
set the PW number.

vicesover PSN > PW),

2. On the General Parameters submgy
Multiservice over PSN» PW> Gene
parameters for the PW.

Applications >
general PW

3. On the PSN Parameters sub 5 i AT ns> Multiservice
over PSN> PW> PSN p

4. On the Service Parame

Multiservice over P ,
for the PW.
N Q
ra
@ n has general parameters that must be
<
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ACE-3600 - RAD Data Communications

Configuration> Applications> Multiservice over PSN> PW > General

parameters

PW number

PW name

1. PW type

2. PW sub type

3. PSN type

4. Peer number

5. Provisioning mode

6. PW ID

7. Out PW label

8. In PW label

9. Control Word

10. Sequence numbering

11. TX gqueue

12. OAM mode

13. Detection multiplier
14. Min TX interval (usec)
15. Max RX interval (usec)

>
Please select item <1 to Qii:ﬁ
ESC-previous menu; !-mai xit Qj;>ﬂ<>

(1)

(PW-1)

(Basic CES PSN)
(Clock distribution)
(MPLSOIP)

(2)

(Manual)

&
(12)
(0)
(0)

(Enable)

(Enable)
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Table 4-59. Pseudowire General Parameters

Parameter Description Possible Values

PW number Displays the PW number as defined in the PW See 7able 4-58
menu (read-only)

PW name Displays the PW name as defined in the PW menu  See 7able 4-58
(read-only)

PW type Defines the PW type and the type of data it AT ltol
carries. Mo 1
For more information about the different S N
encapsulation types, refer to Appendix E. 1

AALS<S
sic CES PSN

<\\ Default: ATMVCN to 1
PW subtype When the PW type is Basic CES PSN\the sUubtype Nstribution
indicates whether the sed fo @

distribution or d

Note: In order to ticast clo
distribution, ould Jte
using an IP muti > N <
PSN type The M which MPLS
thi over. UDPoIP
Note: MPLSoIP
. s vali c CES PSNV MPLSOGRE
Default: MPLSolP
. R selected when the PW
KEEN Bistribution.
}o% Numb \n\édsting PSN peer device (see 1-1024
e Peers) to which the current PW is

d."The PW terminates on this peer.

e When the provisioning mode is LDP PW ID (see
below), the peer must be configured as a
targeted peer.

o A peer with @ multicast IP address can be set
only for a clock distribution PW.

e The peer number cannot be changed
dynamicaly (on-the-fly).

Provisioning Determines whether the PW is established Manual
mode manually or by LDP signaling LDP PW ID

Default: Manual
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Parameter Description Possible Values

PW ID A unique ID number that must be defined 1-4294967295
identically on both the local and remote unit.
This ID is used to identify the PW connection
when labels are exchanged with LDP.

Out PW label The PW label that is used in the outbound 1-4095 if the PSN type
direction. Relevant only if the provisioning mode is YRPoIP
(see above) is set to Manual. 16- 1048575 for any
The out label's value range depends on the pe
selected PSN type.

In PW label The PW label that is used in the inbound

4%}2\% PSN type
is

-65534 for any other

direction. Not relevant for clock distrib
If the PW is defined manually and the

type i
MPLS, MPLSolP or MPLSoGRE, the PW value r
must be within the static lab I@T}g . \

Control word

Determines whether a control ward d
on this PW.
The control word can Be disgbled onlyTm the

following PW typ
e ATMVP 1 to
ATMVC1tg 1
e AT
or

o
° O

aile ation control word
structurenrefer to A@Q%

Seque Wd sabled, \«\egqfe bit in the control Enable
nu ing uals ro Retevant only if the control  pisaple

&

word is endR

> bove. Default: Enable

e ATMVPNto1

e ATMVCN to 1.

In addition, the AAL5-SDU PW type does not
support sequence numbering (set to Disable).
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Parameter Description Possible Values
TX queue The priority of the PW in the outbound direction 2 (highest priority)
via the Ethernet port. 3
Note: Clock distribution PWs are automatically 4 (lowest priority)
assigned with the priority level of 1 (above 2), Default:
which cannot be changed. )
4 for ATMVP 1 to 1,
OAM mode Determines whether the OAM featur,
VCCV-BFD messages) is enabled for this PWA
Not relevant if the PW type is ¢ CES PSN o Default: Disabled
AAL5-SDU.
For more information about th
functionality, refer to Appendix F. (\
Detection The negotiated transnii >nyal, multiplied by )
multiplier this value, provides the\de igny time for % Default: 5

Min TX interval

(psec)

transmitting s m. ly if the O
mode (see a @ e CCV—BF@

'%%gggiiﬁinnﬂc secondéAhat  1000000-4294967295
€5 between tr D control - pefault: 1000000
de

. Ref only if
ﬁ st to V (q

Mix RX interval

The im tim al)W» microseconds that 1000000-4294967295
e sysfem uses b&tw eceived BFD control Default: 1000000

p s. Relevant onfy, if the OAM mode
(see aboge)X £ VCCV-BFD.
X

Configuring the PSN Parameters for the PW Connection

Each configured PW connection requires specific definitions for the selected
packet-switched network on which it is configured.

» To access the PW PSN parameters:

ACE-3600 Ver. 5.2

From the PW menu (see Figure 4-66), select PSN Parameters.

The PSN Parameters menu is displayed.
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ACE-3600 - RAD Data Communications

Configuration> Applications> Multiservice over PSN> PW > PSN parameters

PW number co. (1)

PW name «e. (PW-1)
PSN type ... (MPLSOIP)
1. TOS ... (0)

2. Ingress tunnel index ... (0)

3. Egress tunnel index ... (0)

4. EXP bits ... (0)

5. VLAN tag > (Enable)
6

7

>

<&
. VLAN ID ce. (1)
. VLAN priority ... (0) &

Please select item <1 to 7>
ESC-previous menu; !-main menu; &-exit/?:ié\

Figure 4-68. Pseudowire eters Me
Table 4-60. Pse(@x'ge PS, mez‘@%\\
Parameter Description (C \)) Possible Values

PW number Displays th %deﬂned P@\J See 7able 4-58
menu -6n

PW name \»amé as d PW menu  See 73ble 4-58
(

PSN type D|sp the select d @or this PW See T7able 4-59
(rea‘(ﬂ)n

’N’nat is used on outbound 0-255

Default: 0
the PSN type is UDP over IP,
POr MPLS over GRE.
N
[ngress runnel }Qhe ingress tunnel definition for this PW. 0 or a configurable
in of 0 means that the tunnel label is not ingress tunnel index
used. . Default: O
Note:
e Relevant only for MPLS-based PSNSs, not
displayed for clock distribution.
e (Cannot be modified dynamically (on the fly).
e The ingress tunnel's traffic descriptor must be
configured in advance.
e The ingress tunnel provisioning mode (manual
or LDP-driven, see Figure 4-61) must be the
same as the egress tunnel provisioning mode.
Egress tunnel Index of the egress tunnel definition for this PW. 0 or a configurable
index A value of 0 means that the tunnel label is not egress tunnel index
used. Default: 0
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Parameter Description Possible Values

Note:

e Relevant only for MPLS-based PSNs and only if
the PW subtype is data or clock distribution

e (Cannot be modified dynamically (on the fly).

e The egress tunnel’s traffic descriptor must be
configured in advance.

e The egress tunnel provisioning mode (manual
or LDP-driven) must be the same as the
ingress tunnel provisioning mode.

e /f the provisioning mode is LDP-drive
peer number of the Egress Tunnel
Figure 4-62) must be the same
number in the PW General Parameters

(see Figure 4-67). /\

EXP bits The required value for the

/MPLSO/P MPLS: ]
/s data or clock /b

VLAN tag mg on Enable
Disable
lified @m the Default: as configured
for the matching
router interface
VLAN ID The \mD that+ ri Wevery transmitted 0-4094
packet of this P Default: as configured
@. Visihlexnly IRKYLAN tagging is enabled. for the matching
&Q router interface
VLA B% N ity that is attached to every 0-7
qted packet of this PW. Default: 0

Configuring the ATM Service Parameters for the PW

ATM traffic that is carried over the pseudowire connection is defined as the
connection's service. The service parameters are displayed and configured
according to the previously selected PW type.

» To access the ATM service parameters:

e From the PW menu (see Figure 4-66), select Service Parameters.

The Service Parameters appears and displays ATM ( Figure 4-69) service
parameters, depending on the PW type.
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ACE-3600 - RAD Data Communications

Configuration> Applications> Multiservice over PSN> PW > Service
parameters
PW number (1)
PW name (PW-1)
PW type . (ATM VC 1 to 1)
1. AAL5 SDU termination type > (Router)
2. Max cells concentration . (1)
3. Timeout mode > (Enable)
4. Timeout (usec) .. (100) S
5. AAL5 mode > (Disable)
6. Attachment circuit >
>
Please select item <1 to 6>
ESC-previous menu; !-main menu; &-e#?gi\

Figure 4-69. ATM Pseudowir arameters u

7able 4-61. ATM Pseudﬁ[z@g@rv/

me{?ﬁx
Parameter Description @\)) Possible Values

N\

Displays t }%s deﬁne e\@vj See T7able 4-58

menu/(_@ o)

PW name a e M\e PW See Table 4-58
g bt

PW number

as

(O\

PW type Dlsp the PW t d in the PW See 7able 4-59

Gef\Téira aram &{ read-only)
AA u w Xn AAL5-SDU frames that ATM
termpationtype e PSN should be forwarded Router

forwarded to an ATM VCC Default: Router
if the selected PW type (see
) is AAL5-SDU
Aot be changed dynamically (on-the-fly)

N
Max &€lls Mximum number of ATM cells that are 1-29
concentration concentrated in a single Ethernet frame for this  pefault: 1

PW.

An Ethernet frame is sent only in the following

cases:

The maximum number of cells has been
reached

An ATM cell indicating the end of the AAL5
PDU has been received (LBS in PTI field is 1)

The timeout for this PW has expired.

Note: This parameter can be changed
dynamically (on-the-fly) only if the provisioning
mode is manual. A change will cause a
momentary traffic interruption.
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Parameter

Timeout mode

Description Possible Values
Enable or disable the timeout mechanism for Enable
this PW. Not relevant for the AAL5-SDU PW Disable

type.

Note: This parameter can be changed
dynamically and a change will cause a
momentary traffic interruption.

Default: Enable

For more information about the timeout
mechanism, see Frequently Asked Questions
in Chapter 6.

Timeout (psec)

The duration of the timeout in microse
used in ATM 1:1 or N:1 encapsulati
timeout mode is enabled. The ti
is 500 microseconds.

Can be changed dynamicam

AAL5 mode

When enabled, recelvmg a ceII
triggers a frame tra
for the AALS—

Attachment circuit

Cannot be cha
Access th ers for

conn m4 70). ((b

N\@W See 7able 4-62

T

Confi rat:g\\i\;pplﬁatlonsﬁu

-3\6\&0/ \b@bmmunications

ervice over PSN> PW > Service

par

<=/l{ers> Attachment cjircuit

. VPI
. VCI
. VPI
. VCI
In TD
Out TD
oD

to PSN
to PSN
from PSN
from PSN

0.

Please select item <1 to 11>
ESC-previous menu;

!-main menu; &-exit

ACE-3600 Ver. 5.2

Figure 4-70. Attachment Circuit Menu for ATM PW
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Table 4-62. Attachment Circuit Parameters for ATM PW

Parameter Description Possible Values

PW number Displays the PW number as defined in the PW See 7able 4-58
menu (read-only)

PW name Displays the PW name as defined in the PW menu  See 7able 4-58
(read-only)

Port type Type of the port from which the PW traffic AT 5
originated

Port number Number of the port from which the PW traffic >8 MS
originated &\

VPI The virtual path identifier of ¥ iginating 0-4095

traffic.

The VPI parameter cannot be used itisin
use by another VP XC, grif.the VPI n use
another ATM PW or ATM VG, (N

vda The virtual channélidentifier of jthe originating M2—65535
traffic. Visiblg i P eis do

VCN:1.

The VP isin
us V in use by
/—another

VPI to PSN The virt ath identifie hould be carried 0-4095
toward the PSN i . Visible only for
types.

This param Is agtomatically filled according to
bove).

annel identifier that should be 32-65535
r the PSN by this N:1 PW. Visible only
:1 VC PW type.

Vd to\PSN Th

This parameter is automatically filled according to
the VPI value (see above).

VPI from PSN The virtual path identifier that is expected from 0-4095
the PSN side on this N:1 PW. Visible only for the
N:1 VCand N:1 VP PW types.
This parameter is automatically filled according to
the VPI value (see above). You can set another
value as long as it is unique for this PW.
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Parameter Description Possible Values

VCl from PSN The virtual channel identifier that is expected 32-65535
from the PSN on this N:1 PW. Visible only for the
N:1 VC PW type.

This parameter is automatically filled according to
the VPI value (see above). You can set another
value as long as it is unique for this PW.

InTD ID number of a previously defined policing
traffic descriptor (In direction), relevant for this
PW.

is performed at the PW level).
Note:

e The traffic descriptor of

e When the TD is set to O, the pp

selected ATM channer T 7
e (an be chan (on-the-fly,

long as it has amelservjce categorkgnd

mode. [\ N

Y%
Y r@u  dfine @ 1-99999
irecti vdht for this  pefault: 1

ing is applied
the PW (shaping

Out TD

cﬁjm‘or of all the V(s attached
e V21 PW must be the same.

SISE
~\

ong as it has the same service category and
mode.

oD ID number of a previously defined OAM descriptor 1-256
that is relevant to this PW. The OAM descriptor Default: 1
type must be Intermediate.

Note o A attachment circuit parameters except TD cannot be changed dynamically
(on-the-fly).

e The Save (S) and Remove (R) menu functions appear on this submenu to allow
addition/removal of any VCCG/VPC connected to the N:1 PW.
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Viewing Existing PW Connections and Attachment Circuits

You can view the list of all pseudowire connections that were defined for
ACE-3600. The list provides the following details:

e ID number of each PW connection
e Type of the PW (encapsulation type) or PW subtype in case of CESoPSN
e The type of the PSN on which the PW established

e ID number of the remote peer on which the PW terminate

e The Out Label and In Label of the PW. S
ion
ure& ctView PW.

ACE-3600 - RAD Data C ications

» To view the currently defined pseudowire conne

e From the Multiservice over PSN menu (se

The pseudowire connections list is display

Configuration> Applications> Multiservice ove SN View
PW number | PW type | PSN type | Pe
1 ATM VP 1:1 UDPoIP

<§§§§b In PW label
30 3032
2 ATM VP N:1 UDPoOIP 1 4600
Q
ESC-previous menu; -maln(n§4:_\;2e Q(ﬂi§;;£b

eudo \\v\@cz‘/ons List

tly defi tachment circuits:

° om Mu rvice.Q menu, select View ATM AC.
The ATM A played
RAD Data Communications
é/;;:;\k pplica Multiservice over PSN> View ATM AC

PW PW type Port type | Port # | vVPI | VCI |

>
ESC-previous menu; !-main menu; &-exit

Figure 4-72. ATM Attachment Circuits List
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4.4 Additional Tasks

You can perform additional tasks as may be necessary or helpful from time to
time:

e Displaying the Inventory
o Viewing the License Information

e (Changing the Password

o  Managing the File Systerm - which includes: S
»  Updating the Main Module (Main Card) Softwa
» [oading a Preset Configuration
»  Displaying the Application File Details
»  Swapping Application Files

»  Transterring Files via TFTP
»  Transferring Files via XMODEM @

<

he sical entity's unique index number

S
scription ext description of the physical entity, with dots
Between words (see Figure 4-73)
ame The physical entity's name
SW version The physical entity’'s software version. For a chassis

entity, this field contains the running device's software
revision and the boot revision

HW version The physical entity's hardware version

FW version The physical entity's firmware version

Serial number The physical entity's serial number

Asset ID This string is provided to store a user-specific asset

identifier for removable physical components. Applicable
only to a chassis component
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Alias User-assigned alias name for the physical entity, as
specified by a network manager.
FRU Field Replaceable Unit. Two FRU values are possible:

'"True' - the corresponding entity (component) can be
replaced in the field.

'False’ - the corresponding entity carrot replaced in the
field.

Vendor type The physical entity's vendor tgpe
Class The physical entity's har re\typexc a@ ontainer,
ort
e/t

o

power supply, contai fan

Model name The physical entity's mode

To view the additional columns that arenot visible on the igifial table, scroll to
e From the Main men Inv g,-..’ ) @
The Inventory @ Iaye(% Q n S

ACE- 65} AD/ nications
Inventory
Index
w&

1.
2.
3.
4.

» To display the inventory:

.Container
.PS
.PS
.Fan
.Fan

A .ATM Port
RAD.ACE-3600.ATM Port

ESC-previous menu; !-main menu; &-exit; ?-help

Figure 4-73. Inventory Table Screen

You can scroll the page forward (»>>) and backward (<< ) by pressing CTRL-D or
CTRL-R, and up or down by pressing CTRL-U or CTRL-D.
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Viewing the License Information

>

Paramete C ptlon Possible Values
(Read-only)
mty of the pseudowire over PSN Enabled
Disabled
Q DP vallablllty of the LDP features Enabled

ACE-3600 is delivered with a prefixed software license pack, which defines which
functional features are available for use. The software license pack is ordered at
the purchase stage, and you can view which features are defined in the unit's
license file.

To view the license information:

1. From the Main Menu, select Utilities.

The Utilities menu is displayed.

2. From the Utilities menu, select License Manageme %
The License Management menu is displayed. \

3. From the License Management menu, seléct

The Feature Status informathplayed

ture

ACE-3600 - RAD \}t/ unicati
Utilities> License Managemeént> Fea *@

PW over PSN > nable
LDP nabled)

<
ESC-previous m menq/;;@xﬁ.\t

Disabled

Changing the Password

>

ACE-3600 Ver. 5.2

For security reasons, it is recommended that you change your user password
periodically, and upon configuring the device for the first time. Passwords can be
changed in the Change Password menu.
To access the Change Password menu:
1. From the Terminal menu (see Figure 4-4), select Terminal Access.

The Terminal Access menu (see Figure 4-5) is displayed.

2. Select Change Password.
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The Change Password menu is displayed.

ACE-3600 - RAD Data Communications
Configuration> System> Terminal> Terminal Access> Change Password
1. User name ee. (su)
2. Password eee (EEXXXXXXXX)
3. New password oo (Yyyyyyyyyy)
4. Confirm password oo (yyyyyyyyyy)
> O
Please select item <1 to 4>
ESC-previous menu; !-main menu; &-exit <>

Figure 4-75. Change rd

Table 4-64. Change /Bass<vord Men rameters

Para

meter Description \\) )’\ Possipl&Values

User

name Enter the user name for w \m\) sl c &age password for
the password s 3 g @ s fevels.

anhd “user” can change
t asswords only for
@ @ eémselves.

Password

Default: "x0000000¢¢" and
"1234"

he c@ ser's p sw\é@ Up to 10 alphanumeric
characters, case-sensitive

N

New password ntet the%\}@assword. Up to 10 alphanumeric

ote: App Vi the password characters, case-sensitive
//1‘9@&2/& orrect.

\t%e new password to Up to 10 alphanumeric

orfirm
a ord mit. characters, case-sensitive
e Appears only if the password
item no. 2) is correct.
M

anaging the File System

The

4-98 Additional Tasks

file system management options allow you to:
Update the main module (main card) software
Load a preset configuration (see Loading a Preset Configuration)

Display the details of the application files currently stored in the unit (see
Displaying the Application File Details)

Swap the active and backup application files (see Swapping Application Files)

Download/upload software or configuration files using the TFTP or XMODEM
protocols (see Transferring Files via TFTPand Transferring Files via XMODEM)
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e Save/delete the default configuration file (see Saving/Deleting the Default
Configuration File).

Updating the Main Module (Main Card) Software

Unlike a standalone unit that does not have two main processor modules,
ACE-3600 requires a special procedure for updating the software files of its two
main modules that work in redundancy mode. The software can be downloaded
to the main modules using one of the following procedures:

e Single traffic switch - the active main module is reset only o and traffic is

affected only once S
e Double traffic switch - the active main module is tw'c@y d-4
affected twice.

» To perform a single traffic switch procedure:

e traffic is

1. Initiate the Software Download cg ind using aNIKJP server, as explained in
Transferring Files via TFTP (Utiliti Utilities > File Transfery TFTP>
Software download).

2. Main explained in
' cy(Configurat ection> Main Card

he ware Update operation
Bottom of the Main Card

, the "Ready"” message is displayed

figuration> Protection> Main Card

<
o RedunfanokStatus shows a "Communication loss"
S .&\;: starts with the updated software version

Rediindancy Status shows "Software Mismatch”.

(Main Card A).
During the reset:

o Main Card B becomes the active main module, causing the traffic to
switch to it.

o Redundancy Status shows "Communication loss".
o Main Card A is updated with the new software version.
o Redundancy Status shows "OK" indication when the process finishes.

Note  ypu can switch back to Main Card A manually, using 'Switch to other card’, yet
this would affect the traffic again.
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» To perform a double traffic switch procedure:

1. |Initiate the Software Download command using TFTP or XMODEM (see
Transtferring Files via TFTP or Transferring Files via XMODEM).

2. Reset the active main module (Utilities> Device Reset).
During the reset:

o Main Card B becomes the active main module, causing the traffic to
switch to it.

o Redundancy Status shows "Communication loss”

o Main Card A is updated with the new soft&are

o Redundancy Status shows "Softwar

3. Repeat the software download procedu d Bhwhich is the active

main module.

4. Reset the active main card (Utiliti vice Rese

During the reset, Main Card B he active main module, causing
the traffic to switch back to it.

ALIE menu—dr@?nfiguration is loading a
such u{> on is available.

«9) and from the TFTP menu, as
(Utilities > File Utilities> File Transfer>

n the active main module (Main Card A).
\the' following messages are displayed: Connected,
it transferred.

o Redundancy Status shows "Communication loss" and then
"Configuration mismatch" at the end of the process.

2. Repeat the Configuration Download command for Main Card B, which is the
currently active main module.

Once the download is complete, the unit automatically reboots itself.
During the reboot:

o Main Card A becomes the active main module again, causing the
traffic to switch back to it.

o Redundancy Status shows "Communication loss" and then "OK" at the
end of the process.
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Displaying the Application File Details

» To display the ACE-3600 application files:
1. From the Utilities menu, select File Utilities.
The File Utilities menu is displayed.
2. Select File System.
The File System menu is displayed.
3. Select Dir.

The Dir menu is displayed

<
4. Select Application Files. \
The Application Files menu is displayed

ACE-3600 - RAD Dat Commun:L
Utilities> File Utilities> File S}gféibrngr> Application Files

.02 A07

Active version

Main version

Backup version
Storage free (bytes)

2 5-200
-05- :
(21 0 4:50)

ESC-previous menu; ﬁ\\ s/ &-exi %

\/
((Q &%@7{5 A %/es Menu

iles Menu Parameters
er DeW} X\ \) Possible Values

Activaver The acti
No

ioyof the running application. Alphanumeric

version is read at power-up from ~ Version number with

Chip main version header file. the version’s date
and time (read-only)

W/gion &\e%ain application version, which may not Alphanumeric

necessarily be the currently active one. version number with

Note: The main version is read at power-up from the version’s date
the DiskOnChip main version header file and after ~ and time (read-only)
software download to main version.

Backup version The backup application version, for rare cases Alphanumeric
when the main version is corrupted. version number with
Note: The backup version is read at power-up from the vgrsion's date
the DiskOnChip main version header file, or after and time (read-only)
downloading the backup software version.

Storage free Free space left on the ACE-3600 internal flash disk  0-99999999
(bytes)
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Swapping Application Files
The current application files can be swapped with the backup files when
necessary.

» To swap between the main and backup application files:

1. From the Dir menu (Utilities> File Utilities > File System> Dir), select Swap
application files.

A confirmation message is displayed: Are you sure N)?

2. TypeY to confirm the files swap.

<
ACE-3600 continues to run with the previous fj ergf i
manually reset the unit (see Restarting/Rese - .
Requirements for TFTP/XMODEM File sferOperations

and TFTP file transfer operations
bao¢ menu or tandard
the bestorerations, refer to

S, ;2 as preset

s oru e load/upload may be
i figuration with other units,
in boot code, or use file

Note

Q

via Start> All Programs > Accessories> Communications > HyperTerminal.
For more information, refer to Chapter 3.

e For file transfers via TFTP - a TFTP server application must be installed on the
local or remote computer. As it runs in the background, the TFTP server waits
for any TFTP file transfer request originating from the ACE-3600 unit, and
carries out the received request automatically.

A variety of third-party applications, such as 3Cdaemon (available from
www.3com.com) or PumpKIN (available from http://kin.klever.net/pumpkin/),
allow the instant creation of a TFTP server on a computer. For more
information, refer to the documentation of these applications.

When using the RADview-EMS management package, a dedicated TFTP application
is installed on the network management station (NMS), allowing TFTP protocol
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operations to be initiated to/from it. For more information, refer to the RADview-
EMS user's manual.

Transferring Files via TFTP

The TFTP protocol is typically used for remote IP-to-IP file transfers via the
product unit's Ethernet interface. It can be used, however, for local file transfer
as well, as the transfer rate of the Ethernet interface is much.faster than that of
the RS-232 interface.

Setting-up a TFTP Server S

If you use a local laptop and TFTP is the preferred tran P server

application must be installed on it.

As previously mentioned in Requirements f¢ MO. File’ Transter
Operations, third-party applications are available a ou should refer to their
setup documentation.

Checking the Firewall Settings
TFTP file transfers are carried o mgh F 69. Yo u eck that the
firewall you are using on the sef er puter aIIows ication through this

W@XP
d on the desktop.

! My Mt_t\mr'f Places

Ed‘t; View Favorites Tools Help

&Back r O ﬂ' ) Search Fald
\#?eress I\-_g My Metwork Places
Local Netv
Network Tasks *
w? Add a network place _r./ i

ﬂ- View network connections
., Setup a wireless ni ju }
" for & home or small Dfﬁcel—mnsm“'s you all the locat

@ Search Active Directory

@. Show icons for networked
UPnP devices @

Figure 4-77. View Network Connections

3. On the Network Tasks sidebar, click Change Windows Firewall settings.

The Windows Firewall dialog box appears.
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Nofte

4. C(lick the Exceptions tab.

‘_'5 Network Connections

File Edit View Favorites Tools Advanced Help

Om- O 3

Address I"._f;_ Metwork Connections

/.--] Search I~ Folders

L

LAN or High-5)

B Create a new connection

ﬁl Change Windows Firewall
settings

"= Windows Firewall

General Exceptions |Advanced|

Windows Firewall is tumed off. Your netwo
control these settings.

Programs and S@d& @ S\
- “.,ﬂ.'.,“ ali

[

T om D W

Ldd Fart... Edit... Lelete

O
lay a notification when Windows Firewall blocks a program

What are the risks of allowing exceptions?

0K I Cancel

Figure 4-79. Windows Firewall Dialog Box - Exceptions Tab

5. Check whether Port 69 appears on the exceptions list. If it does not, click
Add Port and add it to the list of exceptions.

Different firewall types require different configuration. Refer to your firewall's
documentation to check how TFTP file transfers can be allowed to pass through it
using a UDP-type port.
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Setting the Unit's IP Address
Before a TFTP file transfer can take place, you must assign an IP address to the
ACE-3600 unit.

» To set the IP address for the ACE-3600 unit:

1. When logged into the product via HyperTerminal (for more information, refer
to Chapter 3 of the product manual), select Configurationy Applications>
Router> Interface.

2. Enter the router interface's IP address and IP mask. For e
about the parameters on this menu, refer to the froduct manua

ACE-3600 - RAD Data Comfpunde@tions\-/)
Configuration> Applications> Route I rfa

. Number [1 - 256] \\\y)

. Name ... (Interface-1)

. IP address cee Nb7.191.163)

. IP mask e .255.0)
Interface type > ernet)

. Port number ~“MNG)

. VLAN tagging sable)
Management accggs > Enable)

o N WD R

<

>
Please selqu i\t

SN
N\
Mre 4- @r Interface Menu
3. Pr S to save.
4. Select igdratioy Applications> Router> Default gateway.
ter the defa& é?‘s IP address.

1>3600 - RAD Data Communications
i&nfigurg\ pplications> Router> Default gateway
1l. Gateway interface number [1 - 256] ... (1)
2. Gateway IP address ee. (172.17.191.1)
>
Please select item <1 to 2>

Figure 4-81. Default Gateway Menu
The unit's gateway address is set.
Note  Other RAD products may require a different procedure for setting the unit's IP

address. Refer to the relevant product's Installation and Operation Manual for
more information.
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Selecting and Performing a TFTP Operation

The TFTP file transfer options differ from one product family to another.

The ACE-3600 product family has 10 different TFTP file transfer options, including
license and default configuration download (for more information, refer to
Saving/Deleting the Default Configuration File).

» To select and carry out a TFTP file transfer option:

1. Select Utilities> File Utilities> File Transfer> TFTP.

The TFTP menu is displayed. SN
ACE-3600 - RAD Data Comunicat'oﬁé@
Utilities> File Utilities> File Transfef; T <§§§§§>
1. Command > (No operation)
2. Server IP ... (0.0.
3. File name eee (=)
4. Total timeout ... (60)
5. Retry timeout ... (10)

Status > NO- O
Error (e ror)
: S
5

Please select items <> S

ESC-previous menu;—!- ;ﬁﬁgk 7 &-Exd
O N
re 4-8%. enu
~enterthe IP a e e TFTP server.
the file to be transferred.
4. OnCo c quired TFTP operation (see Table 4-66).
fvand request.
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Table 4-66. TFTP Operations

Parameter Description Possible Values

Command Select the type of the file transfer command o operation

to be carried out:

. . . Software download
¢ No operation - no file transfer is

performed. Configuration download

e Software download - download new
application files to the unit, for replacing
the currently running application files.

¢ Configuration download - download a
preset configuration to the unit.

e Configuration upload - upload
configuration.

upload

e Event log upload - uploa
event log.

backup applicati
currently ru

\j/})efault configuration
<

download

License download

y e
\ Default: No operation
\\Z:' type of

o fault configuration download -
downtoadha default configuration file.

o Li load - download a license
theunit.
Serven\| wdress of the server from/to which 0.0.0.0 - 255.255.255.255
Nes are transferred.
File hame The name of the remote file to be 8 alphanumeric characters;
downloaded/uploaded It is a string. not case-sensitive
Total timeout Total timeout period (in seconds), which is 1-1000
the maximum time period allowed for the Default: 60

attempted transmission

Retry timeout The retry timeout period (in seconds), which 10 (read-only)
is the time period allowed to retry the
transmission session.
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Parameter Description Possible Values
Status TFTP file transfer status. No Operation
The status display is refreshed every one Connecting
second. Transferring data
Ended on
Time out
Ended

Error TFTP file transfer error status (if an error
has occurred).

The error status display is refreshe ry oe
one second. B
lllegal TFTP operation
nknown transfer ID

<§ @:mpty UDP port

erver overflow

(>

)

Note  once a configurati ’ is co@%f -3600 automatically resets itselr.

he XM i i ed for local file transfers via the product
unit's RS-23 ~The file transfer is performed directly via the
2 cable and d ifvolve IP-based connectivity, nor firewall concerns.

e XMO Lﬂ\‘&“ Q
CE-3600 prodyct family has 11 different XMODEM file transfer options, including
license and default configuration download.

A

» To select an XMODEM file transfer option:

1. When logged into the product via HyperTerminal (for more information, refer
to Chapter 3), select Utilities > File utilities > File transfer> X-Modem.

The XMODEM file transfer options are displayed.
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ACE-3600 - RAD Data Communications

Utilities> File utilities> File transfer> X-Modem>

. No operation

Software download

Software download to backup
Configuration download
Configuration upload

. Monitoring upload

Boot download

Event log upload

. User file download
. User file upload
. License download

W oo o Ul WDNR

[
N R o

Default configuration download

>
Please select item <1 to 12>

Figure 4-83. XMOD&@HS?‘@/‘ '

2. Select the required tr , ion. For mo \@

option, refer to 7able

Note o A download option kpea ile is from the local computer to
the product u
o An up/oa : ent from the product unit to the

ACE-3 \\33 Data Communications

Ut1l;t1es> le u£§&1t1 > File transfer> X-Modem>

1. Command > (Boot download)

ii ease §§%\ item <1 to 1>

Figure 4-84. A Transfer Option (Boot Download) is Selected

3. Press S to save the selection.

Depending on the selected operation, the unit waits for a manual file
transfer operation (see Sending a File to the Unit or Receiving Files from
the Unit).
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Table 4-67. XMODEM Operations

Parameter Description Possible Values
Command The file transfer command to be carried out; No operation
see explanation of each in 7able 4-66. Software download
Boot download is explained in Appendix B. Configuration download

&

ot c‘ ¢
Mo i
r file download
User file upload

Default: No operation

Note  once 5 configuration download M&’é ically resets itself.
< :
voku y from the HyperTerminal

w Call | Transfer Help

NEd
—  Receive File... I—
. e
%% Capture Text...
Send Text File. .. —

- Capture to Printer

Figure 4-85. HyperTerminal Transfer Menu - Send File

2. From the Protocol drop-down list, select Xmodem.

4-110 Additional Tasks ACE-3600 Ver. 5.2



Installation and Operation Manual Chapter 4 Configuration

Folder: D\license®5F1_2 3

Filename:

I Browse. .. |

Protocal:

¥modem j
1K ¥modem
Kemit

Ymodem
Ymodem-G

Zmodem

Zmodem with Crash Recovery

3. (lick Browse and locate the path

Falder: D:\Ucense‘\SF"I 23

Filename:

|D:\License' [:-Dzzsmaz
Protocal:

IXrn-:uu:Iem g

<_> nse | Cancel |
\%e -87. %@w&/og Box - File Specified
nd.

To receive a file’from the product unit to the local computer:

1. From the Transfer menu, select Receive File.

The Receive File dialog box appears.
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# g ACE-3200 - HyperTerminal

File Edit view Call | Transfer Help

Oz & EJ #[  SendFile... l:
___________ Capture Text... %'_—

Send Text File. .. —

Capture to Printer

Figure 4-88. Receive File Dial@g Bo. \
2. From the Protocol drop-down list, select Xe
Il Receive File x|

Place received fils in the following folder:
ID MlicensetSP3

Use receiving protocol:

<~ — Q
50w g
! Q S ecejve @c’fl@g Box
3. cal di into which the file should be

rom the product unit to the local computer.

3 <i>guration File

rrent o"’i- jon of ACE-3600, including the entire set of parameters
efined throy 2\ \ anagement menus, can be saved as the default
nfigura aaning that any configuration reset operation (see Resetting the
Unit to Configafation Defaults) returns the unit to that saved default

configuration. If there is no configuration saved as default, the factory-default

settings are used on the reset operation.
» To save the current configuration as default:

1. From the Utilities menu, select File Utilities.

The File Utilities menu is displayed.
2. Select File System.

The File System menu is displayed.
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ACE-3600 - RAD Data Communications

Utilities> File Utilities> File System>

. Dir

. Swap

. Save default configuration file

. Delete default configuration file

TS

>

Please select items <1 to 4>
ESC-previous menu; !-main menu; &-exit & (E:§>\\

Figure 4-90. File Syste

)7

3. Select Save default configuration file.

The current device configuration
configuration using the *.cfg f@

» To delete the default configuration file: Q

Restarting/Resetting ACE

ACE-3 ts types of i alixation operations:
e Restarting th it

e Only the active main module is reset. When the reset starts, the standby
moaule immediately becomes the active main module.

» To restart ACE-3600:
1. From the Utilities Menu (Main Menu> Utilities), select Device reset.
A confirmation message appears: Are you sure? (Y/N).
2. TypeY to confirm the device reset (restart).

The unit's active main module of restarts by reloading its software and
performing a self test.
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Resetting the Unit to Configuration Defaults

You can reset ACE-3600 to its factory-default configuration or to a saved
configuration (see Saving/Deleting the Default Configuration File), discarding the
current configuration.

Note  This operation is irreversible unless the current configuration can be restored
from downloadable files.

» To reset ACE-3600 to factory defaults:
1. From the System menu (see Figure 4-3), select Fa¢tory

A confirmation message appears: Are yQu s (Y
2. TypeY to confirm the resetting of the uni the ory
ACE-3600 resets all parameters to their default va

itself.
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Chapter 5
Configuring a Typical
Application

This chapter describes the configuration of ACE—36009n
provides practical configuration examples for implementi

Figure 5-1 illustrates a typical application, i

1.

2.

3. , which serves as
the central gateway. T conrected to via multiple
STM-1/0C-3 links, using \atic protection switching (APS; optional).

4. A necti cbe VC connection are

nterconnects with a 3G

The 3 to ACE-3600, and the clock/timing is

then distributed towards ACE-3100 and ACE-3200

(that ars

network
an Ipxbased format.

I
Fast STM-1/0C-3c  |f—r= "l ! |

Ethernet & ATM “I H

ACE-3100 3G Node B

AN .
N : ; Gigabit Packet
Dy STM-1/0C-3c Bt Switched - _
:! Tt i Network Fast %
Ethernet g IMA ‘ I
ACE-3600 _— —= : I 1
3G RNC v ACE-3200 3G Node B

—
B

Network
Management Station

Figure 5-1. Emulated ATM Services over PSN

ACE-3600 Ver. 5.2 Configuring the ACE-3600 Unit 5-1



Chapter 5 Configuring a Typical Application

Vi

5-2

Configuring the ACE-3600 Unit

5.1 Configuring the ACE-3600 Unit

The ACE-3600 configuration stages are:
a. Configuring the Physical Layer Parameters - which includes:

»  Configuring the ATM-155 Ports
»  Configuring the GbE Ports

b. Setting the Protection Parameters - which incIud@:
= Setting System Redundancy %
»  Setting Ethernet Redundancy \
»  Setting ATM-155 Port Protection

»  (Configuring the Router Parameters

= Configuring the

Setting the Clock Sour

Qe
C ress, @
8 ) CE-3200 unit in this typical application
CE-310QATE< Installation and Operation Manual.

presented in this chapter are only an example.
mask addresses according to the actual network

Configuring the ATM-155 Ports

» To configure the ATM-155 port(s):

e In the ATM-155 menu (Configuration> Physical layer> Port> ATM-155), set
the following parameters for each of the four ports of interface module 1:

Parameter Value

Port number 1, 2, 3, 4 (define separately
for each port)

Port activation Enable

Transmit clock source System

Installation and Operation Manual

ACE-3600 Ver. 5.2
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Parameter Value
Frame type SDH
Output rate (cps) 353208
OAM cell generation Disable

Note For APS, the same parameters should be defined for the cor onding ports on

Interface module 2 (ports 5-8).
y %

yer »Part> Ethernet), set

Configuring the GbE Ports

» To configure the Gigabit Ethernet parameters;

e On the Ethernet menu (Configuration > PHysic
the following parameters for eacWrnet port:

Parameter

it
Port number G\bé\x]\ >> Q(C\\
Port activation (O Enable ((\
Auto negotiation @able &QZ ﬂ\))
N

Default type (O \/> IOOOI@fuI@uplex

Rate limig€r—\ (( )\b DiQ@E}@

Note Forr ¢ \0@/ If reqibiry nfigure the same parameters for GbE

Port %
ara &

<

Setting the(Protectio
ting Syst undancy
DU ¢an se main modules (if two are installed) to work in redundancy

rotectio ptional).
» To set the system redundancy parameters:

e On the Main Card Redundancy menu (Configuration» System> Protection»
Main Card redundancy), set the following parameters:

Parameter Value
Card redundancy On
Default main card Card A
WTR time (sec) 5

ACE-3600 Ver. 5.2
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Setting Ethernet Redundancy

You can set a redundancy mode for the Gigabit Ethernet link between ACE-3600
and the PSN equipment (optional).

To configure the Ethernet redundancy:

e On the Ethernet Redundancy menu (Configuration> System> Protection>
Ethernet redundancy), set the following parameters:

Parameter Value

Group ID 1 ﬂ

\V
Primary port Gbe-1 A @
Secondary port GbE-2 Q\

Mode 1:1

Revertive

You can set a protection
the RNC (optional).

e Onthe APS m 0
following para?r%:%;s
ameter Valve ) m

Group I PS 1
WJ Q\) ATM-155
Working porﬁ@\ S 1,2,3,4
Workin 5, 6, 7, 8 (in correspondence
to port #1)
X
@\ 1+1 optimized bi-directional
WT\t%e 300
(sec)

Configuring the Application Parameters

5-4

The ACE-3600 application configuration includes:
e Router parameters

e General multiservice over PSN parameters

e Remote peer parameters

e Pseudowire parameters.

Configuring the ACE-3600 Unit ACE-3600 Ver. 5.2
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Configuring the Router Parameters
» To configure the router parameters:

1. On the router Interface menu (Configuration> Applications > Router>
Interface), set the following parameters:

Parameter Value

Number 1
Name Interface-1
IP address 172.17.143.1069 <§>

IP mask 255.255.258.0 ( &Q
Interface type Ethergé/R\ N gr}m{

Group number

1
VLAN tagging ((D_Eg le
2. On the Default Gateway menu (Confi > Appli@%uten
Default gateway), set the fWg pardrmeters: N
Parameter \v Value @\\5}
Gateway interf@%ﬁé\w = \5)
cotenay Pttt N L)
N N

On Traffjc)Descrip Configuration> Applications> ATM >
Traffic tor %\e\t thefoflowing VPoPSN parameters:

Paramegg&&\
Traf@@éﬁor number 2

%tegory CBR
X

Shaping mode Shaped
PCR 3000
CDVT (usec) 1

2. After saving the TD parameters above, set another TD with the following
VCoPSN parameters:

Parameter Value
Traffic descriptor number 3
Service category CBR
Shaping mode Shaped
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Parameter Value
PCR 6000
CDVT (psec) 1

Configuring the General Multiservice PW over PSN Parameters

» To configure the general multiservice over PSN parameters:

e On the General menu (Configuration> Applications> Multiser over PSN>

General > TDM parameters), set the following par&nete {>

Parameter Value <Q KQ

Miss-order window size 8
ers @

rvice over PSN >

Reordering Enable

Configuring the Remote Peer
» To configure the remote peer parar

o

e On the Peer menu (Co
Peer), set the followin

a %ez‘ers

100
Parame;&%ﬁ} = QY
e @\

Peer naﬂe eer 1

rIP }zldress x& \) 172.17.143.200

3 ACE-3200 Peer Parameters

Pa ra@g\r\%e
%\Wer 2

Peer name Peer-2

Peer IP address 172.17.143.201

Configuring the Pseudowire Parameters

In this application, ACE-3600 requires four pseudowire links for ATM traffic over
PSN, and two pseudowire links for the clock distribution channels towards the
three remote peers. In total, six different pseudowire configurations are required.

Each pseudowire configuration consists of:
a. General PW parameters
b. PSN parameters

c. Service parameters (not relevant for the clock distribution PW).
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» To configure a PW link:

Nofte

ACE-3600 Ver. 5.2

1. On the PW menu (Configuration> Applications> Multiservice over PSN > PW),
set the PW number and name.

2. On the General Parameters submenu (Configuration> Applications >
Multiservice over PSN> PW > General parameters), set the general PW
parameters for the PW.

3. On the PSN Parameters submenu (Configuration> Applic
over PSN> PW> PSN parameters), set the PSN parameters

4. On the Service Parameters submenu (Configuration»

Al
Multiservice over PSN> PW > Service parameters), set.the’s
for the PW.
For an ATM PW, save the parameters befort g theattacment circuit

parameters (Configuration > Applications > Multise overNBSN > PW > Service
parameters > Attachment circuit). The ; it parameters can then be
saved separately.

5. Save the PW link parameters.

PW Submenu Kf %ame}e&&@ A O Value
SN T
)

ﬂ%é@e PW-1

General XQ t Basic CES PSN
@\;%subtype Clock distribution
PSN type UDPolP
S
Peer number 1
Provisioning Manual
mode
Out PW label 100
Control word Enable
PSN TOS 0
VLAN tag Disable
Table 5-4. Data PW for VP (100)
PW Submenu Parameter Value
- PW number 2
- PW name PW-2
General PW type ATMVPN to 1
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PW Submenu Parameter Value
PSN type MPLSolP
Peer number 1
Provisioning Manual
mode
Out PW label l@\
In PW label 101
Control word & é ab
Sequence numbeg <> \Rg\b(>p
TX queue \h\xyv
OAM mode able
PSN TO(S/N 0
EXP\Ti}SY/
N tag D\aé
Service

tlm%/}gi\%%)ﬂ < 100
Disable
\\@ ATM-155
g@mber 1
100
VPI to PSN 100
VPI from PSN 100
D 2
oD 3

Table 5-5. Data PW for VC (0/100)

PW Submenu Parameter Value
— PW number 3
- PW name PW-3
General PW type ATMVCNto 1
PSN type MPLSolP
Peer number 1
Provisioning Manual
mode

5-8  Configuring the ACE-3600 Unit
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PW Submenu Parameter Value
Out PW label 102
In PW label 102
Control word Enable
Sequence number Enable
TX queue 4%@
OAM mode ;nabke

PSN TOS (QS 2
EXP bits éﬁ \E\\K))\/
VLAN tag Digébe

Service Max cells concaterﬁ\t\on\ }>

PW tim ogtm\é)c) A(({@\

mod le

Attachment circuit

@%@t&& -
N\

X@&N

N\ tpe

A
@\)&Tm-lss
)

P\or'%n{mb% \_) 1

o

100

Q%3

\ PSN
PI from PSN
<

0
VCl from PSN 100
D 3
oD 3

N

7able 5-6. Clock Distribution PW Towards ACE-3200

Q)

PW Submenu Parameter Value

— PW number 4

- PW name PW-4

General PW type Basic CES PSN
PW subtype Clock distribution
PSN type UDPolIP
Peer number 2

ACE-3600 Ver. 5.2
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PW Submenu Parameter Value
Provisioning Manual
mode
Out PW label 100
Control word Enable

PSN TOS 0
VLAN tag Dlsab

Table 5-7. Data PW for VP @%@k

PW Submenu Parameter

- PW number \b

—~ va( @ PW-5

General PW t VP Ntol

\\M% :

typek/
@/W =5
>

Manual
Q
Out bel 201
MMN 201
Cé@}@word Enable
uence number Enable
TX queue 4- Low
OAM mode Enable
TOS 0
EXP bits 0
VLAN tag Disable
Service Max cells concatenation 5
Timeout mode Enable
PW timeout (psec) 100
AAL5 mode Disable
Attachment circuit Port type ATM-155
Port number 1
VPI 200
VPI to PSN 200
VPI from PSN 200

5-10 Configuring the ACE-3600 Unit
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PW Submenu Parameter Value
D 2
oD 3
Table 5-8. Data PW for VC (0/200)
PW Submenu Parameter Va<h.\@\
— PW number p/\
- PW name KQ%V%/\\,\
General PW type §< \Wto 1
PSN type \MP\I}%IP
Peer/nugber 2
Manual

A
2

AN

t PW | V
G O
O

Enable

N

Enable
Q 4- Low
& @N@ Enable
N 0
\g% bits 0
N VLAN tag Disable
Service \ Max cells concatenation 5
Timeout mode Enable
Timeout (psec) 100
AAL5 mode Disable
Attachment circuit Port type ATM-155
Port number 1
VPI 0
va 200
VPI to PSN 0
VCl to PSN 200
VPI from PSN 0
VCI from PSN 200

ACE-3600 Ver. 5.2
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PW Submenu Parameter Value
TD 3
oD 3

Setting the Clock Source

» To set the clock source for ACE-3600:

1. On the Master Clock menu (Configuration > Systel@ Clc@ﬂ%clock), set
the following parameters:
- AL
Parameter Value Q& \j

Source RX clo%

Port type WISS

Port number K\l\#) L\

NN
2. On the Fallback Clock menu figura\t\@)}ystem NClo %allback clock),
set the following paramete 5(> @

Parameter Uﬁlue \\ \S\\j
Source @ w RX clo@ <

port tpd (> W) oatias

e J) s

g
Defining the’Mana IP ddre%
ine the man(j;r SS:

On the N\an Xynénu (Configuration» System» Management>

nager tfhe following parameters:
Value
IP address 172.17.143.50
Trap mask Manual
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5.2 Configuring the Remote ACE-3100 Unit

This section describes the configuration of the ACE-3100 unit that appears in
Figure 5-1. The configuration stages are:

e Configuring the Physical Layer Parameters — which includes:
»  Configuring the ATM-155 Ports
= Configuring the Ethernet Ports
e Configuring the Application Parameters - which ifgludes
= Configuring the Router Parameters
»  Configuring the Traffic Descriptors
»  Configuring the General Multiservice PW oer PSN meters

»  Configuring the Remote Peer

= Configuring the Pseudowire Pi ll

o Setting the ACE-3100 Clock Source

» Tocon
. n dn> Physical layer> Port> ATM-155), set
th
1
Enable
N
Q}{%&\clock source System
N\
Frame-type SDH
Output rate (cps) 12000
OAM cell generation Disable

Note For APS functionality (if required), configure the same parameters for Port 2.
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Configuring the Ethernet Ports
» To configure the Ethernet parameters:

e On the Ethernet menu (Configuration> Physical layer> Port> Ethernet), set
the following parameters for each Ethernet port:

Parameter Value

Port number 1

Port activation Enable

Auto negotiation Enable < <§>
Max. capability advertised 1OOBaseWII I%J@e\x\ &Q
Rate limiter Disab

Configuring the Application Parameters

e Router parameters
e Traffic descriptor para
e General multiservic

e Remote peer para

ce (Configuration> Applications > Router>
erface), set& ving parameters:

1

Interface-1

IP address

172.17.143.200

Para E@%uﬁ
Q @%\Lﬁ\
Nam\

IP mask 255.255.255.0
Interface type Ethernet

Port number 1

VLAN tagging Disable

2. On the Default Gateway menu (Configuration» Applications > Router>
Default gateway), set the following parameters:

Parameter

Value

Gateway interface number

1

5-14 Configuring the Remote ACE-3100 Unit
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Parameter Value

Gateway IP address 172.17.143.1

Configuring the Traffic Descriptors
» To configure the traffic descriptors:

1. On the Traffic Descriptor menu (Configuration> ApplicatioQsy ATM >
Traffic descriptor), set the following VPOPSN parameters:

Parameter Value S <§>
Traffic descriptor number 2 <Q KU

Service category CBR

Shaping mode Shaped

PCR (6@
CDVT (psec) \\—( (\\ /\(<\

N4 \
2. After saving the TD parame@ove\ﬂ—e/ Whe following

, S noth
VCoPSN parameters:
P 0 -

Parameter //\\ \Jfélue/\ \5_)

/AN

Traffic deseriptor M\E@ 3(CY <))
Servic@;&\‘éggo) \) @&5)

al menu (Configuration> Applications > Multiservice over PSN >
parameters), set the following parameters:

T (usec) x& N4 1
<
nfiguring the\General Multiservice PW over PSN Parameters
0 figure w\ Qneral multiservice over PSN parameters:
On thegaga
A
General

Parameter Value

Miss-order window size 8

Reordering Enable

Configuring the Remote Peer Parameters
» To configure the peer parameters for the remote ACE-3600:

e On the Peer menu (Configuration> Applications > Multiservice over PSN >
Peer), set the following parameters:

Parameter Value
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Peer number

1

Peer name

Peer-1

Peer IP address

172.17.143.100

Configuring the Pseudowire Parameters

In this application, ACE-3100 requires two pseudowire links f
PSN, and one pseudowire link for the clock recovery channel. In
different pseudowire configurations are required.

Each pseudowire configuration consists of:

a. General PW parameters

b. PSN parameters

c. Service parameters (not relevant

» To configure a PW link:

1. On the PW menu (Configurati

Multiservice over PS

parameters for the

TM VC/VP over

> M vV er PSN> PW),

‘ (Configu% pplications >
a@s set the general PW
<

..ujtlon > Applications> Multiservice
hePSN parameters for the PW.

eters before entering the attachment circuit
plications > Multiservice over PSN > PW> Service

The following tables detail the required parameters of each PW link:

Table 5-9. ACE-3100 - Clock Recovery PW

PW Submenu Parameter Value

— PW number 1

- PW name PW-1

General PW type Basic CES PSN
PW subtype Clock recovery
PSN type UDPolIP
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PW Submenu Parameter Value
Peer number 1
Provisioning Manual
mode
In PW label 100
Control word Eriable

PSN TOS 0
VLAN tag Isaple

Table 5-10. ACE-3100 - Da;a%fo

PW Submenu

Parameter

O bk
g
e

oo

2

oo

General

N
/\\\Q\m Nto 1

type \—/
(@%{twe @\\B\Wuolp

\be\ar/ﬂmbe/t\ \Q
ViSion v <
o
o~/

Manual
@ /efg\m I 101
B
{@yave
trol word Enable
Sequence number Enable
TX queue 4- Low
\ OAM mode Enable
ﬁ\ TOS 0
EXP bits 0
VLAN tag Disable
Service Max cells concatenation 5
Timeout mode Enable
PW timeout (psec) 100
AAL5 mode Disable
Attachment circuit Port type ATM-155
Port number 1
VP 100
VPI to PSN 100

ACE-3600 Ver. 5.2
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PW Submenu Parameter Value
VPI from PSN 100
D 2
0oD 3

Table 5-11. ACE-3100 - Data PW for VP /0/1%

PW Submenu

Parameter

PW number

General

PW type

ENZNN
PW name §< \\RV\Q\}\)
\amy

CNtol

MPLSolP

PSN /ty-pg
ol

1

Provisioning

a |

Cf}pw @\\5\1%2

% ntrolxp@&ét/ 7 Q Enable
Seg\@en\ge\\ﬂyjbber Enable
@W 4- Low
%\Mode Enable
EXP bits 0
VLAN tag Disable
Max cells concatenation 5
Timeout mode Enable
PW timeout (psec) 100
AAL5 mode Disable
Attachment circuit Port type ATM-155
Port number 1
VPI 0
vda 100
VPI to PSN 0
V(I to PSN 100
VPI from PSN 0

5-18 Configuring the Remote ACE-3100 Unit
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PW Submenu Parameter Value
VCl from PSN 100
D 3
0oD 3

Setting the ACE-3100 Clock Source

» To configure the clock source for ACE-3100:

1. On the Recovered Clock menu (Configuration> Syst
Recovered clock), set the following parame/ey &%&

Parameter Valu

ID /l\

Activity &%\%%g\

Type adbfeve)) @O\

PW number (_(\\ 1 ((\\

Source quality \ Stratum 1 @\)
)

Network type /\ \}’/ype

2. Onthe I\/\aste n@%ﬂgur on\é@tem > Clock> Recovered clock),
set the foll

Paran}e{eK\/ @(\
Source “ N \>\\\> Recovered
1

<

ger List menu (Configuration> System> Management >
Manager List), set the following parameters:

Parameter Value
IP address 172.17.143.50
Trap mask Manual
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5.3 Configuring the Remote ACE-3200 Unit

This section describes the configuration of the ACE-3200 unit that appears in
Figure 5-1. The configuration stages are:

e Configuring the Physical Layer Parameters — which includes:
»  Configuring the E1 Ports to IMA Mode
= Configuring the Ethernet Ports

e Configuring the Application Parameters - which ifgludes

v Defining an IMA Group
»  Configuring the Router Parameters &
»  Configuring the Traffic Descriptors

»  Configuring the General Multi} PW over Parameters

= Configuring the Remote Peer

= Configuring the Pseudowire Para

e Setting the ACE-3200 €oc .

e Defining the Manager I

Paramete@&\\M
PortURREN 1
N
%ﬁ\&x@hon Enable
NN
Transmit clock source System

RX sensitivity Low

Line type CRC enabled
Idle code 7E

Mode E1-IMA

Note The same parameters should be defined for all E1 ports in the required IMA group
(ports 1-8).
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Configuring the Ethernet Ports
» To configure the Ethernet parameters:

e On the Ethernet menu (Configuration> Physical layer> Port> Ethernet), set
the following parameters for each Ethernet port:

Parameter Value

Port number 1
Port activation Enable
Auto negotiation Enable & <§>

100BaseT Fyll Q@e\ &Q

Rate limiter Disab

Max. capability advertised

Configuring the Application Parameters

The ACE-3200 application configuration’

e |IMA group parameters

e Router parameters

(cloc %:y TM VP and ATM VC over PSN).

e Ps %
To define a groy
n the IMA m rat|on > Applications > ATM> IMA), set the following
arameters:
&3@&\ e
Gro umber 1
Min RX/TX links 1
Group ID 0
TX frame length (cells) 128
Max differential delay (ms) 25
Blocking Unblock
IMA version 1.1
Common TX clock source System
Links in group 1-8

ACE-3600 Ver. 5.2
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Configuring the Router Parameters
» To configure the router parameters:

1. On the router Interface menu (Configuration> Applications > Router>
Interface), set the following parameters:

Parameter Value

Number 1

Name Interface-1

IP address 172.17.143.20£ <§>

IP mask 255.255.258.0 ( &Q
Interface type Ether )/\

Port number

1
VLAN tagging ((D_Eg le
2. On the Default Gateway menu (Confi > Appli@%uten
Default gateway), set the fWg pardrmeters: N
Parameter \v Value @\\5}
Gateway interf@%ﬁé\w = \5)
cotenay Pttt N L)
2N\

e

On Traffjc)Descrip Configuration > Applications> ATM>
Traffic tor %\e\t thefoflowing VPoPSN parameters:

Parame}g&%
Traf@@éﬁor number 2

%tegory CBR
X

Shaping mode Shaped
PCR 3000
CDVT 1

2. After saving the TD parameters above, set another TD with the following
VCoPSN parameters:

Parameter Value
Traffic descriptor number 3
Service category CBR
Shaping mode Shaped
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Parameter Value
PCR 6000
[@n)\va) 1

Configuring the General Multiservice PW over PSN Parameters

» To configure the general multiservice over PSN parameters:

e On the General menu (Configuration> Applications> Multiser over PSN>

General > ATM parameters), set the following par&ipete {>

Parameter Value <Q KQ

Miss-order window size 8

Reordering Enable

e On the Peer menu (Co rvice over PSN »
Peer), set the followin

Parameter \ﬁ 2 \b Va}%@ <

peer e > ) (@N\)
L NS) (\\\ﬂ\\ﬁ

SS 2 17.143.100

\f

Configuring the Remote Peer
» To configure the peer paramete the r ?i&j

Peer IP a

a. General PW parameters

b. PSN parameters
c. Service parameters (not relevant for the clock recovery PW).

Refer to the PW link creation steps on page 5-16.
The following tables detail the required parameters of each PW link:

Table 5-12. ACE-3200 (1) - Clock Recovery PW

PW Submenu Parameter Value

— PW number 1
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PW Submenu Parameter Value

- PW name PW-1

General PW type Basic CES PSN
PW subtype Clock recovery
PSN type UDPolIP
Peer number 1

Provisioning
mode

Control wo

o (O
In PW label (} \k()‘i&>p

PSN TOS

Disable

N%

Table 5-13. ACE-3200 (1) - W for

- Mbe

PW Submenu \K)?g/gm(gter @\Q\ygue
NI

BN TSN

PW-2
General \) Pwo@%\e\\ﬁ ATM VP N to 1
\%Q MPLSolP
Mmber 1
OV|S|on|ng Manual
mode
© Out PW label 201
In PW label 201
Control word Enable
Sequence number Enable
TX queue 4- Low
OAM mode Enable
PSN TOS 0
EXP bits 0
VLAN tag Disable
Service Max cells concatenation 5
Timeout mode Enable
PW timeout (psec) 100
AAL5 mode Disable
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PW Submenu Parameter Value
Attachment circuit Port type IMA-Group

Port number 1

VPI 200

VPI to PSN 200

VPI from PSN 2%

™ %\

oD

Table 5-14. ACE-3200 (1) - D%& %

PW Submenu

Pa ra

Vlue

TN
TGN

General

\/P

CNtol

P3SN type

D\
@ \))V\PLSOIP

3 numbm 1
rovisigri g\@ Manual
S
% Ia el 202
\K@I@abel 202
Mtrol word Enable
S Sequence number Enable
TX queue 4- Low
OAM mode Enable
3&\@ TOS 0
EXP bits 0
VLAN tag Disable
Service Max cells concatenation 5
Timeout mode Enable
Timeout (psec) 100
AAL5 mode Disable
Attachment circuit Port type IMA-Group
Port number 1
VPI 0

ACE-3600 Ver. 5.2
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PW Submenu Parameter Value
va 200
VPI to PSN 0
VCl to PSN 200
VPI from PSN 0
VCl from PSN 26&
™ N
- iy

1. On the Recovered Clock menu (C
Recovered clock), set the following

Y
Setting the ACE-3200 Clock Source
» To configure the clock source for ACE- 0(1):
m (\(\

Parameter Value /_/\\ (O
D NS C\Y)
Activity /(\\\A\“E{\ablﬁ M
e o (o adgine))

PW n@b\iﬁ/ V\\j {(1\\))
urég\&t@w @ S tum 1
Networﬂ% AN \Mype B

N %}/
Cloc mEN nfiguration> System> Clock> Recovered clock),
t the following eters:

2.
@% Parame m

Sd\w&\&\\ Recovered

&red D 1

Defining the Manager IP Address

» To define the manager IP address:

e On the Manager List menu (Configuration> System> Management>
Manager List), set the following parameters:

Parameter Value
IP address 172.17.143.50
Trap mask Manual
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Chapter 6

Monitoring and
Diagnostics

This chapter covers the following topics:

Monitoring Performance - Monitoring the -3
statistics during operation; see Section

Detecting Errors - Error detection options and
log events; see Section 6.2.

comptete list of possible

Section 6.4.

Troubleshooting - ble

Recovering ACE Uni

Q¥

Monitoring the Physical Layer

Monitoring the Application Performance

» To access the unit's monitoring options:

ACE-3600 Ver. 5.2

From the Main menu, select Monitoring.

The Monitoring menu appears.

Monitoring Performance 6-1
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ACE-3600 - RAD Data Communications

Monitoring

1. System >
2. Physical Layer >
3. Applications >

>
Please select item <1 to 3>
ESC-previous menu; !-main menu; &-exit

Figure 6-1. Monitoring Men X@}
Monitoring the System &

The system monitoring options include-the followinga&ivities:

e Viewing the Active Alarms

o Viewing the Event Log

o Viewing the Protection Stat;
e Monitoring the Clock
Viewing the RADIU. "9 '

o Viewing the Sy

» To access th st
e From the M

he Systﬁn enu |

ACEQ3600\ - RAD Data Communications

<
itoring> Sy
%tive a \

5. Radius statistics
6. Syslog statistics

>
> Even >
. Protec >
4. Clock >
>

>

>
Please select item <1 to 6>
ESC-previous menu; !-main menu; &-exit

Figure 6-2. System Menu
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Table 6-1. System Monitoring Options

Parameter Description Possible Values

Active alarms View the currently active alarms Refer to Figure 6-3

Event log View the event log Refer to Figure 6-4

Protection View the current protection Refer to Figure 6-6
information

Clock Access the clock monitoring Refer to re 6-12
options ﬂ

Radius statistics View the current Radius statistics fer 6&@;@]4

Syslog statistics View the current Syslog sta}/&? Q&Q Wre 6-15

Viewing the Active Alarms Q
The Active Alarms information indicate ent alarm requires your

attention.

» To view the active alarms: Q
e From the System me oure 2) sele %e larms.
The currently actjv e dis @!n list.

i é\M un:.cat:.ons
Monim> st t:.ve(@%@

LOS AT -
}oc A VPI 100 VCI 200
Power su ot\active

<

Table 6-2. Active Alarms Menu Parameters

>

A ~Refresh

C revl@\ Uy !-main menu; &-exit
Q Figure 6-3. Active Alarms are displayed

Parameter Description Possible Values

Alarm type/name The active alarm type/name is System alarms, physical layer
listed on the left column of the alarms, ATM layer alarms (LOS,
screen. LOC, PS, etc.)

ACE-3600 Ver. 5.2 Monitoring Performance 6-3
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Nofte

» To view the event log:

Parameter Description Possible Values

Alarm parameters The alarm parameters appear in e Port type, port number for
the corresponding row physical layer alarms.
e Port type, port number,
IMA group number, VPI and
VCl for ATM layer alarms.

* PoweCsupply / fan status

For more information about alarm traps, see Handlin&Alar

Viewing the Event Log X

The event log displays information regarding all events that ¥ccurred up to this
point.

1. From the System menu (se

The Event Log meﬁ%ﬁfi i e% @

ACE Wta unhfedtions
<

Monitoring> Systém> (ek og
N
[
o

1. View ev v 1
2. C 3 v 1 Qiii}ﬁ
>

e
alec >

lease

Esc;previ = meng\;&-ma menu; &-exit

Nf/gure 6-4. Event Log Menu

0g menu, select View Event Log.

vent Log screen appears and displays information regarding all
events.

Xm t
Th
record

ACE-3600 - RAD Data Communications

Monitoring> System> Event Log> View Event Log

2004-03-03 5:38:48 ©LOS Start ATM-155 Port 1
2004-03-04 5:38:50 LOS Start T1 Port 1
2004-03-08 5:38:54 AIS Start ATM-155 Port 1 VPI 0 VCI 100

>
ESC-previous menu; !-main menu; &-exit

Figure 6-5. View Event Log
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Note

ACE-3600 Ver. 5.2

Table 6-3. View Event Log Parameters

Parameter Description Possible Values

Date Date of the event, in the format of: [2000-01-01] to
[YYYY-MM-DD] [2099-12-31]

Time Time of the event, in the format of: [00-00-00] to [23-59-59]
[HH-MM-SS]

Event Name of the event String ibing type of
event

Event state State of the event @tartm

ESN Q
Event specific Specific parameter for each everit is‘&%ﬂ describing
parameters e pa eters

[ )
ccess the
om t
The

For the complete list of possible eve ) the L/'sz‘xog Events.
To clear all records in the event log:

e From the Event Log m Qe Flglire 6-4), seLog.

your specific hardware unit. This
includg

Viewing the Protecti Q
The protection mo } | to, view the current status of all
N
. | .
Vi
ewing the APS
onitoring options:
enu (see Figure 6-2), select Protection.

fection menu is displayed.

ACE-3600 - RAD Data Communications

Monitoring> System> Protection

1. Main card redundancy >

2. Ethernet redundancy >

3. APS >

>

Please select item <1 to 3>
ESC-previous menu; !-main menu; &-exit

Figure 6-6. Protection Menu

Monitoring Performance 6-5
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Viewing the Main Module Protection Status

If two main modules (main cards) are installed in ACE-3600 and the main module
protection feature is enabled, you can check whether the redundancy protection
is functioning properly, and check which of the main modules is currently the

active one.

» To view the main module redundancy information:

e From the Protection menu, select Main Card Redundancy.

The Main Card Redundancy menu is displayed.

ACE-3600 - RAD Data Communic 1&}1
Monitoring> System> Protection> Malr@rd&du

> (Card A)
> (O

Main card redundancy
Redundancy status

>
Please select item <1 to 2>
ESC-previous menu; -malg/mer,

&

Q{%

/-'/gure 7. Card Redun
Table 6-4. ndanc /z‘o

Parameters

Parameter Descnp@ &Up /\KQ/ \)

Possible Values

Active m spla which j wtly active
odul
ated a

e main module
infor

For more
he active module
prnggpl \

to Chapter 1.

Card A
Card B
Default: Card A

the current redundancy status.
e four status types:

ancy status

OK - redundancy is up and running

fine

Card A/B absent - the specified

module is physically missing.

e Communication loss - the two main
modules are not communicating.

e Mismatch - the two modules differ in

their hardware, software or
configuration.

OK

Card A absent

Card B absent
Communication loss
Hardware mismatch
Software mismatch

Configuration
mismatch

Default: OK

6-6 Monitoring Performance
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ACE-3600 Ver. 5.2

Viewing the Ethernet Redundancy Details

If the Gigabit Ethernet ports of ACE-3600 are set to work in redundancy mode,
you can check their group ID and which of them is the currently working port.
To view the Ethernet port redundancy details:

e From the Protection menu, select Ethernet Redundancy.

The Ethernet Redundancy menu is displayed.

ACE-3600 - RAD Data Communigatipfis
Monitoring> System> Protection> Etherpét p@u%d@ @

Group ID ... (1)

Current working port > (GbE-2)

>

ESC-previous menu; !-main menu}—§ €X{ (A
Figure 6-8 rnet \/ dan U

7able 6 EtQernet\Redunda.

D
i
Parameter Description Q @ S Possible Values
)

Group ID As previously defined
or blank.
rent working %y active GbE port. GbE-1
P rotection mode it can be only the ~ GbE-2
ansmitting port, and in 1:1 protection
ode it can be either the transmitting or
the receiving port.
Viewing the APS Status

If enabled, the APS mode applied on ATM-155 ports can be monitored at the
group level or the port level:

e Group status - current information regarding the performance of all ports
that belong to the APS group, in terms of group ID, current working port and
Tx/Rx bytes transmitted/received through the APS ports.

e Port Status - current information regarding the performance of a specific
port, in terms of the port's signal failures or signal quality degrading.

Monitoring Performance 6-7
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To access the APS monitoring options:
e From the Protection menu (see Figure 6-6), select APS.

The APS menu is displayed.

ACE-3600 - RAD Data Communications

Monitoring> System> Protection> APS

1. Group status >
2. Port status >

>
Please select item <1 to 2>
ESC-previous menu; !-main menu; &-

Figure 6-9. APS Mon/z‘orm%

To view the APS group status:

e From the APS menu, select Group Stat \.@
The APS group status |s ed. (\

ACE-36 \@ta Co
Monitoring> Syste >(>q e n> AP oup status
APS group ID %-1)
Current w 155-1)
(0000)

(0000)

>

ESC-previ enu; !- menu; &-exit

ure 6-10. APS Group Status
e 6-6. APS Group Status Parameters
Q aramet&&}}ption Possible Values

APS group ID Read-only identification of the The ID that was previously
configured APS group (if any). If no defined for the APS group
APS group was defined, an empty (for more information, see
string is displayed. Configuring the Protection

Parameters in Chapter 4).

6-8 Monitoring Performance ACE-3600 Ver. 5.2
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Parameter Description Possible Values
Current working The port from which the traffic is ATM155-1
port received. ATM155-2
ATM155-3
ATM155-4
ATM155-5
ATM1
ATN\
© ar @%
RX K1K2 The content of the received K1
bytes, which are exchanged thr
the APS ports.
TX K1K2 The content of the tr

itted K1 }\”he bytes content
ed through ead- only)

bytes, which are ex
the APS ports.

» To view the APS

The APS

From the APS menu, s

port status:

Monitoringx@h alﬂayerﬂ@qrt status

AD Daffa nlcatlons

APS\group ID

ATM155¢

S al Fail (

gnal Degr
TM155 -2
ignal

Signal De

>

ESC-previous menu;

-
S Total Counter
SE >O(0££) (0)
(Of£) (0)
> (Off) (0)
de (SD) > (Off) (0)

!-main menu; &-exit

ACE-3600 Ver. 5.2

Figure 6-11. APS Port Status List
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Table 6-7. APS Port Status Parameters

Parameter Description Possible Values

APS group ID Read-only identification of the configured The ID that was
APS group to which the port belongs. If no previously defined for
APS group was defined, an empty string is the APS group (for
displayed. more information, see

Status (column) Indicates whether a defect exists for the
corresponding parameter (for eithex SF
SD; see description below). Wh n, a
defect exists.

Total Counter Total number of defect at were co \%umerlcal

(column) for the correspondin u@ eter since th
APS mode was last activated.

SF Indicates whether a 5|gnal
occurred. A sig e (SF) sever
failure ca LO Line AIS
BER that e d thresh
(10 )

|Iure

Off

d performance of the unit's current clock source can be
necessary.

e avail
onitored

» To access the clock monitoring options:
e From the System monitoring menu (see Figure 6-2), select Clock.

The Clock menu is displayed.
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ACE-3600 Ver. 5.2

ACE-3600 - RAD Data Communications

Monitoring> System> Clock

1l. Current clock >

>
Please select item <1 to 1>
ESC-previous menu; !-main menu; &-exit

Figure 6-12. Clock Monitoring Menu

Viewing the Current Clock Source Details

You can display the details of the clock sour aste fal K] from which
ACE-3600 currently recovers its timing refer € ma and fallback clock
sources must be pre-configured prior to monitoringtbem (for more information,
see Setting the Clock Source in Chap

To view the details of the current clock sg

e From the Clock monitoring selec rrent
The details of the ﬁ)urce are@% read-only).

ACE \@\Déta Communications
Monitoring> Systemz Cloc Curreﬁ clo

Active o \§<gii£>.. ( ﬁg%§§gf)
Sour N k)
.o 5)

Port \ type
Port
tation oc ype . )

Clogk stat
ified cloc

(Hold over)
.. (Qualified)

!-main menu; &-exit

\ Figure 6-13. Current Clock Source Details

Table 6-8. Current Clock Source Parameters

Parameter Description Possible Values
(Read-only)
Active clock Displays the currently active clock source: Master
e Master - Timing is derived from the Fallback

master (primary) clock source. None

e Fallback - Timing is derived from the
fallback (secondary) clock source

e None - No clock source id currently
defined/available.

Monitoring Performance 6-11
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6-12

Parameter Description Possible Values
(Read-only)
Source Displays the type of the clock source: Internal
e Internal - the clock is provided by an RX clock
internal oscillator. Station

e RX clock - the clock is derived from the
incoming traffic of one of the unit's
ports.

e Station - the clock is provided via the
station clock port &

Port type Type of the port that is used by theclo W)

source. Relevant only if the clogk source
type is RX clock; read-only.

Port number Number of the port th used by the 1-8 for ATM-155

clock source. Relevan the clock 1 for Station Clock
source type is RX clock: N (A

Station clock Type of the station clock in@if used%

Clock state té\@ock sourc@y Free run
d a@n Fine locked
' P Rapid locked
0 on the Holdover
< is locking on the
Holdoy&r ck is in holdover mode
due to asQuree loss event
Far information about clock states,
r pendix D.
ahified clock ieates whether the clock source qualifies  Qualified
the’ Stratum requirements: Disqualified

e Qualified - the clock locks fast and its
frequancy meets the Stratum standards.

e Disqualified - it takes more than 100
seconds to lock on the clock source and
the frequency is not in the Stratum
acceptable range.

Viewing the RADIUS Statistics

ACE-3600 records the occurrence of all events that relate to communication with
the Radius servers, if such were defined for the unit. You can view the statistics
of these events per server.

Monitoring Performance ACE-3600 Ver. 5.2
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>

To display the Radius statistics:
e From the System menu, select Radius Statistics.

The Radius statistics are displayed in columns, while each column displays
the statistics of a specific server.

ACE-3600 - RAD Data Communications

Monitoring> System> Radius statistics

Server 1 Server 2
Access Requests
Access Retransmits
Access Accepts
Access Rejects
Access Challenges
Malformed Response
Bad Authenticators
Pending Requests
Timeouts
Unknown Types

Packets Dropped 0
>
C-Clear counters (/\\\i{1

ESC-previous menu;| (! -mai u;

o
O O O o o

O O O OO OO Ooo oo
o O O O O O
o o

&-ex] S
S
; 6-14 uS\Statistics

6-9. @b& glistics Parameters

N\ e
Paramk\%gr Descrip(:\i% N \M Possible Values

J \/
ccess Rgazﬁggfjjij N rnggkiiiggcessrequestpacketsthat 1-2321
€xR se

o this server, not including Default: 0

@\ smissions.

or invalid) that were received from this
server

N
E&Retrans i umber of re-transmission request 1-23%1
packets that were sent to this server Default: 0
Q ccess Accepk\s Number of access accept packets (valid Numerical

ACE-3600 Ver. 5.2

Access Rejects Number of access rejection packets Numerical
(valid or invalid) that were received from
the this server

Access Challenges Number of access challenge packets Numerical
(valid or invalid) that were received from
this server

Monitoring Performance 6-13
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Parameter Description Possible Values
Malformed Number of malformed access response Numerical
Response packets that were received from this

server. Malformed packets include
packets with an invalid length.

Bad authenticators (see below), signature
attributes or unknown types are not
included in this count.

Bad Authenticators Number of access response packets N ical
containing invalid authenticators orQ

invalid signature attributes received
this server. j

Pending Requests Number of access reques mmerical

yet timed-out or any respo

(access accept, a t, access
challenge or access ission) fro
the server.
Timeouts t s received fr Q\> Numerical
enadimeput is recel\?éi L
F-3¢ rese

ar. A resgnd t same
t,and a
sexyer counts as an

request. A

@Q}g{\ized packets that Numerical
werexece ‘om this server on the
a

entisation port.

ts Dropped r of packets that were received Numerical
this server but were dropped (for
y reason) after passing through the
authentication port.
N\

Note The Cear (C) command clears and resets all counters to O.

Unknown\Types

Viewing the Syslog Statistics
If ACE-3600 was set to log events on a Syslog server (see Setting the Syslog
Parameters in Chapter 4), you can display the statistics of these events.
» To display the Syslog statistics:
e From the System menu (see Figure 6-2), select Syslog statistics.

The Syslog statistics are displayed.

6-14 Monitoring Performance ACE-3600 Ver. 5.2
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ACE-3600 - RAD Data Communications

Monitoring> System> Syslog statistics

1l. Total TX messages > (17265)
2. Unqueued dropped messages > (14567)

>
ESC-previous menu; !-main menu; &-exit

Figure 6-15. Syslog Statistics

Table 6-10. Syslog Statistics Para(@@is (\
X

Parameter Description \ \P}@\s\gﬂﬂé Values
Total TX Number of messages transmitted b Wumerical integer
messages Syslog server
Unqueued Number of messages Numerical integer
dropped queued for transmission @ slog
messages server &

&

Monitoring the Physical Layer

@ <
@ﬁhe ACE-3600 physical ports,

ACE-3600 - RAD Data Communications

£> Monitoring> Physical Layer> Port

1. Ethernet >

2. ATM-155 >

>

Please select item <1 to 2>
ESC-Previous menu; !-Main menu; &-Exit

Figure 6-16. Port Menu

ACE-3600 Ver. 5.2 Monitoring Performance 6-15
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Table 6-11. Port Monitoring Options

Parameter Description Possible values
Ethernet Ethernet monitoring menu Refer to Figure 6-17 below
ATM-155 ATM-155 monitoring menu Refer to Figure 6-19

Viewing the Ethernet Port Information

The Ethernet port information is presented in two categories:

e Port status - the port's MAC address, duplex moé%,
status

e Port statistics - statistics regarding the p

» To view the Ethernet port status:
1. From the Port menu (see Figure ¢
The Ethernet menu appears.

2. From the Ethernet menu, se

The port status de%aué r@ plaled. ((b

ACE owta ommunicgtions
@ S
Monitoring> Physical L/a}\q Port@ eynet> Status
W

MAC addre

Table 6-12. Ethernet Port Status Parameters

se sel
&C revi@g I-Main menu; &-Exit
Q & Figure 6-17. Ethernet Port Status Information

Parameter Description Possible Values
MAC address MAC address of the Ethernet port XX-XX-XK-XX-XK-XX

(hexadecimal)
Mode The port mode is either the default mode Half duplex

set by the user, or the mode selected based
on the autonegotiation results.

Full duplex

6-16 Monitoring Performance ACE-3600 Ver. 5.2



Installation and Operation Manual Chapter 6 Monitoring and Diagnostics

Parameter Description Possible Values
Rate The port rate is either the default rate set 10 Mbps
by the user, or the rate based on the 100 Mbps
autonegotiation results. 1000 Mbps
Status The Ethernet link status. Not connected Connected
status indicates no link. Connected status Not connected

indicates that link is normal

Port number The Ethernet port for which the statistics is
displayed

» To view the Ethernet port statistics:

1. From the Port menu (see Figure elect Etherqet.

The Ethernet menu appears.

2. From the Ethernet menu, select Statisti

The port statlst|cs§\§z> ’/ d. @(@\@

ACE- wta Comm Eions

Monitoring> Phy;;c enm§%> Statistics

Receive \)> Transmit counters

(0)
(0)
(0)
(0)
(0)
(0)

(100)
(1)

(0)
(GbE-1)

>

Please select item <1 to 2>

C-Clear statistics

ESC-Previous menu; !-Main menu; &-Exit

Figure 6-18. Ethernet Port Statistics and Menu

7Table 6-13. Ethernet Statistics Parameters

Parameter Description Possible Values
RX correct frames Number of successfully received frames Numerical
RX correct bytes Number of successfully received bytes Numerical

ACE-3600 Ver. 5.2 Monitoring Performance 6-17
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Parameter

Description Possible Values

RX alignment errors

Number of received frames that do not Numerical
have an integral number of octets, valid
only for Ethernet ports.

RX FCS errors

Number of received frames that did not Numerical
pass the FCS check

RX congestion
dropped

Number of frames that were dropped due umerical
to lack of buffers.

This may be caused by attempting t0,sen
traffic towards the Ethernet connecti t
a rate higher than the ATWm@

rate.

TX correct frames

Number of successfully transm\it@ra& Numerical

TX correct bytes

Number of succeffaﬂ\x\ransmitted\b}(&s Numerical

TX single collisions

itted frame Numerical
hibited b,

Number of succes
for which transmission

one collisio tly.
Valid%i é} plex mode. @%

TX multiple collisions

=

®| -d

Numb My transmiMmes Numerical

far(whichntr jssion w@ibi@d by

ore collisigvaligobly in
mode.g§

aIi%nly in fiduplex mode.

TX deferred transmi

which the first Numerical

Number of
i pt is delayed, due to a

played. You can select a different GbE-1

hernet port. ETH-MNG

Default: ETH-MNG

Viewing the ATM-155 Port Statistics

The ATM-155 port statistics refer to the LOS duration (seconds) with regard to a
specific port and a specific time interval.

» To view the ATM-155 port statistics:

e From the Port monitoring menu (see Figure 6-16), select ATM-155.

The connection statistics of Port 1 is displayed by default. 7able 6-14
explains the different statistic parameters.
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ACE-3600 - RAD Data Communications

Monitoring> Physical Layer> Port> ATM-155

LOS ... (0)

Time Elapsed ... (100)
Valid intervals ... (1)

1. Interval ... (0)
2. Port number ... (1)
&
>
Please select item <1 to 2>
F-Forward; “F-Forward Internal
ESC-previous menu; !-main menu; &-exit
Figure 6-19. ATM-15. Statistics Menu
Table 6-14. ATM-155 SHSLICS Paranfv@

Parameter Description f\\g\}s}ﬂble Values

LOS The nu co during \) Numerical
LO§/wa§

econ ' 0-899
e cur ent int

Time elapsed / EIa
Start time nRi

S 's for t terval.

Valid i val mnterv g@nber of intervals
hat are

Interval \\) The in \Erm%)er to be displayed 0-24 if Interval 24
exists, or O to last

< existing interval if not
Default: 0

NN
X
r’&mber \}ge ATM-155 port number for which the  1-8
statistics are displayed. You can select Default: 1
another port to view its statistics.

o

-24

Monitoring the Application Performance

The application monitoring options allow you to review the actual performance of
the unit with regards to the application parameters set under the Configuration
menu (see Configuring the Application Parameters in Chapter 4).

» To access the application monitoring options:

e From the Monitoring menu (see Figure 6-1), select Applications.

The Applications monitoring menu is displayed.
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ACE-3600 - RAD Data Communications

Monitoring> Applications

1. ATM >

2. Router >

3. MPLS >

4. Multiservice over PSN >

>

Please select item <1 to 4>

ESC-prev. menu; !-main menu; &-exit & (Z:§>\\

Figure 6-20. Applicati u @)@

Table 6-15. Application MoOnitoxng Qns

Parameter Description ﬁ Possible Values

ATM ATM traffic monité@m %%fe\fgr to Figure 6-21
Router Router monitoring 0pti¥§n§)> {@&g Figure 6-27

MPLS I\/\PLS@{a/f\fié @}}ring options QQ\\?Eﬁer to Figure 6-30
N
Multiservice over Multiszonitorin Refer to Figure 6-35

)

O

(0]
raffic S

. Di )
o S
QQ N ACE-3600 - RAD Data Communications

Monitoring> Applications> ATM

1l. Port >

2. ATM XC >

>

Please select item <1 to 2>
ESC-Previous menu; !-Main menu; &-Exit

Figure 6-21. ATM Monitoring Menu
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Table 6-16. ATM Menu Parameters

Parameter Description Possible Values
Port ATM port level monitoring menu Refer to Figure 6-22 below
ATM XC ATM XC monitoring menu Refer to Figure 6-23

Displaying ATM Port Statistics

The ATM port operation statistics includes details regarding t ded traffic
of TX cells, RX cells, corrected HEC cells and uncorrec@d :€.

» To view the port statistics:

e From the ATM monitoring menu, select

The operation statistics of Port are displaye
explains the different statisti @ES eters.

default. 7able 6-17

ACE-3600 - RAD @ unicati
Monitoring> Applications?//@&\a Por Q
TX cells .. @

RX cells

Corrected HEC celils . (0 &
Uncorrected el @ ... (@

ATM-155)
<
1 e sel <l to 3>
E Fotwar -Forwarding Internal
C-pre&i\\@\ nu; !-main menu; &-exit

Figure 6-22. ATM Port Statistics Menu

Table 6-17. ATM Port Statistics Parameters

Parameter Description Possible Values
TX cells Number of cells transmitted on that port ~ Numerical
RX cells Number of cells received without HEC Numerical

error
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6-22

Parameter Description Possible Values
Corrected HEC The number of frames received with an Numerical
cells errored HEC, corrected (single error) and

passed on into the device.
This parameter is visible for ATM-155

ports only.
Uncorrected HEC The number of frames received with an erical
cells uncorrected HEC error (two or more

Time elapsed / The elapsed time period in se
Start time the beginning of the currept’i
Start time is for the chosen’inte

errors) and were therefore dropped.
<
s singe —\8})\9))\/
rval.
0-24

Valid intervals The number of inte;@it@at are sa%ck
istiMg interval if not

Interval The interval numbe \\@\bg isplayed
Port type The port W the stati&\@/ ATM-155

S
S Default: ATM-155

Port number & @ort f r@hic\%ﬁé)g 1-8 for ATM-155
<> ti{\ dile@ Default: 1
(¢

N

=24 if Interval 24
, or 0 to last

» To view\the statistics\of a di

elow the current statistics data), select
typa the port number.
S

Fro
Port Nu
view the stati revious time interval:
m the Ry “- Ru, select Interval and then type the number of the

» To view the connection parameters of a different type:

e From the Port menu, select Port Type and then select the required port type.
Displaying ATM XC Statistics

The ATM XC operation statistics consist of three information categories:

e User statistics

e  OAM statistics

e OAM loopback statistics.

Monitoring Performance ACE-3600 Ver. 5.2
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» To access the ATM XC statistics:
e From the ATM monitoring menu, select XC.

The ATM XC monitoring options are displayed.

ACE-3600 - RAD Data Communications

Monitoring> Applications> ATM> ATM XC

1. User statistics >
2. OAM statistics
3. OAM Loopback statistics >

&
>
Please select item <1 to 3>

ESC-previous menu; !-main menu; &-exXit

Figure 6-23. S z‘az‘/sz‘/cs%nu
Table 6-18. A (7!71@\ u Opt/bnﬁi\((\
Parameter Description /_/\\ \/ Mvmues

User statistics Access t%\&waﬁtics @ %&é} to Figure 6-24
OAM statistics Acce{ytwj\wsticﬁ \\QFgefer to Figure 6-25

OAM Loopback sS opbac a\i@ Refer to Figure 6-26
statistics @3 (\((\\
Displaying the& User Stati %

0 view r statisti
[ )

m the ATM

Table 6-
displa

, &elect User Statistics.

s the displayed user statistics parameters and other
that are available.
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ACE-3600 - RAD Data Communications

Monitoring> Applications> ATM> ATM XC> User Statistics

ATM-155 Port 1 VPI/VCI 0/32 ATM-155 Port 2 VPI/VCI 0/32
RX cells (CLP 0+1) ... (0) RX cells (CLP 0+1) ... (0)
RX cells (CLP 0) ... (0) RX cells (CLP 0) ... (0)
Policing disc (0+1) ... (0) Policing disc (0+1) (0)
Policing disc (0) ... (0) Policing disc (0) ... (0)
Tagged Cells ... (0) Tagged Cells ... (0)
TX cells (CLP 0+1) ... (0) TX cells (CLP <0+1) .. (0)
TX cells (CLP 0) (0) TX cells (cLp 0 (0)
Congestion Disc cells (CLP 0+1) (0) i O+1) (0)
Congestion Disc cells (CLP 0) (0) i P 0) (0)
(0)

Time Elapsed ... (500)

Valid intervals ... (1)
1. Interval [0-24] ... (0)
2. XC 1ID ... (1) @
: @
Please select item <1 to 2>
ESC-previous menu; !-main gn\

@\@a/sers '
Q@[@ User arameters
i

Parameter Des r(tlon <©> Possible Values

RX cells | 0+1) er of ce | n the ATM channel Numerical
CLPO QRCL

RX ceIIs Numb@@ceived on the ATM channel Numerical

|C|ng di (\_@OH) \)} cells discarded by the ATM policer on Numerical
channel with CLPO or CLP1

oI|C|n 15¢C (CLP 0) ber of cells discarded by the ATM policer on Numerical

the ATM channel with CLPO

gged Cells Number of cells tagged by the ATM policer Numerical

TX cells (CLP 0+1) Number of cells transmitted on the ATM channel Numerical
with CLPO or CLP1

TX cells (CLP 0) Number of cells transmitted on the ATM channel Numerical
with CLPO

Congestion Disc cells Number of cells discarded on the ATM channel Numerical

(CLP 0+1) with CLPO or CLP1

Congestion Disc cells Number of cells discarded on the ATM channel Numerical

(CLP 0) with CLPO

Time Elapsed / The period in seconds since the beginning of the 0-899
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Parameter Description Possible Values

Start Time current interval.

Start Time is for intervals 1-24

Interval The interval number to be displayed 0-24 if Interval 24
exists, or O to last
existing interval if

ot

D [t: 0

XCID ID of the XC for which the statistics above ar®, }%
displayed /\

7
Displaying the ATM XC OAM Statistics

» To view the XC OAM statistics:

e From the ATM XC monitoring men re 6-23), setect OAM Statistics.
Table 6-20 explains the displayed tisticsParameters and other
display options that are@é%le.

QN
ACE-3600 D@ommuni@éj/

Monitoring> Applications>(%§§>\a > OA] tistics

)
P@C roup 2 VPI/VCI 0/32
D % RX AIS ... (0)

ATM-155 Port 1

RX AIS
RX RDI
TX RDI

RX RDI ... (0)
TX RDI ... (0)

LoC ... (0)
FM SES ... (0)
FM UAS ... (0)

N

>
Qlease select item <1 to 2>
ESC-Previous menu; !-Main menu; &-exit

Figure 6-25. OAM Statistics Menu

Table 6-20. OAM Statistics Parameters and Menu

Parameter Description Possible Values

RX AIS The number of seconds during which AIS cells Numerical
where received

RX RDI The number of seconds during which RDI cells Numerical
where received
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Parameter Description Possible Values
TX RDI The number of seconds during which RDI cells Numerical
where transmitted
LOC The number of seconds during which loss of Numerical
continuity was declared (valid when CC is
activated)
FM SES The time in seconds during which AIS cells where erical
received or LOC state was declared
FM UAS Activated as a result of 10 consecutive SES's, and

deactivated as a result of 10 consecutive secon
without SES.

Time Elapsed /
Start Time

The period in seconds since the be i f the 0\—\&9
current interval.

Start Time is for intervals l—ﬁﬁ\\

Valid intervals

The number of intervals that X*S)%\L;&\ (f%\M

Interval number

The interval number to display&@ %if Interval 24

xists, or O to last
existing interval if not

Default: O

XCID

ID of the XCkﬁé \Qatls XC number
displa em
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ACE-3600 - RAD Data Communications
Monitoring> Applications> ATM> ATM XC> OAM Loopback statistics
ATM-155 Port 1 VPI/VCI 0/32 IMA Group 2 VPI/VCI 0/32
Average delay (usec) ... (0) Average delay (usec) ... (0)
Minimum delay (usec) ... (0) Minimum delay (usec) ... (0)
Maximum delay (usec) ... (0) Maximum delay ec) (0)
CDV ... (0) CDV . (0)
Errored sessions ... (0) Errored ses51o . (0)
Time elapsed ... (500)
Valid intervals oo (1)
1. Interval [0-24] ... (0)
2. XC ID co. (1)
>
Please select item <1 to 2>
ESC-Previous menu; !-Main menu; &-exit /(A\\

Figure 6-26. OAM ack X
Table 6-21. OA ck Statistics @m

Parameter Description Possible Values

Average delay The averag u &\}gor t é@/oundtrlp, in  Numerical
mmrosg(}u
Minimum delay \ﬁguv/easur M@AM cells roundtrip, Numerical
in mlcrose‘q)
Maximum V% delay \digli the OAM cells roundtrip, Numerical
|n mi onds
The cell dela measured for the connection. The Numerical
CDV is cal the standard deviation of the delay
meas,
~
essigns %@ﬁalled loopback sessions. Numerical
If a loopback cell is not received back within 5 seconds (if

the cell does not complete the roundtrip within 5 seconds),
the cell is considered as a failed cell (for more information,
refer to Appendix C).

é

Interval The interval number to be displayed 0-24 if Interval 24
exists, or O to last
existing interval if
not

Default: 0

XCID ID of the XC for which the statistics above are displayed XC number

Note  The Cear (C) command clears all bridge port statistics.
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Monitoring the Routing Functionality
You can monitor the router definitions by viewing the current routing table and
ARP (address resolution protocol) table.

» To access the router monitoring options:
e From the Applications monitoring menu (see Figure 6-20), select Router.

The router monitoring options are displayed.

ACE-3600 - RAD Data Communications

<
Monitoring> Applications> Router
1. Routing table &X

2. ARP table

>

Please select item <1 to 2> <:;>

ESC-Previous menu; !-Main men f\\
Figure-6-27. \b«te> enu

Tab/e%% @uz‘% /Momz‘or@‘

Parameter Description (\ \/\ @ Possible Values

Routing table [K_\\Di@Ié\(th\ﬁ\Lvohting ta@@ See Figure 6-28
\ )
ARPtable  (p \\/p/@lw\fh{ARP t%@\) See Figure 6-29

ARG
\)’A)A\C(E-3 \/@ Data Communications

Monitorings ppliqgﬁion Router> Routing table

ask Protocol Next hop
5050606099 Local
00.2%Q. 2300000606 Static 190.190.200.50

address

ESC-Previous menu; !-Main menu; &-exit

Figure 6-28. Routing Table
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Table 6-23. Routing Table Parameters

Parameter Description Possible Values
IP address IP address of each entry A valid IP address
IP mask IP mask of the each entry Numerical
Protocol Indicates whether the entry is Local

local interfaces or static configuration

SR
Next hop IP address of the entry's next hop. Aali address
Relevant only for static entries. S ((Aw\

ACE-3600 - RAD Data unic\ﬁl\sb

Monitoring> Applications> Router> ARP ta

IP address MAC address @

192.168.238.1 00-20-D2-23-C3=
192.168.238.2 00-20-D2-23-C3-
> Y Q
ESC-Previous menu; !- u; k-exit @ Q
Qo290 %s
(> @a 24. arameters

N
Param@es\dﬁt\iw @?/\\§ Possible Values
W
IP addr addr @ e address A valid IP address
) resolu@ |

MAC address ddr&% used by the address A valid MAC address
@Q\ n’protocol

~

PLS Traffic Statistics

The MPLS traffi¢ monitoring includes the statistics of the LDP performance.

» To access the LDP monitoring options:
1. From the Applications monitoring menu (see Figure 6-20), select MPLS.
The MPLS menu is displayed.
2. Select LDP.

The LDP monitoring menu is displayed.
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6-30

Installation and Operation Manual

ACE-3600 - RAD Data Communications
Monitoring> Applications> MPLS> LDP
1. Hello >
2. Session >
3. Labels >
>
Please select item <1 to 3>
ESC-Previous menu; !-Main menu; &-Exit
Figure 6-30. LDP Monitoring M @
Table 6-25. LDP /Mon/% Op
Parameter Description %ossible Values
Hello Display the Hello ((&ér\g tistics See Figure 6-31

Session Display the LDP seé'rop sta\t\(cs Figure 6-32
(tatis ((@\e\
Labels Display theme@els i}&/rr/ua'{ion f/\\%\/ggure 6-33

(Y

ACE-3 \ata/ Co 1cé¥i6ns
Monitoring> Appl:l.ca/(zo}s\ PL LDP> @.1
LDP ID & r.- Interval Time left
evio

us -Mag\n &-exit

re 6-31. Hello Statistics

ble 6-26. Hello Statistics Parameters

}grametewmn Possible Values

LDP ID LDP ID of the local unit
Peer LDP ID LDP ID of the remote peer
Type The type of Hello adjacency:

e L (link) - the adjacencies are established T
with basic discovery

e T (targeted) - the adjacencies are
established with extended discovery

Interval The frequentness of sending Hello
messages by the local unit

Time left The time in seconds during which the local
unit waits for the peer to send a Hello
message
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ACE-3600 - RAD Data Communications

Monitoring> Applications> MPLS> LDP> Session

LDP ID Peer LDP ID State Interval Time left
>

“D-scroll down; “U-scroll up

ESC-Previous menu; !-Main menu; &-exit

Figure 6-32. LDP Session Statiktics

Table 6-27. LDP Session Statigty 5@%& Q

Parameter Description P&ible Values

LDP ID LDP ID of the local uni;/\

Peer LDP ID LDP ID of the remote @L\

State The current state of the@n: p
o Up - the segsien s active or la

Init
ipitial state Openrec
npection |5%:@ Openset
nnection
%ssion has
ort. The
ession is in

cond when it is in

- the peer has transmitted an
ization message and is waiting for
ly. Relevant only the LDP session is in
active role.

N\
nterval The negotiated Keep Alive time, which
represents the number of seconds between
Keep Alive messages
Time left The Keep Alive hold time remaining for this

LDP session
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ACE-3600 - RAD Data Communications

Monitoring> Applications> MPLS> LDP> Labels

LDP ID

Entity index
Peer LDP ID

1. Show labels

>

Please select item <1 to 1>
F-Forward <> <§?;\\\\>
ESC-Previous menu; !-Main menu; &-exit A /N\\

N\
Figure 6-33. LDP Label /hormat \j

Table 6-28. LDP Label Par ters

Parameter Description (Q\f\ Possible Values
LDP ID LDP ID of the local unﬁ(\\\ A(KK\Q\

Entity index The LDP entity'%_'rﬂ\@l‘e§ numb

@\
Peer LDP ID LDP ID O&\@&Iﬁ/gé pEer @\)

Show labels Selegt thig qpti t\n’évth Ia\t%)ks) See Figure 6-34
that ez(d:{ ontr}i;@ 'orﬂQ
),
N2

AMO - @Qé&a Communications
Monitoking> Apply atigns&M > LDP> Labels> Show labels
M N
Value

-scroll up
enu; !-Main menu; &-exit

XN
Figure 6-34. Show Labels
Table 6-29. Label Parameters
Parameter Description Possible Values
Value Shows the value of each LDP label in the
(column top) session
In/Out Specifies whether each label is an In or
(column top) Out label
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Monitoring Multiservice over PSN Traffic

ACE-3600 provides detailed information regarding all pseudowire traffic from and
to the unit. This includes:

e Displaying Pseudowire Connection Status

e Displaying Pseudowire Connection Statistics

» To access the pseudowire monitoring options:

1. From the Applications monitoring menu (see Figure 6-20), select Multiservice
over PSN.

<
The Multiservice over PSN menu is displayed.
2. Select PW. &

The PW monitoring menu is displayed.

ACE-3600 - RAD Communications
Monitoring> Applications> Mulgiiiizibe over PSN> PW
1. Status %
2. Statistics (ATM) @
| %

Please select item| k1l t
ESC-Previous mgnu\,\

%L@%‘ié‘ Ps@@)ﬂomtormg Menu

wire Ci n Status

t cludes the PW type, its operational status
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ACE-3600 - RAD Data Communications

Monitoring> Applications> Multiservice over PSN> PW> Status

ETH port PW 1

PW type

Operational status
Local status

Local status faults
Remote status
Remote status faults
VCCV-BFD status

Out PW label

Out tunnel label

In PW label

In tunnel label

Max cells (actual)

1l. PW number

>

Please select item <
F-Forward
ESC-Previous menu,

Port type/port number

VPI/VCI

(ATM VC 1 to 1)
(Up)
(Forwarding)
(No faults)
(N/R)

(-)

&
(Up)
(100)
(1000)

(101)
(1001)
(1)

=9,

\>

/'g Pseu /

tus Details

& 7: /e 6530. P?Q‘L\ j atus Parameters

Parame {er Descr\}(s\

(@

Possible Values

Type of<the Mvire connection

=

ATMVP 1to1l
ATMVC 1tol
ATM VP Nto 1l
ATMVC Ntol
AAL5-SDU
SAToP

Basic CES PSN

Operational
status

Indicates the current status of the
PW connection:

e Up - the connection is up and running

e Down - the connection is down

e Not present - a configuration is
missing

e Lower layer down - the underlying
layer (MAC, tunnel) is down

up
Down
Not present

Lower layer down

Local status

The status of the pseudowire at the local
side

Note: There is no Local Status if PW Type
s AAL5-SDU.

Forwarding

Local Faults
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Parameter Description

Possible Values

The faults at the local side of the
pseudowire connection

Local status faults

Note: This field may display one or more
faults.

No faults

NotFwding - PW
cannot send packets
AcRx - Errors on the
receiving channel of

the attachment circuit

(>

e pseudowire
towards the PSN.

PsnTx - Errors on the
smitting channel
the pseudowire

((\ owards the PSN.

the pseudlowire at t

Remote status

/e nly

M N/A - Remote status

capability is not
applicable

Forwarding - No
remote errors
reported by the
remote device

Remote faults - Errors
reported by the
remote device

Monitoring Performance
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Parameter Description Possible Values

Remote status The faults at the remote side of the No faults

faults pseudowire connection NotFwding - PW
Note: This field may display one or more cannot forward
faults. packets

AcRx - Errors on the
eiving channel of

A rs on the
< fra channel
of \ttazhment
Ps - Errors on the
ceiving channel of

the pseudowire
towards the PSN.

Ix - Errors on the
nsipitting channel
@ % fthe pseudowire
\EJQ\% -~

towards the PSN.

VCCV-BFD status

&ction-time-expired
xplanation, see

. n / neighbour-signaled-session-
- for a detailed explanation, see

ndix F
\ N
t\PQ label Ne PW label that is used in the outbound  1-4095 if the PSN
direction. Relevant only if the PW subtype  type is UDPolIP
is clock recovery and if the provisioning 16-1048575 for any

mode is set to Manual (for more other PSN type
information, see Creating Pseudowire
Connections in Chapter 4).

Out tunnel label Index of the egress tunnel definition for
this PW. A value of 0 means that the
tunnel label is not used.

In PW label The PW label that is used in the inbound
direction.
In tunnel label Index of the ingress tunnel definition for

this PW. A value of 0 means that the
tunnel label is not used.
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Parameter Description Possible Values
Max cells (actual) Displays the actual number of cells for an

ATM PW
PW number ID number of an existing (previously

defined) PW connection for which the
details are displayed above. You can enter
a different PW number to view its
connection status.

1-1536

&

Displaying Pseudowire Connection Statistics

The pseudowire connection statistics include detai [ packets, lost

atistics.

The performance statistics of a PW ed. The
displayed details are re ?/05
ACE-36Q0<~ ta Co n1 \ti ns
Monitoring> Applic éﬁén tiser iﬁb over PSN> PW> Statistics

ETH port PW 1 @r /por %@VPI/VCI

X\y (0)
.. (0)
(0)
(0)
ets ... (0)
(0)
(0)

(0)

Policing disc (0+1)
Policing disc (0)
Tagged cell

RX cells ... (0)
Time elapsed ... (500)
Valid intervals ee. (1)
1l. Interval number ... (0)
2. PW number co. (1)

>

Please select item <1 to 2>
F-Forward; “F-Forward interval
ESC-Previous menu; !-Main menu; &-exit

Figure 6-37. ATM Pseudowire Statistics
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Table 6-31. ATM Pseudowire Statistics Parameters

Parameter Description

Possible Values

Top row

The top row displays:

e Ethernet port type and port number
e PW number (can be changed below)
e ATM port type/number

e VPI/VCl of the PW connection.

RX packets

Number of packets received on this P\Q& //_T\\NK\%(\BI

RX congestion

Number of packets dropped due to

NS

dropped congestion on the receive direcp{é’ D
TX packets Number of packets transmi this P \humerlcal
TX congestion Number of packets dropped due to Numerical
dropped congestion on the t i\direction
(toward the PSN)
TX timeout Number of packets tra \%nerlcal
Ethernet port@ge of t| exp|
Packet loss event Number \es/ e/frame Numerical
was i ifi y the sequ
num @ sified a@or@er
Miss-order er @ s that wWwere ed (not Numerical
dropped packetso eordeqiig ism.
Reordere Mf pack Nere received later Numerical
packet an expected flxed by the
W re rder| ani
nknown Y %that were received from the Numerical
cell P a@ nknown VPI/VCl value. Relevant
:1 VC/VP PW types.
ber of complete cells received on the Numerical
ecified VC/VP from the ATM side
congestlon Number of packets dropped due to Numerical
dropped congestion on the receive direction
TX packets Number of packets transmitted on this PW Numerical
TX congestion Number of packets dropped due to Numerical
dropped congestion on the transmit direction
(toward the PSN)
TX cells Number of cells transmitted on the specified Numerical
VC/VP toward the ATM side
Time Elapsed / Time Elapsed is the period in seconds since 0-899
Start Time the beginning of the current interval.
Start Time is for intervals 1-24.
Valid intervals The number of intervals that are saved 0-24

6-38 Monitoring Performance

ACE-3600 Ver. 5.2



Installation and Operation Manual Chapter 6 Monitoring and Diagnostics

Parameter Description Possible Values
Interval number Number of the interval to be displayed. 0-24 if Interval 24
You can enter a different number of press existfs, or Oto Iaj<,t
"F to view the next interval. existing interval if
not
Default: 0
PW number ID number of an existing (previously defined)
PW connection for which the details are
displayed above. You can enter a different N5
PW number to view its connection sta’ﬁ}s, or
press F to view the next PW. > (\
AN /

6.2 Detecting Errors

Error Detection Options

ACE-3600 maintains a cyclic event log file ~o res u vents. All
stored events are time-stampe file ¢ v be viewed on
), and it may be

c

To detect and resolve fiatlt it q efollowing options are
available:

e Check for i
i the Active Alarms.

«\ ions,see Viewing the Event Log.

: \\,; possible events, see List of Log Events below.

' % e line) or ATM port timed internal loop (towards the ATM
e Perform cell tests, in which a predefined cell is sent towards the ATM link.
e Review the troubleshooting charts (see 7able 6-44), based on LED indications

or other inputs.
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Refer to the following tables for the full list of system, port and OAM events.

Table 6-32. System Events List

No. Event string Status/EnQi{y Type/Entity #

1. Cold start

2. Device reset & @

3. Software watchdog reset o < ( \p

4. Login Vall\ vali o

5. Authenticatio n il

6. Power supply #n m Activgf Not Active

7. Fa nin \\—7);\\ OK/ Fail (A

8. Software download \\)) Endem%

9. Configuration do@@)@a&@ /%@K ailed

10. Conflguratlon/upl@ OK/ Failed

11. Fatal error %ka Q Fle: <file name>, line: <line

@ number >

12.  Exceptj % PC=< OxXXXXXX >,

/7 CAUSE=< OXYYYYYYYY >

S

)
N\astm is activék K)\J

14. \l'a\Hb;@ clock is g\gve NZ

}5’.} No referenﬁ&\\k{k'@}%ctive

Q). Intern@k&gurce active ATM155-1
\1»5 Qe\%%\\c\%ck source active ATM155-1
/18 Wk clock source active ATM155-1

19. Recovered clock

20. Start collection

21. PW up/down PW #n Up/Down

22. LDP session up/down LDP #n Up/Down

23. Statistics collection OK #n files

24, Ethernet port is active ETH #n

25. Station clock OK/ Fail

26. Recovered clock changed to Free run / #n

Frequency acquisition / Rapid phase lock
/ Fine phase lock / Hold over -
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No. Event string Status/Entity Type/Entity #
27. Card Inserted Card type
28. Card Absent Slot-#n
29. Fan drawer Inserted/Absent
30. Control card Inserted/Absent
31. Power supply #n Absent
32. (Card mismatch Slot #n\Fgﬁ’dfi}g\\Control
33. Card A absent; Card B absent Start/@c}\ﬁ //\\

34. Redundancy communication loss S@QE%\ \\))
35. Redundancy hardware mismatch \Qtar&i\

36. Redundancy application mism?%eh\ ét*%t@nd

37. Redundancy configuration mk@\,\ Start/End
38. Redundancy switch to card A; @
Redundancy switch to gardR RN
39. Statistic coIIect|o Q}\@/{/ O ((%\\@5
40. Eth Redundam
APS: ATM-155. iv @Qﬂ
&C }b\&g/l Wﬂ‘ Events List

No. %'gt\/ \%ng S{éﬂl\\@ Port Type/Port #
1 P )\ J(\\\a}égedwnplugged ATM155 #n

2. Start/End ATM155 #n
/ LOF w Start/End ATM155 #n
LO&\ S Start/End ATM155 #n

> 55. M N Start/End ATM155 #n
6. SL\ Start/End ATM155 #n
7. Line AIS Start/End ATM155 #n
8. Path AIS Start/End ATM155 #n
9. Line RD Start/End ATM155 #n
10. Path RD Start/End ATM155 #n
11. Section BIP/ RS BIP Start/End ATM155 #n
12. Line BIP/WS BIP Start/End ATM155 #n
13. Path BIP/HP BIP Start/End ATM155 #n
14. Line FEBE/MS FEBE Start/End ATM155 #n
15. Path FEBE/HP FEBE Start/End ATM155 #n
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No. Event String Status Port Type/Port #

16. APS: ATM port ATM-  Start/End ATM155 #n
1554 is active

Table 6-34 ETH Port Events List

No. Event String Status Port me/Port #

1. Link Up/Down EthernM

&
Table 6-35. OAM Events L(/'{I} Q

No. Event String Status MPMNPI/VCI
n

1. Rx AIS Start/End ATM-1 VPI #X, VCI #Y

2. Rx RDI Start/End ((\\ E1l #n VPI #X, VCl #Y

3. Tx RDI Start/End \7 (ﬂp (\(\/PI #X, VCI #Y
A

4. LOC Start/ERgN M /&\ VPl #X, VCI #Y
5. Loopback %A/Qtik\ﬂi/ed(\ El #n@@) VPI #X, VCl #Y
N )
Table s FEN\BERLAW G fuity) Events List

No. Eveg\g&{@gf Msmm{(\\@ PW #
W NS e
2. \\ BFD R‘Km ANM}&;VESHC PW #n
3. \BF\DJL"W X\\\ﬁﬁ)iagnostic PW #n

BFD Down N O Control detection time expired PW #n

BFD \ Neighbor signaled session down  PW #n
By

6.3 Handling Alarms and Traps

ACE-3600 includes a configurable mechanism of detecting and reporting alarms.
Upon the occurrence an alarm, ACE-3600 sends or does not send an alarm trap
to the network manager location, depending on a pre-configured activation or
masking of that specific alarm trap.

Even though masked traps are not sent, all alarms are recorded in the system
event log upon their occurrence.

6-42 Handling Alarms and Traps ACE-3600 Ver. 5.2



Installation and Operation Manual Chapter 6 Monitoring and Diagnostics

Viewing and Masking Alarm Traps

The trap masking configuration menu is located under: Configuration> System >
Management> Manager list> Traps. For more information, refer to Configuring
Alarm Traps in Chapter 4.

List of Alarm Traps

Refer to 7able 6-37for all the alarm traps that are implementedy

ACE-3600.
<&
Table 6-37. List of Alarm Traps ~
J N

Number Trap Name

1. Cold Start
2. Agent Status Changed
3. TFTP status changed \\—7);\\ A\
4. Authentication failure \\)) <&
5. Power failure K( Q&\
6. Fan failure Q) \ﬁ
7. Port status change - fc;(gﬂf} % &Q a S
8. Redundancy stat@ \Uy (/\\\\ S\\/
9. Redupdaﬂsy%ch @ ((\\\
10. Link{c@wn - fo&kports only, <©
11. Linkﬁgiv\for ET§1\30rts onk{\\\\\)}
12. Loss Of Signal t0S Qh\\fs\\'gm}};@ﬁ*
yés Of Frame (LWLBVEF)*
14. \%@ Of ATN\@\\%&\ggatlon (LCD ATM Layer)*
) ) >Signa| L@\Watch (SLM Physical Layer)*
Q) 16. Loss Of Pom (LOP Physical Layer)* — for ATM-155 ports only
17. Loss of Pointer (LOP Path Physical Layer) - for Channelized-155 ports only
18. Loss of Pointer (LOP VT Physical Layer) - for Channelized-155 ports only
19. Out of Frame (OOF Physical Layer) - for Channelized-155 ports only
20. Alarm Indication Signal Received (AIS Line Physical Layer)*
21. Alarm Indication Signal Received (AIS Path Physical Layer)*
22. Alarm Indication Signal Received (AIS VT Physical Layer)* - for Channelized-155 ports
only
23. Remote Defect Indication Received (RDI Line Physical Layer)*
24. Remote Defect Indication Received (RDI Path Physical Layer)*
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Number Trap Name

25. Remote Defect Indication Received (RDI VT Physical Layer)* - for Channelized-155
ports only

26. Bit Interleaved Parity Error (BIP Section Physical Layer)* - for ATM-155 ports only

27. Bit Interleaved Parity Error (BIP Line Physical Layer)* - for ATM-155 ports only

28. Bit Interleaved Parity Error (BIP Path Physical Layer)* - for ATI\/\-IQS\ports only

29. Far End Block Error (FEBE Line Physical Layer)* - for ATM-155 ports%\m\x

30. Far End Block Error (FEBE Path Physical Layer)* - for ATM<155 @\W

31. Excessive Error Detect received (EED Line PhyS|caI Layer)* ne —155 ports
only
32. Excessive Error Detect received (EED Path Phys<c/| La &\%hannehzed 155 ports

only

33. Excessive Error Detect received (EED \/@ | Layer)* - for Channelized-155 ports

only /\(\

34. Signal Degrade received (SD Line |ca| Lawor C WS ports only

35. Signal Degrade received (SM&WI&ayer)" - fggﬁé@%d 155 ports only

36. Signal Degrade recelved/(/%B\ er)* - for lized-155 ports only

37. Payload Mismatch recei\oéd mhy& % Sfor Channelized-155 ports
only /_\

38. Payload N\ls ch\'\@ CﬂSLI\/\ W}Mer)* - for Channelized-155 ports only
39. <@tl -fr rece\n%d (LONK@%DVSGI Layer) - for Channelized-155 ports
only

40. VP loo \elg_aué& (Fault M%%\\%ent in ATM layer)*

41. WOI’]’[II’]UI’[\/ IossJ(E nagement in ATM layer)*

@AIS Alarm Re’c&mmt Management in ATM layer)*

\\\/\}DI Rec@w\%\/\anagement in ATM layer)*
Q\M \\//VC Ioopt%%\&léé (Fault Management in ATM layer)*

VC continuity loss (Fault Management in ATM layer)*

6. VC AIS Alarm Received (Fault Management in ATM layer)*
47. VC RDI Received (Fault Management in ATM layer)*
48. IMA Group Status Change
49. Station clock failure*
50. Module change
51. Card mismatch*

Note * Ajso implemented as an active alarm.
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Corrective Measures

Depending on the reported alarm and its severity, change the unit configuration
or check the integrity of ports, connections or standalone devices (such as
switches, routers, etc.) that take part in the particular application.

If the alarm/problem persists, refer to 7roubleshooting or Technical Support.

6.4 Testing the Unit

<
ACE-3600 can be tested in order to diagnose possible cks @
e Displaying Self-Test Results

e Performing Physical Loopback Tests

e Performing Application Tests

» To access the unit's diagnostics option :
e From the main menu, selec nostlc @

The Diagnostics m%m{ y{a\d

. System

ACE -- ta mmu tions
Q
D:|.a nostics %

. A 11cat10

Please se item 1 3>
ES -prev. menu;. ! anenu, &-exit

Figure 6-38. Diagnostics Menu
Table 6-38. Diagnostics Menu Options
Parameter Descrlptlon Possible Values

System Access the self-test results option Refer to Figure 6-39

Physical layer Access the physical layer diagnostics Refer to Figure 6-42
options

Applications Access the application diagnostics Refer to Figure 6-44
options
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Displaying Self-Test Results

ACE-3600 performs a self-test upon power-up, and their results can displayed in
the Self Test Results screen. In the results screen, "Pass" means that the test has
passed successfully (no error/malfunction has been found), and "Fail" means that
the test has failed (an error/malfunction has been found).

» To access the Self Test Results screen:

1. From the Diagnostics menu, select System.

The System menu is displayed. S
2. Select Self Test Results.

The self-test results are displayed.

ACE-3600 - RAD Data Commun}€3§§;ﬁ§>
Diagnostics> System> Self Test Res

Host memory
Packet memory
Parameter memory

(Pass)

acces > (Pass)

(Pas odic a > (Pass)

Pasis ATM cel > (Pass)

§%§§§%§i> Ethe{§§§é> e test > (Pass)
a

o0

X igure 6-3 ?\ Results
Performing ysi@back T@
f

ACE-3600 supportse@ user-defined physical loopback operations on
>

ports:
ternal lqg \
receive Qat h- internal physical loopback includes a configurable timeout
mech ¥at ends the loopback operation after expiry of the user-defined
period.
[ ]

vV V V V

Flash memory
ATM-155 framer access

External loopback - returns the received data at the physical layer to the
transmit path.
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PHY || ATM ATM | | PHY

User Port Network Port

------------------------ 2 Data path in internal loopback mode \
Figure 6-40. Data Path in Internal Loo@

et
€ - - - > > h\{ ﬁ = — e
PHY ATM AT PHY:
............ > » . . RN N t Iy
(BN
User Port Network:
Figure 6-4 in Exz‘ema@ ‘
The physical loopback i ufablet echanism to terminate
the loopback operation\yp <period.
» To access the diag
o Fr enu, sgfe sical Layer.

The PhysicalNLaver di X\ enu is displayed.
\/ﬂ Y ag\n\ play

\JJACE 3@&% Data Communications

Di ostics> Pby Layer
hysica c >
f opb out ... (5)

Please select item <1 to 2>
ESC-prev. menu; !-main menu; &-exit

Figure 6-42. Physical Layer Diagnostics Menu

Table 6-39. Physical Layer Menu Parameters

Parameter Description Possible Values

Physical Loopback Access the physical loopback diagnostics.  Refer to Figure 6-43
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Parameter

Description Possible Values

Loopback timeout

The duration of the loop operation in 1-300
minutes, to be preformed in the Default: 5
diagnostics. Once the defined period is

over, the loop is terminated and the

Loopback Operation parameter is

reverted to Disable (see Figure 6-43).

The loopback timeout is applicable for
both external and internal loops.

» To access the physical loopback diagnostics opti
e From the Physical Layer menu, select Ph

The Physical Loopback menu is displayed.

O

ACE-3600 - RAD

uniéw@;ions
Diagnostics> Physical layer> Ph @ oopba

1. Port type

>

2. Port number
3. Loopback operation

Please select <
ESC-previou (Y

memﬁ\ t

N\
@abl@

! M P g@b&k Diagnostics Menu

%4. Ph

ack Diagnostics Menu Parameters

Parameter Dea(.ri{tiore\

Possible Values

\04 type @e diagnosed port

ATM-155
Default: ATM-155

1-8 for ATM-155

6-48

N
éo}rt numb% \N}meer of the diagnosed port

oopback The loopback operation mode: Disable
operation e Disable - The loopback mode is External
disabled. Internal

e External - The received signal for this
interface is looped back out through
the corresponding transmitter in the
return direction.

Default: Disable

¢ Internal - The signal that is about to be
transmitted is connected to the
associated incoming receiver.

Testing the Unit
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Performing Application Tests
Application-level tests are performed at the following categories:
o Performing ATM Cell Tests

e Performing IP Connectivity Tests.

» To access the application diagnostics menu:
e From the Applications menu (see Figure 6-44), select Appli ions.

The application diagnostic options are d|splay@>d

ACE-3600 - RAD Data Communi on@
Diagnostics> Applications> &
1. ATM >
((\@

2. IP >

>
Please select item <1 to 2>

ESC-previous menu; !-mai (frTeg xit
Figure 6 @n D/agn%&/ons
Performing AT, @ '
ATM cell tests nvoked a ed from the Cell Test menu.
t meny
%J is displayed.
is displayed.
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ACE-3600 - RAD Data Communications

Diagnostics> Applications> ATM> Cell test

1. Port type > (ATM-155)
2. Port number ... (1)

3. VPI ... (0)

4. VCI ... (32)

5. PTI > (User cell)
6. CLP > (CLP 0)

7. OAM function > (AIS)

8. Payload ... (00)

9

. Number of cells ... (1)
10. Send cell > (Of£)
>

Please select item <1 to 10>

ESC-prev. menu; !-main menu;
Figure 6- 4@/!4@71/
Table 6-41. Test ?@
Parameter Description \) Possible Values

Port type Port Wsmal or )\Q\/ ATM-155

Port number \&N)ejK{l\Q\p numb&Q\\) 1-4 for ATM-155

VPl f/b \}\\@ﬁt)est s FQQ\ 0-4095

\\ \\\%@ cell tﬁ%{\\) 32-65535
N

The cell t %I Valid only for F5 OAM User cell
el S OAM segment
OAM end-to-end

Default: User cell

N
L ﬁ%e cell test's CLP CLP O
CLP 1

Default: CLP O

OAM function The OAM function of the cell test. AlS
Note: Applicable only in case of an OAM PT/  RDI
(see PTI above) or V/Cl 3/4. cC

Payload Payload content of the ATM cell. 00-FF Hex
Note: In case of OAM PTI or VCI3/VCl4 Default: 00

(F4 or F5 OAM cells), the payload is
automatically set as 6A, and it cannot be
changed.

Number of cells The amount of cells to be sent in this test 1-10000
Default: 1
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Parameter Description Possible Values
Send cells Use this command to start or stop the Send

sending the cells. When off, no cells are Off

sent. Default: Off

Performing IP Connectivity Tests

The IP connectivity tests include two types of tests:

e Ping test - allows you to send packet shares tow@d a

¢ |IP route tracing - allows you to send trace-r,

IP address.

Pinging IP Addresses

Pinging helps determining the connet@f ACE-360
an IP network.

To perform a Ping test:

)

ith @ remote unit over

1. From the Applications enu (see F %J , select IP.
The IP menu ap
2. From the IP menu %Q
The Pln(g> e@; dism
0 - av¥Communications
Dlag t1cs> icatiq ing
1. Destl iox IP @dd s . (100.10.151.201)
2. finite numb pa kets > (No)
umber of p (1)
ayload (32)
art
Please select item <1 to 5>
ESC-previous menu; !-main menu; &-exit

Figure 6-46. Ping Menu

Table 6-42. Ping Options

Parameter Description

Possible Values

Specify the destination IP address towards
which the ping packet is to be sent

Destination IP
address

0.0.0.0-
255.255.255.255

Default: 0.0.0.0

ACE-3600 Ver. 5.2
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Parameter Description Possible Values
Infinite number of  Defines whether the ping packets are sent  No
packets infinitely or according to a specific number  yag

of packets defined below. Default: No
Number of A specific number of packets to be sent. 1-10000
packets Valid only if No is selected above. Default: 1
Payload size Size of the ping payload, in bits. 321450
Start/Stop

Activates the ping test according to the \V Q
parameters above.
To stop the pinging, re-sele is\optio

or exit the Ping menu.

Note  Only one ping session is allowed at a
Tracing IP Routes
Tracing an IP route allows
>

2. From the IP

u, select Ir. %@
eTracp}(oute isdigplayed.

&sti
Star

>

Please select item <1 to 2>
ESC-previous menu;

I-main menu; &-exit

ACE 605% RAD Data Communications
<
NDid@gnostics> ons> IP> Trace Route
address (100.10.151.201)

Figure 6-47. Trace Route Menu

Table 6-43. Trace Route Options

Parameter Description

Possible Values

Destination IP
address

Specify the destination IP address towards

which the trace-route packets are to be
sent

0.0.0.0-
255.255.255.255

Default: 0.0.0.0
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Note

Parameter Description Possible Values

Start/Stop Activates the route tracing towards the
specified IP address.

To stop the tracing, re-select this option or
exit the Trace Route menu.

Only one route tracing session is allowed at a time.
v %

)

icatigons or other inputs.

6.5 Troubleshooting

The following troubleshooting chart is based on LE

ctions. If a
, please contact

roub/e@L ﬁ@ Chart

Fault/Problem (» \alg}u/se A(\\\\ﬂ Remedy Action

The unitis \\@ Check that both ends of the power
(POWER LED is (off) cable are properly connected.

The uni

(PO

is "de Disconnect the power cable from
LED |s o] both ends and replace the fuse with
another fuse of proper rating.

\{ Y LED Xét failed Access the Self Test Result screen
to locate the failure and then send
the unit for repair. If the screen is
not accessible, sent the unit for
repair.

ATM-155 SYNC ATM-155 Rx e Check the ATM-155 statistics
LED is off path failure ° (ATN\-].55) UDOH A|S, check

remote unit status

e Check the fiber or cable and Rx
levels, as well as the remote unit
Tx level

ACE-3600 Ver. 5.2
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Fault/Problem Probable Cause Remedy Action
ATM-155 SYNC ATM-155 Tx e Check the ATM-155 to verify RDI
LED blinks path failure received

Check the Tx optical power to
see whether it is in range. If out
of range, send it for repair

Check the &iker optic
connections
I§> n able to see
Or stggight cable

Ethernet LINK LED Ethernet cable problem
is off

the port by connecting to
rent port switch at the

@ adi
remote
Q' Send VKR for repair

ATM service problems Physical lay blems o C ES statistics.
o \(Foll edial action described
-155 SYNC LED is off and
@ @ QNET/SDH SYNC LED blinks.

ATM service problems layer lem Check the ATM OAM statistics. If
AlIS or RDI is received, check ATM
network modes.

% e Use CC to check ATM connection
\\ (N integrity.

~

Echo irf voice e Check the network delay and try
S to decrease the delay
e Try to decrease the CDVT buffer
setting

4, (
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6.6 Recovering ACE Units

This section highlights possible scenarios that may have led to failure. It explains
how to recover ACE-3600 assuming those scenarios.

Note  7p/s section applies to Version 5.2 of all devices that belong tothe ACE-3000

family. Certain scenarios and possible solutions may therefo ply to your
specific ACE unit. S

ACR Failure

The ACE device features an Adaptive Clock Recover
to track a synchronous clock source overPSN-based n

CR) mechanism, designed
orks. The mechanism

e Status of the clock re

e Status of the remot
&

o%%ock Recovery PW
C

overy PW:

iservice over PSN >PW »Status.

\¢2i> 0Q, - RAD Data Communications
:ﬁb 'toringaoé§§i\ca ions> Multi service over PSN> PW> Status

PW > (Clock Recovery)
Opera dl status > (Up)

Local status ... (Forwarding)
Local status faults ... (No faults)

3. Ensure that Operational Status is Up and Local Status set to Forwarding.

If the ACR PW is in Down state, continue investigating using the PW/VCCV-BFD
Failure procedure (RAT Entry #3), as outlined below:

1. Go to Monitoring>System >Clock >Recovered clock>Status.

2. Select Recovered ID and observe the status of the ACR.
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>

4
N
Go to@gation >System >Clock >Recovered clock.
. Ensure that’the ACR is associated with the Adaptive Clock PW.

Installation and Operation Manual

Clock State > (Holdover)
1. Recovered ID[1 - 1] ... (1)

In case of an ACR failure, the clock should be in Holdover state, which keeps the
last known clock frequency and maintains it with a +/- 1ppb offset per day.

e Go to Monitoring >System >Clock>Recovered clock >Statistics.

RX Packets
Lost Packets

Out Of Order Packets

Buffer Underflow

(35266)
(0)
(0)
(0)

The ACR PW runs in 100 pps rate. Make sure that the
increasing at that rate. If PW packets are not receive

B%’l e@ ed
o heck the

remote distribution unit status (part 2).

The lost packets ratio should be below 0.01%.

If lost or mis-ordered packets or buffgé
testing using the packet loss (RAT En
#9).

1. Go to Monitoring>System > urrentclo k
2. Check whether the cur Lﬁce is set f" Qeovered.

\\HXMaster)

\Q§Ei> (Recovered)
(I @

Active Clock
Source
Recovered

If the e|
1. Golto Configu
Ens that h N\ast

)
toR

ion >Syst aster clock.

t to Recovered.

(Recovered)
(Yes)

sec) [1 - 720] cee (1)
- 1] ... (1)

. Source
evertive < >
Walt To

ecovex§§\

. Recovered ID[1 - 1] ... (1)
(Enable)
(Adaptive)

. Activity >
. Type >

. PW number[l - 66]
. Source quality
. Network type

O Ul WNR

(1)
(Stratum 1)
(Type A)

If the parameters above are correctly set, try restarting the ACR mechanism as

explained below.

» To restart the ACR mechanism:

1. Go to Configuration>System>Clock>Master clock.

2. Change the Master clock source from Recovered to Rx Clock.
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1l. Source > (Rx Clock)
2. Revertive > (Yes)

3. Wait To Restore (sec) [1l - 720] ... (1)

4. Port type > (E1)

5. Port number [1l - 16] ... (1)

3. Save your changes.

4. Change the Master clock source back from Rx Clock to Re&vered.
1. Source > (Reco ed)
2. Revertive > (Y
3. Wait To Restore (sec) [1l - 720] ..§> (1
4. Recovered ID[1 - 1] o K9 (\

Determining the Condition of the Clock’'Recovery PW on the

Distribution Unit

In order to generate the Clock PW pa e JDM interface that will be the
clock source of the node should be in sy te.
ecovery PW:

» To determine the status of the

Go to Configuration »S %I ck>Master cl

1.

N
1. Source \Q§j> <;Tﬁx Clock)
4. Port type g;> <i> Qiig% (ATM-155)
5. Port numler 16] Qg§§§\ e (1)
: g

ace is not in LOS condition.

4. ing an alternative clock port for the system

Monitoring >Applications >Multiservice over PSN >PW »Status.

Ensure that the PW Operational status is Up and the local status is set to
Forwarding.

PW Number [l - 66] ... (1)

PW type > (Clock Distribution)
Operational status > (Up)

Local status ... (Forwarding)

Local status faults ... (No faults)

Remote status ... (N/B)

Remote status faults eee (=)

Out PW Label[16 - 1048575] ... (16)

8.

ACE-3600 Ver. 5.2

If the PW Operational status is Down, continue investigating using the
PW/VCCV-BFD Failure procedure (RAT Entry #3).
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9. If the cause of the failure is still unknown, reboot the clock recovery unit.

» To reboot the clock recovery unit:
1. Go to Utilities and select Device Reset.
2. Press <Y> to confirm your request.

The device resets.

Are you sure (Y/N)?
Confirm by pressing “y”, the device will reboot in seconds.

If rebooting the device proves ineffective, replacex{he Recayery unit and contact
Tech Support.

<&
Note  7he entire device resets, causing service outage for th ati @‘ boot
process and the PW sync time. %

Physical Link Failures

e relevant
it7 It is also possible
r has been removed.

Physical link failures may occur physital-malfu

interface either on the AC device con
is physically d%

that the wire connecting t

| %@

i ic® over PSN >PW >Status.
gcoveny PW vtrél“ )
>System S.

>

LOS state.

|derdy
If relevant alarm \
Go to Configurat sical layer>Port >E1/T1/STM-1/0C-3/GbE/ETH.
rify thatlthexelevant port is enabled.

t
/2. Po§§§§\ vation > (Enable)
3. Go to Diagnostics >System »Self-test results.
4. Check that there is no failed component related to the faulty interface.

Host memory ... (PASS)
Packet memory ... (PASS)
Parameter memory ... (PASS)
Flash memory ... (PASS)
Fast Ethernet access ... (PASS)
E1/T1 framer access ... (PASS)
TOD access ... (PASS)

5. If Fail appears on the relevant interface, replace the unit or switch to the
redundant Main Card.

6. Go to Configuration>System >Protection >Main card redundancy.
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7. Select Switch to other Card.

The redundant main card becomes active.

» In case of Ethernet interfaces:
1. Go to Configuration>Physical layer>Port >Ethernet.

2. Check that the Auto Negotiation, Speed and Duplex modes match the
configured values on the access switch/router.

. Port number[l - 2] ... (1)

Ul b WD
V V V V

. Port activation (Ena?ie)
(Enable
(100 ul ‘hb. ex)
( is2§§e)
3. Once the physical fault has been identified, i

. Auto Negotiation
inue\}@g}ge following
recovery actions:
.@ iring.

. Max capability advertised
. Rate limiter
b. Use a different port on cross con patch pan#l devices connected
to the ACE.
physical @
@ Q
ilure)may bi one of the following sections:

a. Replace the cable and check ¢

c. Check the connect

Replace the ACE

e

PW Logical Failure

The rea

ult of the u rlyingZinfrastructure
ult of t% Iythg transport protocols:

<

e Physical laye

=V ical failure.

Determining Physical Layer Faults

» To determine physical layer faults:
1. Go to Monitoring>Physical layer>Port>Ethernet »>Status.

2. Ensure that the relevant ETH/GbE port carrying the PW is connected and
synchronized at the highest supported speed.
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MAC address .
Mode >

Rate >
Status >

(00-20-D2-28-D1-AB)
(Full Duplex)
(100Mbps)
(Connected)

» To continue the physical link failure analysis if the relevant PW is not connected:

1. Go to Monitoring>Physical layer >Port >Ethernet »Statistics.
2. Verify that traffic is transmitted and received by the reIe\%\ETH/GbE port.

Rx Correct frames

Rx Correct bytes

Tx Correct frames

Tx Correct bytes

Rx FCS errors

Rx Congestion dropped
Rx Alignment errors
Single collisions
Multiple collisions
Deferred transmit
Late collisions

3. Ensure that there are

0 determin ical layer faults on IP (ARP):

1. Go to Monitoring>Applications >Router >ARP table.

2. Verify that the remote device (Layer 2 networks) or default gateway MAC

address was learnt by the local ACE unit.

IP address MAC address
192.168.100.1 00-20-D2-2A-60-55

3. If this is not the case, attempt to ping the address in its subnet from the

local ACE unit:

» To ping the remote device:

1. Go to Diagnostics >Applications >IP>Ping.

2. Specify the remote device's IP address and then select Start.

Recovering ACE Units
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The local ACE unit starts pinging the remote device.

1. Destination IP address ... (0.0.0.0)
2. Infinite number of packets > (No)

3. Number of Packets[1l - 10000] cee (1)

4. Payload Size[32 - 1450] ... (32)

5. Start

» If no response is received:

1. Check that the remote device is properly connected and configured (IP
addresses and routing).

2. Check the path connectivity using the trace route %
» To use trace route to check the path connecti
1. Go to Diagnostics >Applications >IP >Trace Rout

2. Start the race route.

1. Destination IP address .. 0.0.0.0)
2. Start <:\> (ig?\\

PPPoE @
In the case of PPPOE, you perationa E session active.
» To determine logicalia on PPPOE(

1. Make sure w.‘ . ati P sion active.
2. c@ aI |a\\%

(Down)

(0)
(00-00-00-00-00-00)
(00-00-00-00-00-00)
(0)

> (Down)

> (Down)

> (None)

(0.0.0.0)
Remote MRU ... (0)

\%

3. Check the status of the PPPoE session and what negotiation parts opposite
the BRAS/LNS were completed successfully.

4. In case the local IP is not received, check the credential allocation for the
session on the RADIUS server.

» To check the credential allocation:

1. Go to Configuration>Logical layer >PPPOE.
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. ID[1 - 4]

. AC name

. Service name

. Scheduled restart >
. Back-off random rangel[sec] [0 - 600]

. Minimum authentication level >
. Username

. Password eee (-

. Confirm password e

. VLAN tagging > (-)

2. Reenter the user name and the password for theSessidH i e restart
the PPPOE session.

3. Check the minimum authentication level ( P/P& e security

~ e~ e~ A~~~ o~
1
~ O~~~

W oo o Ul WD R
~

[
o

settings on the LNS.

LDP

This applies if LDP is used to exchange unnel label

» To monitor the LDP:

e Go to Monitoring >Appfgéa§' L%)LDP >HeE,IPQ %
|zoP 1D Peer IDP\ID “.—/ Type \\lnterval Time left |
\§ <i> D 2

onitors the path between the PW
gssages between units.

-alive message in the given time-frame, a

ification i is disabled (Down).
To lyze the statu e mechanism:

Go to !\/\onit%\ri\ ations> Multiservice over PSN >PW »Status.
NN
PW N 20661 e (2)
PW > (ATM VP N to 1)
VCCV_ tatus > (Up)

There are four basic states for the BFD mechanism:

e Init: The BFD failed to receive any BFD messages from the remote unit. Check
if on the remote unit BFD is enabled.

e Control-detection-time-expired: The local system did not get BFD packets
from each other at the predefined time interval. Check the network path
between the ACE unit and the remote unit.

Increase the detection multiplier and the Min Tx interval to see if the alarm
can be cleared.

» To access the Detection Multiplier and Min TX parameters, go to
Configuration >Applications >Multiservice over PSN >PW >General
parameters.
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§

10.
11.
12.
13.

OAM mode > (VCCV-BFD)
Detection multiplier([2 - 60] ... (5)

Min TX interval (usec) ... (1000000)
Min RX interval (usec) ... (1000000)

Neighbor-signaled-session-down: The remote system does not get the BFD
packets from the local system. The local system gets BFD packets from the
remote system.

Check if BFD messages are indeed received on the remotenit. If not
continue using the same PW procedure on the remote unit,

No-diagnostic: Both the local system and the renfote sydte 1 BFD
packets from each other at the predefined time in L.
If the BFD keep-alive cannot synchronize, ble B th PW units

to overrule possible network filtering of <thfe messag

To disable the BFD:

Go to Configuration >Applications ice over PSN>PW >General
parameters and set OAM Mode to Diséable. (\x

1.
[10. oaM mode = > (({Disable) |
2. If VCQV_BFD status is U %@twork fi%gg the firewall may be
blocking VCCV-BFD
3. M ®

[1&)) (2)

> (ATM VP N to 1)
> (Up)
(Forwarding)
(No faults)
(N/3)
(-)
(17)
(17)
(1)

In case BFD is acti o} i gMApplications >Multiservice over
PSN >PW >Stat €> O
= QO

Check &cal status reports:

PSN-RX Fault - The reasons that the PW Local Status is PSN RX Fault can be
one (or more) of the following:

= The BFD is Down-Detection time expired.
» The Physical link which carries the PW is disconnected.

If in Forwarding state, go to Monitoring >Applications >Multiservice over PSN >
PW >Statistics.

Check whether there are Tx packets toward PSN side and also Rx packets
(provided that the Attachment Circuit is generating traffic).
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ETH Port 1 PW type ATM VP N to 1

RX packets ... (0)
RX congestion dropped ... (0)
TX packets ... (473)
TX congestion dropped ... (0)
TX timeout ... (0)
Packet loss event ... (0)
Mis-order dropped packets ... (0)
Reordered packets ... (0)
Unknown VP/VC cells ... (0)

O

» If packets have not been received, proceed as follows:
1. Check PW In/Out labels on both end PW devi

over >PW»General
points to another

2. Go to Configuration>Applications >Multi
parameters and change the In/Out labels use
value to rule out duplication issues:

P AN

5. Out PW label[16 - 10485751\\_ ) EY
6. In PW label[16 - 65534] (\) ... ,)»('(K
N N
3. Check if the LDP mode is u LDPWme %s activate.
4. To check on the LDP mpdé, Configuratidr{>A tions >Multiservice
over PSN>PW>Gene arame
AN A
"4. Provisioning moﬁé// N ﬁ:;\ N> (LDP PW id) "

5. Mhe T M/Label range.
6. PW ID mie on both end PW devices and
i ied below:
Configuration >Applications >Multiservice
ameters.
4 ovisionin > (LDP PW id)
Yi. PW ID[1 —Q%\ 51 ... (5)
he s ains unchanged, check the path connectivity connecting
the P ints, either by enabling BFD or validating the path using the
PSN OA Is.
Disconnected

The device is no longer reachable remotely (telnet/SNMP/Web)

Note
In case of remote management loss to the ACE unit, you should use a local serial

connection to analyze the problem.

Management failure can be related to:
e Management path disconnected
e Incorrect access parameters

e Failure of the Management plane in the ACE unit.
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Management Path Disconnections

Do the following:

1.

Check that the physical interface used to manage the unit is active.
= If inactive, follow the Physical Link failure procedure.

Check if there is ping connectivity from the management system to the ACE
unit and vice versa:

» To perform the ping test:

1. Go to Diagnostics >Applications >IP>Ping. &
2. Enter the IP address of the ACE unit and se% SE@. @
1. Destination IP address ( agé%IP Address)
2. Infinite number of packets > (No)
3. Number of Packets[1l - 10000 )
4. Payload Size[32 - 1450] e
5. Start @

If the ping times out, continue using the g{} ute o

%”OWSZ
Go to Diagnostics >Ap |cat| Trace Route.

1.
2. Enter the IP address of nd seleckSta
1. Destination IPK% r §§§z> Q;O 0.0.0)
2. Start G:>
3. Check net \v'rt%ssue aII settings.
4. C unite terface (host IP) is configured
C
To uter |n
Config >Ap&$§§t|o > outer>|nterface
N2, Number [1 - ce. (1)
\ Name ... (Interface-1)
3 3IP add ... (192.168.100.2)
- IP mask\ ... (255.255.255.0)
6. Make s&at the correct routes are defined on the ACE unit to enable it to
reach the management network.
7. To do so, go to Configuration >Applications >Router >Static route.
1l. IP address ... (192.168.100.1)
2. IP mask ... (255.255.255.0)
3. Next hop ... (0.0.0.0)
4. Next hop interface number [l - 32] ... (1)

Incorrect Access Parameters

» To verify management access parameters:

1.

ACE-3600 Ver. 5.2

Go to Configuration >System >Management >Management access.
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1. SNMP > (Enable)
2. Telnet > (Enable)
3. WEB > (Enable)

2. For SNMP access, check that the communities settings match those on the
Management system.

To do so, go to Configuration >System >Management.

7. Read community ... (publyic)
8. Write community ... (publi
9. Trap community - .- (public

3. For SNMP access, make sure that the Managemen

tsyst @ Ss is
defined under the device manager list.
To do so, go to Configuration>System> mentyManager list.

1. IP address N\ (192.168.100.154)
2. Trap mask m > (None)

4. Make sure that the specific manage

e is ena r management.
out rface:
(RN

To do so, go to Configuratio lica
LN

8. Management acces.é.,\ \\/ @ \(}:\pable

N/ M)
S
Failure of the M nt Pla % ACE Unit

A ate r onfigured, capture alarms and log
>System m
ng>Sys og>View event log.
evic d corgact tech support.

<

file:

1. Golto Monito

To restart go to Utilities and select Reset Device.

RN

r\e%ou su Nk?
\F nfirm b es8ing “y”, the device will reboot in 5 seconds.

Lo f ATM Cells

ACE units may discard cells for the following reasons:
e Physical line errors (CRC errors)

e Policing/Shaping issues.

e Rx congestions

e Packet loss/missorder.
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Physical Line Errors

In case of physical line errors, cells might be discarded due to bad HEC. To
monitor RX, TX and HEC cells, do the following:

1. Go to Monitoring>Applications >ATM >Port.

TX cells ... (0)
RX cells ... (0)
Uncorrected HEC cells ... (0)

2. Perform a physical loopback on the monitored po@ and\ge k\\egls from
the adjacent ATM device. To start the physical loo g
Diagnostics >Physical layer >Physical Loopback:

1. Port type \E&;
2. Port number[l - 16] N (1
3. Loopback operation /?:is\ > (External)

3. If the problem persists, replace the necting th vices.

4. If the problem still persists, re it.

5. Check whether the ATRNIRLE i i DQ cell delineation).
To do so, go to Monito ' bACt {I dtook for the LCD event.

<

Policing/Shapij @ %@
In case of an tion drop, itis\possibfethat the error is related to shaping
settings. i Rx | ailure procedure.

If the'\pumber of, ing dis
olicin echarﬁ%ﬁ may cays

RX con tio

opped ... (0)
S o
(0)

olicing dj
Policingq%;
NN

check licing parameters:

Go to Comfyguration >Applications >Multiservice over PSN >PW >Service
parameter>Attachment circuit.

The Attachment Circuit menu appears with the In TD parameter.

[6. In TDIO - 99999] .. (3)

2. Take a note of the In TD parameter.
3. Go to Configuration>Applications >ATM >Traffic descriptor (TD).
4. Enter the TD index you noted from the PW In TD.
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1. Traffic descriptor number[1l - 99999] cee (3)
2. Service category > (CBR)
3. Mode > (Policing)

Before changing any TD settings, consult with the network planning /architecture
division, as you will need a specific TD value. The choice of this value may also
affect unrelated network services.

Rx Congestions

determine this, go to Monitoring>Applications >Multiservite vve
PSN >PW >Statistics.

RX congestion dropped O (0)

e Continue using the Rx congestio

Packet loss/Misorder

Check the Packet Loss Eve
the misordered packets. To

over PSN>PW >Statistic%./(>\ @ \j
Packet 1o§§;§y§n€( \€j> <(Q\\§:D ... (0)

. Continue@ssé%%@%ﬁure procedure.
Packet Loss/Packets Mis er %

acket lo i der eventsarewsually caused by the PSN network carrying the
PW packets. The mo Q mQIY causes are congestions, BW bottlenecks, and
queuing perf etc.
‘1 CE unit (- Sy identify these impairments and some corrective measures
3 k

n beée ta

-"&- SVACE unit to minimize or eliminate them.
0 enable detecting packet loss and misorder:
e (o to Configuration>Applications >Multiservice over PSN >PW >General

parameters and enable Sequence Number.

" 8. Sequence number > (Enable) "

If Sequence Number is disabled, packet loss and misorder cannot be detected.

Packet Mis-ordering

» To check for the amount and frequency of mis-ordered packets:

e Go to Monitoring >Applications >Multiservice over PSN >PW >Statistics.
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>

>

>

>

ACE-3600 Ver. 5.2

Press (N) to see more counters
Mis-order dropped packets ... (0)
Reordered packets ... (0)

Reordered packets are originally mis-ordered packets, which have been returned
to the correct order by the ACE device.

Mis-order dropped packets are packets, which could not be reordered by the ACE
unit.
To configure packet reordering:

1. Go to Configuration>Applications >Multiservice ovér PSN {Genera M

parameters.
2. Make sure to enable PW Reordering. &
1l. PW miss-order window size (packets) > (4)
2. PW reordering > (Enable)

window size. Note that in

A se the mis-order
". lay.
.

In order to reduce the cha r, try inc g the gap between
consecutive frames trapgmitte hié> n be controlled by
increasing the timeout and/orth adket (concatenation) in ATM
PWs or the paylogd }

To acces e M PWs:

atig
e (o to Configuration >Applicati ultiservice over PSN >PW >Service
pa eters% {<\

1. MAX cells concaten ion[l - 29] ... (1)
2 imeout mo & > (Enable)

parameters.

. PW timeouyt [100 - 5000000] ... (100)
N\
access t size parameter in TDM PWs
Go to C fation >Applications >Multiservice over PSN >PW >Service

1. payload size (frames in packet) [2 - 256] ... (8)
payload size (bytes) ... (248)

If no change is detected in performance:
1. Correct the network performance.

2. Make sure that QoS is active for traffic transmitted towards the PSN.

To correct for packet loss:

1. Check the following counter to examine the amount and frequency of lost
packets. To do so, go to Monitoring>Applications >Multiservice over
PSN >PW >Statistics.
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Note

ATM PWs

Packet loss event ... (0)
TDM PWs

Missing packets ... (0)

2. Check that frames are not being discarded on the ETH/GbE physical level on
both the receiving ACE unit and the transmitting device:

3. Go to Monitoring >Physical layer>Port >Ethernet >Statistics<\

Rx Correct frames
Rx Correct bytes
Tx Correct frames
Tx Correct bytes
Rx FCS errors

Rx Congestion dropped

congestion events that are event
receiving device.

Qo er Psn&@%ﬁstics.

5. Go to Monitoring >Applications >Multisgrvice
TX congestion droppeﬁgz;> ..Q§§§>
TX timeout = (-

6. Reduce the throug N@H/ﬁ%itt anhelp minimize the packet
loss events caused by B tongestion Ei@eﬁ@twork.

. ord mitted @ will always cause an increase of
J be perfor, units simultaneously.

W

/ﬁ. MAX 8§$§§ concatenation[l - 29] ... (1)

2. Timeout mode > (Enable)
3. PW timeout (usec) [100 - 5000000] ... (100)

the receiving and the transmitting devices
rly egnfigured:
< .
ccess the max catenation parameter (ATM):
0 to Confy >Applications >Multiservice over PSN >PW >Service
p rame*t\&&

» To access the payload size parameter (TDM):
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e (o to Configuration>Applications >Multiservice over PSN >PW >Service

parameters.
1. payload size (frames in packet) [2 - 256] ... (8)
payload size (bytes) ... (248)

With regard to packet loss, check the following:
MTU

e Check that the MTU transmitted by the ACE does not exceed the smallest
MTU configured in the network
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QoS

e Check that QoS is enabled on the network for the PW traffic on the entire
path (end -to-end) and in both directions.

e If VLAN is used, check that the expected VID and p bits are configured on the
PW.

e If MPLS EXP bits are used, check that the expected EXP bits are configured
under the PW.

e IfIPTOS is used, check that the expected TOS byte is confi d correctly.
e Go to Configuration>Applications >Multiservice ove€l PSW arameters.

PW number [l - 66]
PW name
PSN type
. TOS[0 - 255]
. EXP bits[0 - 7]
. VLAN tag @
. VLAN ID[0 - 4094]

. VLAN priority[0 - 7]

u b WD

Power Supply and Fan Failure

If the log file reports a a|Iure 0 an ure, do the following:

1. Goto N\onltor

Under the t| Arms Tist, go t g>System >Active alarms.
2. Y
3. Go to Inven

tlog> |e tlog OR

Descri
10 NACE - 00 Chassis
2. 4001 -3200.PS
3. 4003 N CE-3200.Fan
\\
The pow: a d the fan tray can only be replaced in ACE-3400/3402/3600
yunits. In cas C(E-3100/3200/3105/3205/3220, the entire unit must be
replaced

Changing the Fan Tray

After removing a faulty fan tray, the new fan tray must be inserted immediately.

» To remove the fan tray:

1. Using a flathead screwdriver, unscrew the two screws that tighten the tray to
the unit.

2. Carefully pull the fan tray out of the chassis.
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» To install the new fan tray:

1. Carefully check the fan tray for foreign objects and dirt that may have been
trapped inside, and remove them.

2. |Insert the fan tray in the left chassis slot, and slide it in until its rear
connector engages the mating connector on the backplane.

3. Secure the fan tray by tightening its two screws using a flathead screwdriver.

e Check that the power source is operativex

Changing the Power Supply Module
<
» Before deciding on changing the PS module:
e Verify there was no momentary power fail & 4

1. Make sure to disconnect the pow
supply module.

ble befor oving the power

o ti serew that secure

5 upp un@x the chassis.
S
3

2. Using a flathead screwdrive
the unit to the chassis

3. Carefully pull and ren

i ‘Qv\ d 0 ACE-3400, ACE-3402 via a 3-prong plug. AC power should
> i ‘\gie; gh the 1.5m (5 ft) standard power cable terminated by a 3-
cable is provided with the unit.
Two power cables may be connected to the unit simultaneously.

Redundant Main Modules (MC)

ACE-3600, ACE-3400 and ACE-3402 allow installing two main modules to ensure
continuous operation when one module is reset, restarted, or stops operating for
any reason. In such cases, the redundant main module immediately takes over
the unit, using its own pre-configured settings.
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This protective mechanism is available provided that the following conditions are
met:

The Standby MC cannot be viewed while offline.

To verify that the requirements protective mechanism (r
HW Version

1.
2.

The two installed main modules are identical, in terms of both their hardware
and software versions.

Configuration database is identical.
Inter-module communication is valid.

Redundancy support is activated (configured to ON).

Go to Inventory.

Scroll to the right using CTRL+R.

HW revision FW re‘y\si\sigﬁ,;\ 1.1-Cc\0-2A

Note nspecting the Standby main modate(offli Q ), the ‘s\% would require a

R

ACE-3600 Ver. 5.2

forced redundancy flijp th prect data.

g@}edundancy.

3. Go to Configuratio S lon >Main
4. Switch to the o ©
5. In case of i h ' hardware versions, replace the
sta
SW Vv
Go
2. Scroll
Name SW revision
E\{ ACE-3400 N \ 5.20B2T1/Boot-3.00-233MHz
Inspectin dby MC (offline card), the hardware would require a forced

redundancy that might affect data.

3.
4.
5.

Go to Configuration >System >Protection >Main card redundancy.
Switch to the other card.

In case of a mismatch between the installed SW versions, replace the standby
MC.
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Configuration Database

» To ensure that the DB on both MC is identical:
1. Go to Configuration>System >Protection>Main card redundancy.
2. Select Configuration update to other card.

The configuration update is followed by Standby MC t.

MC Redundancy is Configured to ON ©
The redundancy can deactivated if desired. In opder t@ omatic

1. Card redundancy \—(< \\ (\& (On)

» To monitor redundancy data:
e Go to Monitoring >Syste rotéction)>Card re@lﬁ? i

Active main ca@ \@ @ (Card B)
Redundancy statu (\ @> Configuration mismatch)

ZN %\))
[ ing, check if the reported missing MC was
e d MC.

e Reset to other card or a Configuration Update to the Other Card command
was executed.

e A problem in the communication between the two main modules has
occurred.

If none of the above are the cause of the communication loss, try resetting the
Standby MC.
» To reset the Standby MC:
1. Go to Configuration>System »>Protection >Main card redundancy.
2. Reset the other card.

If the error persists, replace the MC in question.
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Hardware mismatch

In cases in which the two main modules do not have the same hardware version,
replace the main module so that the HW versions are compatible.

Software mismatch

In cases in which the two main modules do not have the same software version,
update the software as explained below.

» To update the software version:

1. Go to Configuration>System »Protection >Main car@red mdaney:

2. Select Software Update to other card.

Configuration mismatch
In cases in which the two main modules do not h the e configuration,
update to the other card configuration.

» To update card configuration:

1. Go to Configuration>System »Protectiqn i daticy.
2. Select Configuration Updaté @ .

» To extract the log file:
1. Go to Monitoring>Syst
alarms \ist Monitoring >System >Active
V) een modules, try to increase the Wait
gth of delay required between two

2. Alternatively, k
alarms.
In fc ec e Swit
it

estore timexJhis defi

co op, Je WTR time can be changed only when the
redu otection is\turied off.
3. change the £ Configuration »>System >Protection >Main card
redundancy en\ R time, specify a different time.
N
\J?.\\gard r \B\by > (On)
. WTR t (sec) [1 - 60] ... (5)

N\
4. If this e%%ersists, contact Tech Support.

Underrans - TDM Pseudowire

The Jitter buffer failed to compensate PSN packet delay variations.

Note The PDV (Packet Delay Variation) Buffer is used to compensate for PDV in PSN
networks. When the network PDV exceeds the configured depth of the Jitter
bufter, an Underrun will occur, resulting in jitter buffer re-initialization process.

Underruns may also be related to clocking mis-configuration or a fault of the
remote TDM interface, which results in a termination of transmission.
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» To correct PDV related underruns:

1. Go to Monitoring>Applications >Multiservice over PSN >PW >Statistics.

ETH Port 1 PW type Basic CES PSN
RX packets ... (13293)
TX packets ... (40771)
Missing packets ... (0)
Mis-order dropped packets ... (0)
Reordered packets ... (0)
Malformed packets ... (0)
Jitter buffer underrun - (1)/\\\
)

2. Observe the frequency of the Jitter buffer underru

* In cases where they periodically recur, i { ! the clocking

2008-07-16
2008-07-16
2008-07-16
| 2008-07-16
v 2008-07-16

2008-07-16

2008-07-1 PW 3

2008~ 3 -3

2008-07-16 PW 3

2008-07-16 PW 3

= R e ote unit was experiencing Underrun condition.

Rx LIM= tRat the remote unit is reporting on failure on the
TDM int
When®RRLNNS up together with Underrun event, continue with the fault
oR yte TDM interface procedure.

* In casethe missing packets counter is also increasing along with the
underruns, it is possible that the underruns are simply caused by the
massive packet loss events and not by high PDV.

»= In this case, continue using the packet loss troubleshooting procedure.
4. Check that the ETH/GbE uplink is running at Full-Duplex mode:
5. Go to Monitoring>Physical layer >Port >Ethernet >Status.

MAC address ... (00-20-D2-2A-60-55)
Mode > (Full Duplex)

6. Increase the jitter buffer configured depth.

The configured jitter buffer cannot be changed on the fly, which means it
would require deleting the relevant PW.
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7. Go to Configuration>Applications >Multiservice over PSN >PW >Service
parameters.

8. Check the current jitter buffer settings.

[2. Jitter buffer (usec)[1000 - 320001 ... (3000) |

9. Go to Configuration>Applications >Multiservice over PSN >PW.

1. PW number [1 - 66] ce. (3)

2. PW name ee. (Voi

3. General parameters >

4. PSN parameters >Q 6}\\
5. Service parameters > /\

10. Select Remove and confirm your request.

12. Ensure there is no degradation on
etc).

If increasing the buffer to jts m
the network element, whi
be caused by the following:

ize did not h required to identify
he high P e bHigh PDV values can

‘E; 3 runs are periodic, their occurrence might be related to
C s\ ion.

more than one clock source in the network.

» To rule out more than one clock source in the network:

e Go to Monitoring >System »Clock >Current clock.

" Active Clock > (“the current active clock”) "

If the active clock does not fit the clocking scenario, continue troubleshooting by
indentifying the Primary clocking interface; as follows:

1. Go to Configuration>System »Clock >Master clock.
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1. Source > (Rx Clock)
2. Revertive > (Yes)

3. Wait To Restore (sec) [l - 720] ... (1)

4. Port type > (E1)

5. Port number[l - 16] ... (1)

2. Check the physical status of the clocking interface and continue using the
Physical Link failure procedure.

3. In case the ACR is not functioning properly (when configu continue using
the ACR failure procedure.

Fault on the remote TDM interface related underruns<>

If the underrun is also associated with the Rx L|
the remote DATA interface (not the clocking i
following:

e Go to Monitoring >Physical layer >W1.

LOS ... (0 BE ... (0)
LOF ... (0) Bw .. (0)
LCV ... (0) DM Q Oy (0)
LCD : . (0)
RAI @ ... (0)
AIS @ ... (0)

fra;ne\sl:l. ... (0)

If LOS or AIS are i
remote unit.

N . .
ached% t be sending traffic to the

%%al Link failure procedure.

quipment for the reason it is generating

Rx Congestion

may OCCULi er located between the PW packets towards the ATM

S

he Rx Congestion dropped counter represents the number of packets dropped
due to congestion on the receive direction, i.e. from the PSN side to the ATM
direction.(Packet Delay Variation) Buffer is used to compensate for PDV in PSN
networks.

» To check the Rx Congestion counter for amount and frequency of dropped
packets:

e Go to Monitoring >Applications >Multiservice over PSN >PW >Statistics.

" RX congestion dropped ... (0)
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Possible causes:

e ATM BW issues

e Insufficient PSN>ATM buffer size
e Shaping problems

e Bursty traffic coming from the remote device.

ATM Bandwidth issues

Check that the ATM attachment circuit related to theﬁN is proyiding
expected amount of bandwidth: &

IMA
Check the number of E1 links belongi % he IMA groyp;
1. Go to Configuration>Applications> > /\((\

"ll. Links in group \) > %@\ "
2. Go to Monitoring Mpp%@N\A >Gro@
3. Check the number of-activeNink e IMA group.

ESN =8
Active TX link® N \\@ Y.. (1)
Active RX [links O @ ee. (1)

4. Go ONNOring xApplication INMA >Group status and check the
avaitable cel\rate e IMm
Av abl X cel a\\\b} ... (4489)
1 te e

%/ Avai RX c%il. (4489)
. /In case the av. rate is lower than expected from the group, continue

ith the | i ocedure.

1. Go to Configuration>Physical layer>Port >ATM-155.

2. Check that the output cell rate is not lower than the expected transmission
rate.

[5. output rate (cps) [100 - 353208] ... (353208) |

Insufficient PSN=>ATM buffer size

The PSN-to-ATM buffer size is determined according to the number of cells per
packet using the following formula:

ATM buffer [cells] = [max cell per frame] x 50
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» To increase the buffer size:

1. Go to Configuration>Applications >Multiservice over PSN >PW >Service
parameters.

2. Increase the MAX cell concatenation value

" 1. MAX cells concatenation[l - 29] cee (1)

Shaping problems

In case the traffic transmitted to the ATM side is shagied by the\A it, check
the shaping parameters configuration:

1. Check the PW Traffic Descriptor (TD) index
2. Go to Configuration>Applications >Multiservi ver PW>Service
parameter>Attachment circuit.

[7. out TDI1 - 99999] LC ) Y

3. Check the TD index parameters \@
4. Go to Configuration >App|icz(r@\>>ATl\/\> fa de@% ).

Traffic descriptor n r - 999] ..§§i;)
Service category (CBR)

@%@&ork planner/architecture, as
%emote device

o define a new Policing TD on the remote ACE:
e Go to Configuration>Applications >ATM >Traffic descriptor (TD).

1. Traffic descriptor number [l - 99999] ... (1)
2. Service category > (CBR)
3. Mode > (Policing)

Another solution would be enabling the shaping on the ATM device connected to
the remote ACE unit so that the bursty ATM traffic is shaped before being
transmitted to the ACE unit.

IMA Failure

Full or partial failure of the IMA group may be caused by the following events:

e Physical failure of the E1/T1 links in the IMA group
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e Number of active links is below the minimal number configured
e Large differential delay between links in the group
e Problem in the IMA control protocol (ICP) between the two machines

e (locking problems.

» To check the status of the IMA group:
e Go to Monitoring >Applications >ATM >IMA >Group status.

NE state > (Operativnal)
FE state > (qK:p(;\;t\'{ 1)

If the group is not operational, continue below: @

Physical Failure

» To determine which links are enable @1 roblematic IMA group:

1. Go to Configuration>Applications>AT @ Q(({N

11. Links in group

(0)

(S > (RN
2. Goto Monitoring>Phys>c\@‘i@>El. @}\)
LOS ... ((0) e e
LOF . w %Q ... (0)

(0)

QSES ... (0)
UAS ... (0)
N N Rx frame slips ... (0)

N N
n case Mﬁ#m, C t&@\vestigation using the Physical Link failure
progedure. S

f Active Links

o check th er of minimal active links in the IMA group:

1. Go to Configuration >Applications >ATM >IMA.

3. Min RX/TX links[1l - 16] ... (1)

2. Check the actual number of active links.

3. Go to Monitoring >Applications >ATM >IMA >Group status.

Active TX links ... (1)
Active RX links ... (1)

In case of a lower number, try to reduce the Min Rx/Tx links under the IMA
configuration to a lower value in order to allow the operating links to restore the
IMA group.
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Differential delay

» To check the current observed maximum differential delay between the IMA links:

1. Go to Monitoring>Applications >ATM >IMA >Group status.

(N)
Max observed differential delay ... (0)

2. Check the value does not exceeds the maximum differentidhdelay allowed.

3. Go to Configuration >Applications >ATM >IMA.

6. Max differential delay (ms) [l - 100] AN A28y
If the observed value is higher than the permitied ore\inc Mowed
maximum differential delay.

Clocking issues

» To check the clocking configuration on the ghoup:

e Go to Configuration >App|icﬁ_0n§\>ﬂl\/\> VA ((\

"9. Common TX clock soﬁ;ﬁg Y\ Q(V“sz (System) "

)
If set to system, check(the 5t %he cur Io@ as follows:
1. Go to Monitor; s k>Curr@ do
1233 AN

Active o > (Master)
> (Recovered)
covered Q ... (1)
Ché@ setting@ggck match the clock settings on the opposite
it.

Ing issues mi S

ause OIF (Out of IMA Frame) irregularities (except

un
ing SES or U the near end).
to M& g SApplications >ATM >IMA >Link statistics.
Q oLF N .. (0

IMA protocol issues

» To check that the Group ID is the same on the ACE IMA and remote IMA group:
e Go to Configuration >Applications >ATV >IMA.

"4. Group ID[0 - 255] ... (0) "

Check that the IMA protocol version is the same on the ACE IMA group and the
remote IMA group:

e (o to Configuration >Applications >ATVM >IMA.
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8. IMA version > (1.1)

In case there are problems in the IMA control plane (ICP cells), check the
following:

1. Go to Monitoring>Applications >ATM >IMA >Link statistics.

| violation ... (0) |
2. Check the number of ICP cells that are in error, invalid orqssing.
3. Go to Configuration >Applications >ATV >IMA.

12. Restart group KS
Confirm by pressing “Y” ~ (\
Q N

The IMA group restarts.

4. Restart the group on the opposite device” connected t e ACE unit.

5. If the problem persists, physically dis¢annect all active links and reconnect

them.

6. If the problem still persists, reset the @\ :
7. Go to Utilities.

(> @\
2. Device reset \@ @\))

Are you sure (Y/N)/T‘\

If the problem still s&é g \stgech t. ©
R

= ®N

)
6.7 req mly uestions

Q es ACE=3600 sy - % over PSN and ATM switching at the same time?
es, both fun t are supported by the unit and can be utilized
‘ i uItaneo
i A

ACE-3600 supports all AAL type (AALL, AAL2, and AAL5) and transfers them
via the PSN transparently.

Q What exactly is the timeout mechanism?

A When using the ATM cell concatenation mechanism, ACE-3600 stores the data
cells until the maximum number of concentrated cells is reached. TDM traffic,
however, requires continuous delivery of data. Accordingly, ACE-3600 uses the
timeout mechanism to reduce the cell storage time before encapsulated data
is sent towards the PSN. The timeout delay value can be set between 100 to
5,000,000 microseconds. The timer accuracy is +500 microseconds.
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Q In packet-switched traffic, what triggers the sending of a packet?
A ACE-3600 has several trigger of sending packet towards the PSN:
»  When reaching the maximum cells concatenation number

= When the timeout timer has expired

= When the end of AAL5 (SDU bit=1, configurable) is received.

Q How can an ATM VPs (virtual paths) be mapped to a pseu

A Any ATM VP can be mapped to a PW using 1:1 mo% (1 VPP or N:1
mode (N VPs per PW).

Figure 6-48 demonstrates how VPs can be mappe D in the 1:1
encapsulation mode (for more informatio fer X EY.
W | vP
11

= < VP=1

t
VP | PW ETH STM-1

h 802.1p and 802.1q for L2 (VLAN), EXP bits of MPLS
P of the IP layer. You can assign a QoS to each PW

Q How can one calculate the required Ethernet bandwidth for a PW based on
the ATM parameters?

A Bandwidth utilization depends on the ATM connection rate, mapping methods
(VPOPSN or VCoPSN), network type (L2/MPLS or IP), VLAN existence and
number of concatenated cells. A calculator that calculates the bandwidth
based on these parameters can be obtained from 7ecfinical Support.

Q How can end-to-end OAM be maintained over a packet-switched network?

A ACE-3600 transfers transparent End-to-End OAM over the PSN. You can set
the Intermediate mode for the OAM Descriptor, in order to instruct ACE-3600
to transparently forward the ATM OAM cells as user data over the PSN . For
more information, refer to Chapter 4 and Appendix F.
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Q How does the pseudowire connectivity check (VCCV-BFD) works?

A BFD control messages are generated by both the local and remote ACE units,
on both directions of the pseudowire. When the local ACE unit does not
receive control messages from the remote ACE unit during a number of
transmission intervals, it declares that the PW on its receive (RX) direction is
down. The PW then enters a defect forwarding state on the local ACE unit. In
addition, the local ACE generates "control-detection-time-expired" packets
towards the remote ACE, and the remote ACE replies wit

A In packet-switched traffic, some packets are
predefined sequence number. This conditig
Accordingly, to allow proper de-capsulati
a mechanism that fixes this condition by re-or

traffic, ACE-3600 has
ceived packets

correctly.
You can enable or disable the orde ism, o set the 'number
of packets' window (0, 1, 2, 4, 8, 16 © i ACE-3600 will try
to fix erroneous packet sequenc [ . ation, refer to
Chapter 4.

6.8 Tec

or A I 600 ained from the local distributor from
§gct the RAD distributor nearest you or one of
Idwid Th| rmation can be found at RAD's Web site:

offices location, click About RAD > Worldwide Offices ;
chieck Where to Buy > End Users).

¢’distributors lac
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ACE-3600 Ver. 5.2

Appendix A

Connector Pinouts

This appendix details the various connector pinouts available CE-3600.

SEN
A.1 STM-1/0C-3c or GbE SFP Con @
Figure A-1 illustrates the fiber optic connectofs okthe SDN)SONET (ATM-155) or
GbE interface, using SFP transceivers:

Figure A-1. TX/RX Op#i \%@5 Diag ra%'/ SFP unit)
_ @ o |
For the specificati ransI r; er to 7able 1-1in Chapter 1.
=< o\

The Gigabit het connpectax is provided via an SFP transceiver. RAD's SFP-9G
(if ered) has an I<t000BaseT connector, wired as follows (using a
air twisted ¢

A.2 \\Elec %I G@@%&met Connector

trical Gigabit Ethernet Port in SFP-9G

Tabh
X
In Function

1 A+
2 A-
3 B+
4 C+
5 C-
6 B-
7 D+
8 D-

Electrical Gigabit Ethernet Connector A-1
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A.3 Management Ethernet Connector

ACE-3600 has one Ethernet port for out-of-band management, with an RJ-45

connector.

Table A-2. Ethernet RJ-45 Connector Pin Assignment

Pin Designation

Description

1 ETH_RX_P RX+ (3

2 ETH_RX_N RX- ~ . @
3 ETH_.TX_P X+ Q&

4 Not connected -

5 Not connected =

6 ETH_TX_N \) L\ N

7 Not connected ?KK >> Q(e\\

8 Not conne&ted (Q - <\

t balanced (75Q) port. The port's
jonal) of the station clock source with

onnection. This split physical connection
als that originate from the received E1/T1 data
e port's incoming data is for timing purposes

. Station Clock RJ-45 Connector Pin Assignment

Pin Designation Description

1 STAR_TIP RX+

2 STA_R_RIN G RX-

3 Not connected -

4 STA_T_TIP Tx+ for cascading loop the
incoming data

5 STA_T_RING Tx- for cascading loop the
incoming data

6 Not connected -

A-2 Station Clock Connector

ACE-3600 Ver. 5.2
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Table A-3. Station Clock RJ-45 Connector Pin Assignment (Cont.)

Pin Designation Description

7 TTL input Input signal (TTL level), for
unbalanced interface
identification

8 GND Grounding
Note  ror an unbalanced (1200) E1 clock source connecz‘/oQ> use theRAD adapter
cable (CBL-Rj45/2BNC/E1). Other adapter cables may hot ha equyred wiring

for detecting the current of the unbalanced integface,
instructions, refer to Connecting to an Unbalagced E.

Ol 6

~

o Physical connection:
E1/T1/J1 timing

ure a Clock Sharing
Only an exp Ced technicianshould make this kind of physical cable

corneéction. For more ion, contact technical support.

.5 C%*trol Connector

The control connector of ACE-3600 is an RJ-45 8-pin female connector with a
serial RS-232 DCE interface, intended for connection to an ASCll-based terminal.
Connector pin functions are listed in 7able A-4.

e To connect a supervision terminal that has a 9-pin connector to the control
connector, use the appropriate adapter cable (CBL-R)45/D9/F/STR, supplied).
Figure A-3 shows the wiring diagram of this cable.
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Table A-4. Control Connector RJ-45 Pin Assignment

Pin Function

1 GND

2 Not connected

3 Receive Data (RXD) from terminal

4 Not connected

5 Transmit Data (TXD) to terminal

6 Not connected A v Q
7 GND \

8 Not connected

- > = @

&

RJ-45
Connector 9-Pin D-Type Female
Connector
GND | 1 6
NC [P .
b 2
NC | 4 1
X s ) : 3
[ e « U N ettt —‘—v— 4
GND | 7 NN —-mmm oo — 5
NC | 8 X————— - --------- L 8

Terminal Side

FigureX\3. Wiring of RJ-45 to DB-9 Adapter Cable (CBL-R/45/D9/F/STR)

A-4 Control Connector ACE-3600 Ver. 5.2



Appendix B
Boot Management

terminal for downloading the boot software

B.1 Introduction &
(0]

This appendix provides a description of the AC Oa an ASdlI
ft

The ACE-3600 software is stored in the flash mem sections: the boot

sector and the file system.
e Boot sector - contains a boot pr 3 ds initially. Once

e File system - contains up tow ed N nit's application
code. One application ind the other (if
exists) is called the ba ¢ default-executable

ACE-3600 applicati @ never the operating

file is absent or corxbip
Cauti | b -
aution e The boot ¢ vice’ shou ampered with. It should ONLY be
>0after contacting RAD Technical Support.

rsonre
atting thex{ile system ting all files in the system, including the
iNg Mairt; upzand configuration files.

automatically. After powering up, no user intervention is
i when the user wishes to access the file system to modify or
update the ACE-3600 application software.

Boot Sequence

The following is a description of the boot sequence. If the system is working
normally, the entire process is completed within two minutes as follows:

1. The boot program searches for the operating file in the file system. If the file
exists, the program continues.

= |If the operating file does not exist, the boot program searches for the
backup file. If the backup file is found, it is used instead of the operating
file and the boot process continues.
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= |If there is no backup file, you must download a file via the XMODEM
protocol or via TFTP. The received file is saved as the operating file in the
file system.

2. Files in the file system are compressed and automatically decompressed into
the RAM before execution begins.

3. After decompression, the software starts to execute and the user can begin
working.

Using the Boot Options S

When ACE-3600 is turned on, the first screen that app | nboot
screen. &

BOOT WP 787-Rev-Bl
RAD DATA COMMUNICATIONS

Boot software version 2.12 JU 006 8:
Press Ctrl-A to enter debug s

Fi; gure B-1. /Ma creen

If during the boot Ctrl-A is , the boot
Boot Sequence on page B-

If during the boot CtrI- e boo n%screen appears.

BOOT WP 787-R @MENU W

1. File Dow

2. Fike Utility %
K\X

Selec
\/ F/%@Z Boot Options Screen

e downloadin X 3Maws you to download a new software application file (a newer
J @ previo on) into the unit using the XMODEM protocol. In order to use
his functionat®y, two conditions must apply:
[ ]

No application file exists

e File Download was selected after Ctrl-A was pressed.

» To download an application file:
e Type 1 in the boot options screen (see Figure B-2).

The download options appear.

B-2 Booting ACE-3600 ACE-3600 Ver. 5.2
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Application file was not found
Download application file using:
0. Exit

1. XMODEM protocol

Select one protocol:

Figure B-3. Application Download Options
Downloading via XMODEM ©
» To download an application file via XMODEM:
opthons.

A confirmation message appears.

9

Application file was not foun
Download application file using:

0. Exit
1. XMODEM protocol

Select one protoc

Downloading(gﬂgiiégf'

1. Select XMODEM Protocol from the applicgt ownX@

N\
2. T ; M
he XM ile Tr ers
XMO N\deggﬁ%§§g

XMODEM FILE—TRAN

Txk loading

ion fFile. Send the file.

Using the File Menu

Q @'ga@ B-4. XMODEM File Transtfer Screen

The File Menu allows you to perform basic file transfer operations. These
operations are optional.

» To access the File Menu:
e In the boot options screen (see Figure B-2), type 2.

The File Menu appears.
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O w NP+ O

File Menu

Reset the System

File swap: operating backup

Delete Operating file (existing Backup file will be saved as Operating)
Delete Configuration file

Delete ALL File system (Software and Configuration Ffiles

Select operating mode:

Q)

B-4

Figure B-5. File Menu @ @
From the File Menu you can: &\

Reset the system by pressing 0.

Perform a swap of the operating ahd backup files\oy pressing 1.

Delete the operating file by press
automatically becomes the operating fil

ch a case, backup file

Delete all configuration file essing

Caution Deleting the configuration %é\\o@\eﬁgonﬁgura{\@ \tt—régs made for the unit.

Format the files sy ing 9@

Caution Formatting the(fi \S\/e \Ea/ns def&tin \1\H§'rfes in the system, including the

softwg@er g mai ackug@\& iguration files.
)

If you choose to nge t \lfe)s/, an appropriate confirmation message is
isplaye eo ratlon i r ut once you press Y.
S

Booting ACE-3600 ACE-3600 Ver. 5.2




Appendix C
ATM OAM Functionality

C.1 Introduction &

mp TU-1.610.

oint] can be set as an
AM descriptor.

C endpoin d-to-end or
@ ahism per
i @g& detection, and ends

<
ead of the shaper.

ine connectivity at specific points
luding packet-switched networks on

e VC Intermediate Point
e /P Segment Point

e /C Segment Point
e VC End-to-End Point.

ACE-3600 Ver. 5.2 OAM Modes of Operation over ATM C-1
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VP Intermediate Point

When a VP connection point (CP) is set as an intermediate point, it operates as
follows:

e If the other side of the VP XC is also set as an intermediate point:

» F4 segment, F5 segment and end-to-end OAM cells are forwarded
transparently to the other side of the XC.

AlS, RDI,CC, LB :

F4 Segment, Q

F5 Segment, CP2 [
F4 End-to-End,
F5 End-to-End

Intermediate Wermdiate

Figure C-1. VP Inter int - (ase
= When a failure is detect n the | por tevis declared and
F4 segment AIS and en @ AlIS cells are d’towards the
forward direction. @ﬁ
CP1
F4 Segment AIS,
F4 End-to-End AlS AlS 3¢
State

Inteymediate \))b Intermediate
Figure& C-2\\{Pntermediate Point - (ase B

<
C VP XCis set as a segment point:

F4 endd F5 segment and F5 end-to-end OAM cells are forwarded
trarisp to the other side of the XC. F4 segment OAM cells are
dropy from the cell stream, while F4 segment AIS, RDI and CC cells are
counted
F4 End-to-End,
CP2 CP1 F5 Segment,
R A ST S Endio-End
F4 Segment
éDrop
v
Segment Intermediate

Figure C-3. VP Intermediate Point - Case C

C-2 OAM Modes of Operation over ATM ACE-3600 Ver. 5.2
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= When a failure is detected on the physical port, AIS state is declared and
F4 end-to-end AIS cells are generated towards the forward direction.

cP2 cP1
e EdAR | hesssssessssmssmssmise oL R VA
State

Forward

Figure C-4. VP Intermediate Point - QCase

e For OAM loopback cells (see C.3 OAM Loopback), maf
determines the loopback state: &

F4 Segment LB

Lot G LB Indication=1

"l
+

F4 Segment LB
{\\ %ndicationﬂ)

v

VC Intermediate Roint

When a V

fo S:
o \Jf the other C
F5 s g\ ~
£p N
OTRE Qe
fro
\'[+
CcCP2 CP1 F5 Segment,
1 sy F5 End-to-End
F4 Segment,
IIIIII _ F4 End-to-End
Drop
v
Intermediate Intermediate

Figure C-6. VC Intermediate Point - (ase A

» When a failure is detected on the physical port, AlS state is declared and
F5 segment AlS together with end-to-end AIS cells are generated towards
the forward direction.
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CP2 CP1
F5 Segment AIS,
F5 End-to-End AIS AIS ; E
‘— ....................................................
State
Intermediate Intermediate

Figure C-7. VC Intermediate Point - Case B

e |If the other side of the VC XCis set as a segmentgoint:

» F5 end-to-end OAM cells are forwarded transparen other side of
are

the XC. F4 segment and end-to-end and k5 s
dropped from the cell stream.

— \N F5 End-to-End
F4 Segment,
F4 End-to-End,
4\55 Segment
Segment
Figur

e When a failure js.dete

end-to-end A
¢ @ 0

S
ﬁ _______ @Q g

Intermediate

e C-9. V/C Intermediate Point - Case D

For O opback cells (see C.3 OAM Loopback), an ID match check
determine$the loopback state:

C-4 OAM Modes of Operation over ATM ACE-3600 Ver. 5.2
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F5 Segment LB
Lo £F LB Indication=1
o e e e ey el F5 Segment LB
» LB Indication=0
» j Intermediate
NO * 4
ID Check: YES
1) Same LB ID?

2) Destination ID = All 5,7
If Yes - Loopback ID Match

Figure C-10. VC Intermediat mt%\

@ rent point, it operates as follows:

e F4 end-to-end, F5 segment and end- o
transparently to the other si the

from the cell stream, i ent AIS, Rlié

N ) F4 End-to-End,
F5 Segment,

________________ -
@ . F4 Segment

VP Segment Point

When a VP connection point is set as

cells are dropped
lls are monitored.

v
s s
T (NP ot
Figgre (-, VP Segment Point - (ase A
hen F4 seg \\X\‘ are received on the connection point, AlS state is

declared. F4nd AIS cells are generated towards the forward
vection, \ segment RDI cells are generated towards the backward
Q directiony

cP2 CP1
F4 End-to-End AIS F4 Segment AIS
‘— P T P e Tt A L e L AR U LA =
AlS
State F4 Segment RDI _
Segment

Figure C-12. VP Segment Point - (ase B

e When a failure is detected on the physical port, AlS state is declared. F4
end-to-end AIS cells are generated towards the forward direction, while F4
segment RDI cells are generated towards the backward direction.

Figure C-13. VP Segment Point - Case C

ACE-3600 Ver. 5.2 OAM Modes of Operation over ATM C-5
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e When a VP segment point is set as a CC source point, F4 segment CC cells are
generated towards the backward direction.

CP2 CP1

F4 Segment CC
(every 1 sec)

e When a VP segment point is set as a CC si C cells are
expected to be received every second. | ceII received during
the last 3.5 seconds, an AIS state is declared end- nd AIS cells are

ment RDI cells are

( F4 Segment LB
G (LB indication=1)
%\ F4 Segment CC
F4 Segment RDI
—_—

F4 Segment LB
(LB indication=0)

generated towards the forward d n and F4
generated towards the backvvard «

Segment
CC Sink

%&3 OAM Loopback), an ID match check
te (see Figure C-16), and delays are calculated if

en authenticated and returned within 5 seconds (see

C-6 OAM Modes of Operation over ATM ACE-3600 Ver. 5.2
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F4 Segment LB
Lok R 1 LB Indication=1
e B e e e o b il o it i F4 Segment LB
: LB Indication=0
» ' Segment
NO * 4

ID Match

YES
Check:
LLID = Loopback source 102
LLID = all 0's or all 1's?
Figure C-16. VP Segment Po/n/z‘?a \

Segment LB
cr2 \'\W\ LB Indication=0

<
*+

Qi D

calc _ Less than 5 seconds = LB OK
if the L) is 6 Greater than 5 seconds = LB Failed

a ticated
i% Seg i Case G
VC Segment Poin @?
hen a MC.connggtion poingis s a segment point, it operates as follows:

. end-to-end O lls forwarded transparently to the other side of the
C. F4 segme ent and end-to-end OAM cells are dropped from the
cell stream&' egment AlS, RDI and CC cells are monitored.
....................................................... cr1 = F5 End-to-End
F4 Segment,
F4 End-to-End,
‘ F5 Segment
Drop
v
Segment, Segment

Intermediate

Figure C-18. VC Segment Point - (ase A

ACE-3600 Ver. 5.2 OAM Modes of Operation over ATM Cc-7
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e When F5 segment AIS cells are received, AlS state is declared. F5 end-to-end
AIS cells are generated towards the forward direction, while F5 segment RDI
cells are generated towards the backward direction.

cP2 cP1
F5 End-to-End AIS F5 Segment AlIS
‘— P T P e T - S e P PSR P LG S =
AlS
State F5 Segment RDI _

Figure C-19. VC Segment Point - G Q
e When a failure is detected on the physic lared. F5
end-to-end AIS cells are generated towards diréction, while F5
segment RDI cells are generated towards the b rection
CcP2
F5 End-to-End AIS
1 Za
F5 Segment RDI -
Q S Segment
C Se - (gse C
. Whe t pbintis s ource point, F5 segment CC cells are
ra d back& tion every second.
2 CP1

F5 Segment CC
(every 1 sec)

Segment
CC Source

Figure C-21. VC Segment Point - (ase D

e When a VC segment point is set as a CC sink point, F5 segment CC cells are
expected to be received every second. If no CC cell has been received during
the last 3.5 seconds, AlS state is declared. F5 end-to-end AIS cells are
generated towards the forward direction, while F5 segment RDI cells are
generated towards the backward direction.

C-8 OAM Modes of Operation over ATM ACE-3600 Ver. 5.2
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CP2 CP1
F5 End-to-End AIS F5 Segment CC
‘— P A P P A SN P RS- A e NI S M B | _"-
AlS 2
State F5 Segment RDI _
Segment
CC Sink

Figure C-22. VC Segment Point - Case E

e When a VC segment point is set as CC both, it furgtiong |
a sink point.

e For OAM loopback cells (see C.3 OAM Loo
determines the loopback state (see Figi
the loopback cell has been authenticated and
Figure C-24):

@\
N
\@ s ¢ Gt
Ll %@Q5 b s
(N \J)

(>
v Q \Y @egmem
% ‘
gch
eck: VES
pback source ID?
= all 0's or all 1's?
gure C-2 ent Point - (ase F

CP2 & CcPA1 F5 Segment LB

LB Indication=0

%) QA ID
), a elays are calculated if
rned\wythin 5 seconds (see

b

v

<
+

: Segment
Delay
calculation _ _ Less than 5 seconds = LB OK
if the LB cell is Greater than 5 seconds = LB Failed

authenticated

Figure C-24. VC Segment Point - Case G

ACE-3600 Ver. 5.2 OAM Modes of Operation over ATM Cc-9
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VC End-to-End Point

When a VC connection point is set as an endpoint (end-to-end), it operates as
follows:

e F4 and F5 segment and end-to-end OAM cells are dropped from the cell
stream. F5 end-to-end AIS, RDI and CC cells are monitored.

4 Segment,
CP2 CP1 nd-to-End,
F ment,
__F5 o-End
PN
: Drop Q
v> L

Figure C-25. VC Endpoint -

e When F5 end-to-end AIS cells are received, AlS statais declared and F5
end-to-end RDI cells are generat rds the backward direction.
N\ A(F\
N

CP2 U
F5 End-to-End AIS
Q@ >]
6}\ \3‘> F§ End-to-End RDI |

Q \_J End-to-End
Figl nt - Case B
. hen a failur detected\o ysical port, AlS state is declared and F5
end-to-end RDI célls a d towards the backward direction.

CP2 % < CP1

N\

\ State F§ End-to-End RDI _

End-to-End

Figure C-27. VC Endpoint - Case C

e When a VC endpoint is set as a CC source point, F5 end-to-end CC cells are
generated towards the backward direction every second.

c-10 OAM Modes of Operation over ATM ACE-3600 Ver. 5.2
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CP2 CP1
F5 End-to-End CC
(every 1 sec)
End-to-End
CC Source

Figure C-28. VC Endpoint - Case D

e When a VC endpoint is set as a CC sink point, F5 end-to
expected to be received every second. If no CC cel¥has

the last 3.5 seconds, AIS state is declared and F5
generated towards the backward direction

PN

Als
State

CP2

F5 End-toEnd CC

2

-toEnd RDI
. »

F5 End-to-End LB

LB Indication=1
—————————————————— 8 F5 End-to-End LB

LB Indication=0

. \  End-to-End
NO * 4
ID Match YES
Check:
LLID = Loopback source ID?
LLID = All 1's?

Figure C-30. VC End Point - Case £

ACE-3600 Ver. 5.2 OAM Modes of Operation over ATM C-11



Appendix C ATM OAM Functionality Installation and Operation Manual

F5 End-to-End LB
LRa ced LB Indication=0
: End-to-End
Delay
calculation _ _ o Less than onds = LB OK
if the LB cell is Gres hs onds = LB Failed

authenticated Q

Figure C-31. VC End Point - (gse F

Note  Only an ATM host connection can be set as & VC oink

% N
érminge connectivity ecific points in a

arepart o F4 and F5 OAM service,
?@@pback cells can be defined as

C.3 OAM Loopbac

OAM loopback cells are us de

network or between ne

» Loopthe cells back towards the originator according to the standard
definitions.

e Min/max/average delay statistics - loopback statistics is updated for each
VP/VC that generates OAM loopback, upon each time a loopback cell
completes a roundtrip before the 5 seconds loopback cycle period is over.
Statistics are available for both current and previous intervals.

C-12 OAM Loopback ACE-3600 Ver. 5.2
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Appendix D

Clock Modes

This appendix explains the different clock modes (system timi supported by

ACE-3600.
@ 6?\
AN

7

D.1 Overview

The ACE-3600 ATM clock mechanism supports the s
lock) of all ports to a single clock sou @‘ ich serves

device.

roniZation (frequency
the system clock of the

The system clock is referenced from the in (RX) oReither the clock
of a specific STM-1/0C-3c port, was chaseén to s®benchmark for all
other ports, or the clock E1/T1 sour d to the

ACE-3600 dedicated statio C ithpuit transferin data via the station
clock port).

The synchronizatio k c%ck source is achieved by:

e State C- Both the master and fallback clocks of the port are inactive. In this
case, the system clock is automatically provided by the internal clock chip,
named 'SEC', in one of the following modes:

* Hold-over mode - The SEC chip reinstates the timing of the previously
active master/fallback clock source, providing that the previous clock was
active for at least two minutes. Holdover mode is set in slow hold-over
frequency averaging, which means that the averaging filter gives a -3db
response rate for approximately 110 minutes.

*  Free-run mode - The SEC chip generates the clock by itself, if the hold-
over mode could not be initiated.

Overview D-1
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Clock Availability

The master and fallback clocks can be either:

e Available - the relevant port's clock (master or fallback) carn serve the active
system clock, for example when the line is OK and the port is enabled; or

e Not Available - the relevant port's clock (master or fallback) cannot serve as
the system clock, due to port disabling, failure in the receive (RX) line, or lack
of configuration for the fallback clock.

Accordingly, the ACE-3600 clock mechanism sets the active lock to an

available clock (master or fallback). S

However, in the non-reversible mode (when th disabled; for
more information, see Setting the Master Cl 4)\the Tallback clock
continues to be the system clock even if the‘mnas comes available.

There are several triggers that may cause

e The master/fallback receive e has failed
e The master/fallback rec line has beenxest
e The master/fallback t has bee blg>

e The master/fa clo nort has t@%@led

e The mast cl fi ti changed.
The fdllowing figoce i tes%> te transitions:

D-2 Overview ACE-3600 Ver. 5.2
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State B

The fallback clock is the
system clock

State A

Fallback clock's RX line
has been restored while
the Primary cloeks RX

The master clock is the
system clock

ACE-3600 Ver. 5.2 Overview D-3
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D.2 System Clock Configuration
The system clock configuration is performed in accordance with the following
guidelines:

e Two system clocks can be set - Master and Fallback. The master clock has a
default configuration (ATM-155); the fallback clock configuration is optional.

e The master/fallback clock configuration can be derived fro

» The receive (RX) clock of a physical port's incoming from a
remote device (usually from the RNC if ACE-3 is\Us
gateway; see Section D.4, Typical Clock Mode

ck port. The station
clock port can be the active system ctock if i s selected as the

g it), the station clock
port is regarded as a disabled\pc at cannot provide any clock
indication.

Note o |/f the station clock stream i9

QRSS data.

e /fyou disable a port thgt: ralred as the sy clock, or define the
system clock source te Iback, DOt that is already disabled -
the port beco (inactivey.

g J@

or more inforwation, refer to Chapter 4.

D-4 Transmit Clock Configuration ACE-3600 Ver. 5.2
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D.4 Typical Clock Mode

In the following application (see Figure D-2), the master clock is retrieved from
the RNC via an STM-1/0C-3c link, connected to one of the ACE-3600 ATM-155
ports. This port serves as the master clock source.

At the same time, the TX clock of all other ATM-155 ports is set to System mode,
which means that their TX clock is retrieved from the selecte M-155 port's RX
clock.

In this configuration, the fallback clock is derived frorfthe prote:

port in APS mode. If APS is not used, an E1/T1-based SO e used via
the station clock port.
ACE-3600 distributes the clock over the PS ds the ACE-3200 and

ACE-3200 remote peers, which can recover the clo

clock source ast -1/0C-3¢

o Etherne ATM
E N x STM-1/0C-3¢ "

Secondary clock ”
source from the “

N KCergitd 3G Node B
3G RNC

APS (protected)
ort
p: Clock recovery
2. One port's RXis  /
1. Clock Stream _.--» selected as primary / Clock Distribution _

N x E1/T1

st
rnet P . IMA
A ACE-3200 3G Node B

Clock re:covery

3. TX clock in
Reference mode

b

i

'

i

'

i

'

i

'

i

Secondary

Clock Sourge

Figure D-2. Typical Clock Mode

ACE-3600 Ver. 5.2 Typical Clock Mode D-5






ACE-3600 Ver. 5.2

Appendix E

Encapsulation over PSN

This appendix describes the encapsulation of ATM and TDM ¢ transported
over the packet-switched network (PSN) and handled by ACE-3680\ This includes
the following topics:

<
Basic Pseudowire (PW) Encapsulation
Encapsulation over Different PSN Types - which c%
»  MPLS/Layer-2 Packet Format

»  MPLS over IP Packet Format

= MPLS over GRE Packet Format
»  MPLS Packet with/without-PHP
= UDP over IP Packe X @

ich describes:

capsu/% &
PW\Encapsu {%
on = scribes:

ATM Service Encapsula

»  One-to-One (1

1 eudowire (PW) Encapsulation

A pseudowire TPW) packet comprises the following data components (see
Figure E-1):

Ethernet header - contains the DA (destination MAC address), SA (local MAC
address) and Ethernet network type.

PSN header - defines the PSN transport type: MPLS, UDP over IP,
MPLS over IP, MPLS over GRE and PPPOE.

Control Word - a data control as defined in the relevant IETF RFCs and drafts.

Payload - the service payload (ATM or TDM payload), which contains the
actual traffic data.

Basic Pseudowire (PW) Encapsulation E-1
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Ethernet header
PSN Header
Control Word

Payload

Figure E-1. Basic PW Structure

MPLS/Layer-2

Packet Format

The following figure illustrates the MPLS o @ 2 enc utationy format:

1NN @

DA | SA | Type
8100

VLAN | Type | Tun \/I{ Contr \cu\g) Payload
tag 8847 )abg

Figure E-2. MAA%/ @ \\Egcaps Q r%az‘
Table E- <<? @ -2 Enca @ arameters

Para,é ter Na rpose% Z(%

DA C address of the remote
op unit. 6 bytes long.

S C&%ress of the device. 6 bytes long.

e 8100 \\f>\EAN support is enabled, the Ethernet
packet type is set to 0x8100. 2 bytes long.

LAN tag If VLAN support is enabled, this tag includes
the VLAN ID and its priority; configured per
PW. 2 bytes long.

Type 8847 MPLS packet type - 0x8847. 2 bytes long.

Optional {

Tunnel label Label of the PW tunnel between
ACE-3600 and the PE. This parameter is
manually configured per PW/peer and per
direction, or dynamically learned using LDP.
4 bytes long.

A different value is possible for the RX and
TX directions (tunnel in/out).

PW label Label of the Pseudowire; manually defined
per PW and per direction, or dynamically
learned using LDP. 4 bytes long.

E-2 Encapsulation over Different PSN Types ACE-3600 Ver. 5.2
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Control Word Contains the sequence number and control
bits. 4 bytes long.

Payload The service data carried on the frame,
depending on the PW type.

MPLS over IP Packet Format

The following figure illustrates the MPLS over IP encapsulation foxirat:

DA | SA | Type | VLAN Type IP PW Control Wor: ad
8100 | tag | 800 | header | label &L

Figure E-3. MPLS over IP Encapsulatiomksgmat

Table E-2. MPLS over IP meters

Parameter Name Purpose \\—7)//,\\ =N

DA Destination MAC adé}é-\ss)gthe remate
pegr or unit. 6 bytes Io@\

SA I\/\Aé/ié\\eﬁsé tpqé device. C&@?’cez\s\

Type 8100 tis ena ernet

is set tf%@( bytes long.

Optional
Pt VLAN tag uppo , this tag includes
LAN | rlty configured per
2 byRg |

Type %Q\)\ “ Ip @@%\\t\@ 0x800. 2 bytes long.
\/ he to i i

IP header %ol field of the IPv4 header is set
PR 133 (MPLS in IP). 20 bytes long.
label \\§bel of the Pseudowire; manually defined
per PW and per direction, or dynamically
Q learned using LDP. 4 bytes long.

N\

Control Word Contains the sequence number and control
bits. Optional for some PW types. 4 bytes

long.

Payload The service data carried on the frame,
depending on the PW type.

MPLS over GRE Packet Format

The following figure illustrates the MPLS over GRE encapsulation format:

DA | SA | Type | VLAN Type IP GRE PW Control Payload
8100 tag 800 | header | header label Word

Figure E-4. MPLS over GRE Encapsulation Format

ACE-3600 Ver. 5.2 Encapsulation over Different PSN Types E-3
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Table E-3. MPLS over GRE Encapsulation Parameters

Parameter Name Purpose

DA Destination MAC address of the remote
peer or next hop unit. 6 bytes long.

SA MAC address of the device. 6 bytes long.

Type 8100 If VLAN support is enabled, the Ethernet
packet type is set to 0x8100. 2 bytes long.

Optional VLAN tag If VLAN support is enabled, this tag incltde

the VLAN ID and its priority; configued per
PW. 2 bytes long. @

Type 800 IP packet type - 0x80Q« }/E&\es Io\ng.\

IP header The protocol field of the IPv4 er is\gt
to 47 (GRE). 2Q€pvt\gx|ong.

GRE header The Protocol Ty \ﬁgl he GRE hea i
set to 0x8847 (MPLS )\ 4 bytes long. O\

PW Label

Label of t
pe%&i\ of

Control Word

I
30

is
audowireTmanually u
irection, or 3 )
learn sing~\LDP.
Ng the“sequence
s@\y long. @

(o) K<and control
i

Payload

v T \Eerdce data\car n the frame,
@ nding@ag ype.

P D|§

W
te the MPLS packet format with and without PHP (for

ontrol Packet

“Wpe

8847

VLAN

8100 tag

MPLS Pack ith/
ollowing figur
Q e informati
k-

Tunnel IP header UDP LDP

label

Figure E-5. MPLS Control Packet when PHP is Disabled

Table £-4. Encapsulation Parameters

Parameter Name Purpose

DA Destination MAC address of the remote
peer or next hop unit. 6 bytes long.

SA MAC address of the device. 6 bytes long.

E-4 Encapsulation over Different PSN Types

ACE-3600 Ver. 5.2
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Parameter Name Purpose

Type 8100 If VLAN support is enabled, the Ethernet
packet type is set to 0x8100 . 2 bytes long.

Optional VLAN tag If VLAN support is enabled, this tag includes

the VLAN ID and its priority; configured per
PW. 2 bytes long.

Type 8847 MPLS packet type - 0x8847. 2 bytes long.
Tunnel label Label of the PW tunnel between
ACE-3600 and the PE. This paran%ter i
manually configured per PW/peer er
direction, or dynamically ng
4 bytes long.
A different value is possible f e RXand

TX directions (Mﬂ/out)

IP header The protocol fl v4 header is
to 17 (UDP). 20 byt Ion ,(f\

UDP UDP bytge—
LDP LD%\SE/ @\)
)
S

PHP Disabled—/D{ N @
DA | SA | Type | VLAN \E\ u }Iv P Q@rol Payload
8100 &7 @l\ ord

% PHP is Disabled

stikation Parameters

B% ?estination MAC address of the remote

peer or next hop unit. 6 bytes long.

SA \ MAC address of the device. 6 bytes long.
Type 8100 If VLAN support is enabled, the Ethernet
packet type is set to 0x8100 . 2 bytes long.
OptlonaH VLAN tag If VLAN support is enabled, this tag includes
the VLAN ID and its priority; configured per
L PW. 2 bytes long.
Type 8847 MPLS packet type - 0x8847. 2 bytes long.

ACE-3600 Ver. 5.2 Encapsulation over Different PSN Types E-5
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Parameter Name Purpose

Tunnel label Label of the PW tunnel between
ACE-3600 and the PE. This parameter is
manually configured per PW/peer and per
direction, or dynamically learned using LDP.
4 bytes long.

A different value is possible for the RX a
TX directions (tunnel in/out).

PW label Label of the Pseudowire; manua%deﬁ
per PW and per direction, or dynamical
learned using LDP. 4 bytes Ixng

Control Word Contains the sequence er a \%
bits. Optional for som
long.

Payload The service da . iad on the frg&,
depending on the™PY /E\fp\ (A

PHP Enabled - Cont P(> @
"@o =

DA | SA | Type | VLAN | Type UDN LDP
8100 | tag 800

Figure E-7. ckez‘ @%En&bl&wd

/e £ apsu/@n\ eters
Parak&ter Name, Purj;\%\\w/

DA g%‘ AC address of the remote
er oryext hop unit. 6 bytes long.
%A/ W address of the device. 6 bytes long.
WIOO If VLAN support is enabled, the Ethernet
packet type is set to 0x8100 . 2 bytes long.
@J lon VLAN tag N If VLAN support is enabled, this tag includes

the VLAN ID and its priority; configured per
PW. 2 bytes long.

Type 800 MPLS packet type - 0x800. 2 bytes long.

IP header The protocol field of the IPv4 header is set
to 17 (UDP). 20 bytes long.

UDP UDP bytes

LDP LDP bytes

E-6 Encapsulation over Different PSN Types ACE-3600 Ver. 5.2
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PHP Enabled - Data Packet

DA | SA | Type | VLAN Type PW Control Payload
8100 tag 8847 label Word

Figure E-8. MPLS Data Packet when PHP is Enabled

Table E-7. Encapsulation Parameters

Parameter Name Purpose
DA Destination MAC address of the pemot

peer or next hop unit. 6 bytes long. Q
SA MAC address of the devic/e@bvé&ilchg.\

Type 8100 If VLAN support is enakled, Et%
packet type is set to 0x8100 .\ hytes long.
VLAN tag If VLAN suppo apbled, this ta§>r1cludes
the VLAN ID andNispriority; configured
PW. 2 bytes long. m Q(C\(\K
Type 8847 MPLS pa@ — 0x88%7. 2 DM

PW label Lab %@Wire; manually. ed
W P ifecti cally
[ea S

rd
op. 4nfiog o
Control Word Q %%Ln)s)\tﬁe se n\[)/er and control
bi ptior& types. 4 bytes

Paylo The séxvce arried on the frame,
ﬂ de{é@ he PW type.
<
UDP et For
Ilowilk illustrates the UDP over IP encapsulation format:

Optional

k
e
§§> W VLAN We Ip UDP | Control Payload
8100 tag 800 | header | header Word

Figure E-9. UDP over IP Encapsulation Format

Table E-8. UDP over IP Encapsulation Parameters

Parameter Name Purpose

DA Destination MAC address of the remote
peer or next hop unit. 6 bytes long.

SA MAC address of the device. 6 bytes long.

ACE-3600 Ver. 5.2 Encapsulation over Different PSN Types

E-7
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Parameter Name

Purpose

Type 8100

If VLAN support is enabled, the Ethernet
packet type is set to 0x8100 . 2 bytes long.

Optional VLAN tag

If VLAN support is enabled, this tag includes
the VLAN ID and its priority; configured per
PW. 2 bytes long.

Type 800

IP packet type - 0x800. 2 bytes long.

IP header

The protocol field of the IPv4 header is
to 17 (UDP). 20 bytes long.

UDP header

e UDP destlna ort - uses oIP
protocol n x85E (2142)

Control Word

Contains the se ber and c
bits. 4 by/e_\ong

Payload

Theser ta carried on th
%@n O theﬂthype @

ATM txaffic is e

Enc

lated one-to-one or N-to-1 mode.

M Control

0 Reserved (4 bits)

Sequence number (2 bytes)

Cell Header

Reserved PTI C

Vd (2 bytes)

Figure E-10. 1:1 Encapsulation Structure

Table E-9. 1:1 Encapsulation Parameters

Parameter Name

Purpose

Sequence
number

An unsigned 16-bit rounded number for
guaranteeing an ordered packet delivery.

E-8 ATM Service Encapsulation

ACE-3600 Ver. 5.2



Installation and Operation Manual Appendix E Encapsulation over PSN

Parameter Name Purpose

M Transport mode bit of the control byte; indicates
whether the packet contains an ATM cell or a
frame payload (cell mode = 0; frame mode = 1).

\" Indicates whether the VCI field is present in the
packet; its value is either O or 1.

PTI The 3-bit Payload Type Identifier (PTI) val
copied form the PTI bits of the encapsulated

cell header.

(N
. . >
Indicates the CLP (Cell Loss Priorit ue V@j
encapsulated cell; copied from t ncapsy
ATM cell header.

vd The 16-bit Virtual Circuit Identi (Vmalid only
if V=1 (see abqf%

The following figure illustrates the multipl oncate@l:l mode:
{ 0 0 0 Kb/ Res?p@\&@%}%)

(@)

ATM Control

et E e\
w | v | Gemad] S |
RO

T

N j R§5§Q/\&$\/ PTI C

A\k Q\\?CI (2 bytes)
N\

Payload (48 bytes)
M \i Reserved PTI C
Header
Vvd (2 bytes)

Payload (48 bytes)

Cell Header

Cell Header

Figure E-11. Multiple Cells Concatenation in 1:1 Encapsulation Mode

ACE-3600 Ver. 5.2 ATM Service Encapsulation E-9
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N-to-One (N:1) ATM PW Encapsulation

In N-to-one (N:1) mapping mode (selectable), one or more ATM VCCs/VPCs are
mapped to a pseudowire link. The following figure illustrates the packet format in

N:1 mode:
'
0} 0 0 0 flags (4 bits)
ATM Control < Reserved length (6 bits)

Sequence number (2 bytes)
VPI (12 bits) S

4 bytes Cell Header < & @
V(l (16 bits)
Pr/QLp

{/on S z‘rucz‘u%>

N\

Figure E-12. N:1 Encap
goncateRgation. i :1 mode:

The following figure illustrates t?e_m\ultipl
=) @\

0 0 0 b\ 1| flagsy

ATM Control Reserved \>}en/gth @gs\))
/—Sealiéneg mumber (2bytes)

s ng
Q@w

\\/ \& cell header

Q
ayload (48 bytes)

N

igure tiple Cells Concatenation in 1:1 Encapsulation Mode

AAL5>SDU ATM PW Encapsulation

The AAL5-SDU control word for an ATM PW has the following structure:

0 0 0 0 T E C U
Reserved length (6 bits)

Sequence number (2 bytes)

Figure E-14. AAL5-SDU Control Word Structure

ATM Service Encapsulation ACE-3600 Ver. 5.2
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Table E-10. AAL5-SDU Control Word Parameters

Parameter Name Purpose
Reserved Reserved for future use; assigned with 0 value.
T Transport type bit. If set to 1, the packet contains

an ATM admin cell. If not set, the PDU contains
an AAL5 payload.

E EFCI bit. Set to 1 if the EFCI bit of one or m

cells in the AAL5 CPCS-SDU is set also to 1
Otherwise, it is set to 0. Q

C CLP bit. Set to 1 if the CLP bit of m%}:ﬁ
in the AAL5 CPCS-SDU is alsoo\l. naise,
it is set to O.

u Command/respcysp\field bit. %t\ 0.
Sequence number A 16 bits, unsi r@@u&nded number that can

be used to guara e(/o\rdg ed packet/q%y.
N/ X
2, —Q
E.4 TDM Servic s&la%%ﬁ
A g apsul @ N in two modes:
i Te % over PSN
' et (not supported in ACE-3600).

ure illustrates the structure of the CESoPSN Control Word:

0 L R M FRG LEN (6 bits)

Sequence number (2 bytes)

Figure E-15. CESOPSN Control Word Structure

7able E-11. CESoPSN Control Word Parameters

Parameter Name Purpose
Bits 0-3 Structure bits that their value must be zero
L If set, indicates that the TDM data carried in the

payload in invalid due to a TDM circuit failure

R Remote receive failure (PSN RDI) on the PSN side

ACE-3600 Ver. 5.2 TDM Service Encapsulation E-11
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Parameter Name Purpose

M A 2-bit modifier field that further defines the
failure if the L parameter was set:

e L|M=000 means no failure; the payload must
be processed as received

e L|M=100 means TDM failure; the TDM data is
invalid

e L|M=010 means RDI state of the TDM
attachment circuit (AC)

FRG Fragmentation field for services W|th§A\§> //\\b

LEN Used to specify the length of, w

(CESoPSN header size + is
less than 64 bytes. If the tota bytes
or more, the LEN/vaJrug is set to 2
Sequence Used to provide gv\} on PW sequencing
number functions, as well a IQ/HE\‘[ ction of I kets

N
L

<

&

E-12 TDM Service Encapsulation ACE-3600 Ver. 5.2
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-
Upto N
timeslots in
a bundle
\
(
UptoN
timeslots in <
a bundle
\

X

ACE-3600 Ver. 5.2

E.5 Clock Encapsulation

Word). The maximum payload size is 512 bytes.

Ethernet header

PSN Header

0|0|0]|O L R M | FRG IﬁN(é/b;@\

Sequence number (2 bytes) v //\\

Timeslot 1 QQ M

Timeslot 2

=~
N

= NSEIERN

reesbt ()
mesoty) N\ )

2\ NPV

NOONTMIAN
AN

\ Timeslot N

J

\ Figure E-16. Clock Encapsulation

The TDM payload illustrated above consists of the following parameters:

N - number of timeslots in a bundle

M - number of bundles in a packet

L - the packet payload size in bytes (up to 512 bytes), calculated by

multiplying N by M (NXM)

The clock encapsulation is based on the CESoPSN format (see CESoPSN Control

Payload -
Up toMm
bundles

D - the packetization delay in milliseconds, calculated by dividing L by NX8

(L/NXx8).

Clock Encapsulation

E-13
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Appendix F

Alarm Forwarding

When interworking between ATM and packet-switched netwo it is necessary
to deliver alarms from end-to-end. The ACE-3600 alarm forward mechanism
translates PSN and ATM link failures to alarms that argsen tomer
equipment on each end of the application.

ACE-3600 sends either F4 or F5 Segment/End-

ards the ATM
S the PSN side.

F.1 PSN-to-AT

Failures on the PSN sid
following figures illu

h erface is defined as Intermediate point, the following
forwarding cases are ibI%:

ACE-3000
AlS for all VPs that are
F4 Se &) )
QD JATM Fa End?to—En s attached to the PW IP/ETH

o < WP : ---------- PW Z Metwork
VP Intermediate VCCW-BFD
Paint failure on the PW

Figure F-1. PW Link Failure in case of VP Intermediate Point

ACE-3600 Ver. 5.2 PSN-to-ATM Alarm Forwarding F-1
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ACE-3000
AIS for all VCs that are
F5 Segment AIS
SDH/ATM F6 End10.End AIS aHached o Fi IP/ETH
Network -« VC  |f—————— —— — PW + Network
«—————————- \
VC Intermediate VCCV-BFD
Point failure on the
Figure F-2. PW Link Faillure in case of VC Intermediate Poi
ACE-3000 %
AlS for all VPs
F4 Segment AIS that are attached to
SDH/ATM F4 End-to-End AIS PWs on the port B4 IP/ETH
Network < vP === Port Network
On all VPs €T

VP Intermediate
Point

F5 Segme 6
SDH/ATM E5EndH 5 IPIETH

Network < i M/ @ s — Network

On all VCs \

C Intermed

Physical
¢ layer
S failure
igure F-4, TH Failure in case of VC Intermediate Point

nt Poin

When the ATM interface is defined as Segment point, the following forwarding
cases are possible:

ACE-3000
AlS for all VPs that are
attached to the PW
SDH/ATM F4 End-to-End AIS Lkl
Metwork « VP : __________ Al 7 ot
VP Segment VCCW-BFD
Point failure on the PW

Figure F-5. PW Link Failure in case of VP Segment Point

F-2 PSN-to-ATM Alarm Forwarding ACE-3600 Ver. 5.2
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SDH/ATM
Network

SDH/ATM
MNetwork

SDH/ATM
Network

a.

ACE-3600 Ver. 5.2

Appendix F Alarm Forwarding

ACE-3000
AlS for all VCs that are
attached to the PW
F5 End-to-End AIS IP/ETH
- ol o T r—— A N — Network
- ———————— \
VC Segment VCCV-BFD
Point failure on the

Figure F-6. PW Link Failure in case of VC Segment Point

ACE-3000 %
AlS for all VPs
that are attached to
PWs on the port IP/ETH
F4 End-to-End AIS
) nd-to-En VP [M———————— ] Ej:':t' Network
- ———————— |
On all VPs <\
VP Segment h
Point

\K@ Bt

I. r

Figure F-7. Physical %@59 of l@t Point
/\{\\ =3000 @Q ©
N )

J

<—\ IP/ETH
& Network

Physical

layer

failure

The PW link connectivity check and alarm forwarding over a packet-switched
network is performed as follows (see Figure F-9):

BFD control messages (packets) are generated per PW by both ACE-3600 and
the remote ACE unit, each towards the PSN direction.

When ACE-3600 does not receive the BFD control messages from the remote
ACE unit during @ number (predefined) of transmission intervals, it declares
that the specific PW is down on its receive (RX) direction.

ACE-3600 generates 'control-detection-time-expired' packets for the specific
faulty PW towards the remote ACE.

The remote ACE declares a 'neighbor-signal-session-down' state for the PW,
and, when possible, sends corresponding packets under this label.

PSN-to-ATM Alarm Forwarding F-3
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4. neighbor-signal-session-down

5. BFD acknowledgement state (per PW)
neighbor-signal-session-down »‘I‘
ACE-3000 T T T ! Remote ACE
- - T~ - |
e " |
|
VP F4 Segment AIS K BFD packets
SDH/ATM VP F4 End-oEnd AIS | yppvc ETH PUY IP/ETH ETH
Network < - ————————— Pot L— & —— Network | Port
VG F5 Segment AlS T
VC F5 End-to-End AIS !
i
- 1. PW link failure
Y o~ _
2 LinkDown T~ —o__ _ _ _ __ ———
state 3. BED (per
control- i i

Figure F-9. PW Link Failure and Alarm Forwarding/A 0% ra PSIV

F.2 ATM-to-PSN Alarm\Forwarding

(VP or VC).

VP/VC Intermediate Point
When t T texface ig gefined
aarm@'nj> \ evel

<

a\U

yediate point, ACE-3600 forwards
» includes the following cases:

AGE:3

AR each nection
onthe port F4 Segment AIS
NN\ Y - »| ETH F4 End-to-End AIS IP/ETH
% NI B Por > Network
% ________ COwver PW
/‘ \\

A -
physical termediate
layer Paoint
failure

Figure F-10. Physical ATM Failure in case of VP Intermediate Point

ACE-3000
AlS for each VC connection
that is on the port F5 Segment AIS
soHATM T L » ETH F5 End-to-End AIS IP/ETH
Network —_— Voo oL _________ : Port » Metwork
/ __________ Over PW
Physical VC Intermediate
layer Point
failure

Figure F-11. Physical ATM Failure in case of VC Intermediate Point

F-4 ATM-to-PSN Alarm Forwarding ACE-3600 Ver

Vice-versa, failures on the ATM side are pr d by -3600towards the
PSN side. The following figures e the -36 jor and alarm typ
used in case of physical A re dependi@ ATM connection type

es

.5.2
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VP/VC Segment Point

When the ATM interface is defined as Segment point, ACE-3600 forwards alarms
regarding either port-level failures or any specific VP or VC connection failure. This
includes the following cases:

ACE-3000
AlS for each VP connection
that is on the port
sohiaw | - ETH | F4End-to-End AIS IP/ETH
Network — | v [IZIIZICCIC E Port Network
/ —————————— Over F‘@
Physical VP Segment j
layer Point
failure

Figure F-12. Physical ATM Failure in case of VP Se t Point

ACE-3000 Q
AlS for each VC cg ion
WE&{% IP/ETH

SDH/ATM

Network +

/

Physical
layer
failure
Figur, % of VC Segment Point

1

AN\for lr&dﬁc
AlS e
state "Q%?I' o F4 End-to-End AIS IPIETH
as tal ETH for the specific VP
N\ S » Port » Network
/ Q Over PW
o#s of continuity) \Ss.gment
4 Segment AIS Point
or a specific VP
Figure F-14. VP Failure in case of VP Segment Point
ACE-3000
AIS AlS for the specific
VC connection
i F5 End-to-End Al
SDH/ATM state that has failed — Al t;‘;g;;ﬂ;i Sc IP/ETH
Network —_— Ve = ™ port > Metwark
/ Cwver PW

LOC (loss of continuity) VG Segment
ar F5 Segment AIS Point
for a specific VC

Figure F-15. VC Failure in case of VC Segment Point
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source address, 4-45
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default, 4-33,

1-9 AM descriptor, 4-52
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Management settings, 4-5 SDH/SONET, 4-29
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Masked alarm, 4-9 Pass, 6-43
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Max VPl bits, 4-42 changing the, 4-79
MBS, 4-44 default, 3-3
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Menu Path BIP alarm, 4-14
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hot keys, 3-6 Path LOP alarm, 4-13
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monitoring menu map, 6-15
Physical loopback, 1-16
diagnostics, 6-45
external, 1-16
internal, 1-16
Pin assignments, A-1
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Port activation
E1l, 5-20
Ethernet, 4-27
SDH/SONET, 4-29
Port number, 4-47, 4-51
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Port status, 4-12
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Power failure alarm, 4-11
Power supply, 1-6, 1-19
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ATM layer, 1-12
Queues and buffers, 1-10
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Rack mounting, 2-2
RADview-EMS, 3-10
Rate limiter

ATM-155 port, 4-29

Ethernet port, 4-28
Read community, 4-6
Receive (RX) clock, D-3
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statuses, 6-7
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Redundancy configuration, 4-32

Redundancy statuses, 4-34

Reference clock, D-1
configuration, D-3
configuration, 4-38

Reset, 4-88

Restart, 4-87

Retry timeout, 4-85

RM-36, 2-2

RM-39, 2-2

route tracing, 6-48

RX

AlS, 6-25

APS port, 6-9 <>
ATM cells, 6-22
Ethernet stakistics( B-
RDI, 6-25

RX sensitj

El, 5-2

SNMP management, 3-10
SNMP traps
functional description, 1-16
Software download
via TFTP, 4-84
Standby main card, 1-9
Start time, 6-19, 6-22, 6-24, 6-26, 6-37
Station clock
connecting to, 2-11
impedance, 1-19
LED indicators, 3-3
su, 1-17
Superuser login name, 3-3
Switch command, 4-37
System
self-test results, 6-43
System redundancy, 1-9
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tech, 1-17
Tech login name, 3-3
Telnet access trigger, 4-17
Terminal access, 3-4
Terminal access settings, 4-3
Terminal control

connecting to, 2-10
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TFTP, 4-84
error, 4-85
server IP, 4-85
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TFTP status, 4-11
Timeout mechanism, 1-11
Timing modes, D-1
Total timeout, 4-85
Traffic descriptor, 4-52
Traffic descriptors configuration, 4-42
Traffic shaping, 1-12
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Trap mask, 4-9
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all masked, 4-12
ATM, 4-14, 4-15
configuring, 4-9
none masked, 4-12
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Troubleshooting, 6-50
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APS port, 6-9
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Ethernet statistics, 6-18
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UBR+, 1-13
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Unit components, 4-76
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User statistics
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